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About This Book

The MVS System Messages books primarily describe messages that are issued to the
system operator at the system console and system messages that are logged. These
include:

Operator messages issued by the BCP and DFSMS/MVS.
Log messages issued by the BCP and DFSMS/MVS.

Some SYSOUT messages issued by the BCP and DFSMS/MVS. SYSOUT messages
are issued by utilities that normally run in batch, such as SPZAP.

Batch job messages issued by the BCP. Messages issued by JES2 or JES3 for batch
jobs are in the JES messages books.

For the most part, messages issued at interactive terminals (like TSO/E and CICS terminals)
are documented by the specific elements and products that support those terminals.

The titles of the MVS System Messages books indicate the range of message prefixes in the
books:

0S/390 MVS System Messages, Vol 1 (ABA-ASA), GC28-1784
0S/390 MVS System Messages, Vol 2 (ASB-EZM), GC28-1785
0S/390 MVS System Messages, Vol 3 (GDE-IEB), GC28-1786
0S/390 MVS System Messages, Vol 4 (IEC-IFD), GC28-1787
0S/390 MVS System Messages, Vol 5 (IGD-1ZP), GC28-1788

If you do not know which book describes a particular message, try searching the messages
and codes bookshelf. Here are some of the books on that bookshelf:

The MVS System Messages books

0S/390 MVS Dump Output Messages, GC28-1749

05/390 MVS System Codes, GC28-1780

0S/390 MVS Routing and Descriptor Codes, GC28-1778

0S/390 HCD Messages, GC28-1849

0S/390 JES2 Messages, GC28-1796

0S/390 JES3 Messages, GC28-1804

0S/390 TSO/E Messages, GC28-1978

0S/390 UNIX System Services Messages and Codes, SC28-1908

For a list of message books sorted by message prefix, see [[Message Directory” on page Vviiil

Who Should Use These MVS System Messages Books

The system messages books are for all people who receive messages from the system.
Usually, these people are system operators, system programmers, and application program-
mers who do any of the following tasks:

© Copyright IBM Corp. 1988, 1999

Initialize the operating system and its subsystems
Monitor system activity

Keep the system running correctly

Diagnose and correct system problems

Diagnose and correct errors in problem programs



How to Use These Books

The system messages books contain descriptions of messages, along with the following:

» ['‘Message Library” on page viil tells how to create a customized message library

» ['Message Directory” on page viii|lists all message prefixes and the books containing the
message descriptions

* [‘Introduction” on page INTRO-1|describes how the system issues messages, where it
places them, and their formats

Message Descriptions : Message chapters are arranged alphabetically by the message pre-
fixes. In each chapter, the messages are arranged numerically by the numbers following the
prefix. The description for each message:

¢ Explains why the system issued the message.

¢ |dentifies the component, subsystem, or product issuing the message.

* Describes the actions taken by the system.

e Suggests actions that the operator, user, application programmer, or system pro-
grammer can take, if appropriate, in response to the message.

The system programmer responses assume that the programmer has performed the cus-
tomary diagnosis described in the OS/390 MVS Diagnosis: Procedures.

Where to Find the Most Current Message Information

The MVS System Messages books are cumulative. As messages are added to the system
they are added to the books. Similarly, when messages are changed on the system, they are
changed in the books. However, when a message is deleted from the system (no longer
issued), the message is not deleted from the book. This means that users can look in the
most recent message books for the most current descriptions of system messages.

To find the most current edition of a book, you can look on the Web. Point your browser to
the OS/390 home page and click on the Library icon:
http://www.ibm.com/s390/0s390/

When you are in the OS/390 library area, use the messages and codes database to search
for the message ID you are interested in.

Where to Find More Information

Many message descriptions refer to:

e Data areas and control blocks : See 0OS/390 MVS Data Areas, Vol 1 (ABEP-DALT),
0S/390 MVS Data Areas, Vol 2 (DCCB-ITTCTE), 0OS/390 MVS Data Areas, Vol 3
(IVT-RCWK), OS/390 MV'S Data Areas, Vol 4 (RD-SRRA), and OS/390 MVS Data
Areas, Vol 5 (SSAG-XTLST).

e Dumps: For examples of ABEND, stand-alone, and SVC dumps and how to read them,
see OS/390 MVS Diagnosis: Tools and Service Aids. For examples of component output
from dumps LY28=1813 --> and how to read and request it, see 0S/390 MVS
Diagnosis: Reference.

¢ Identification of a component, subsystem, or product : See the 0S/390 MVS
Diagnosis: Reference to identify the component, subsystem, or product from the name
of an IBM module or for a macro. The module prefix and macro tables give the program
identifier to be used in a PIDS symptom in a search argument.

e System completion and wait state codes : See 0S/390 MVS System Codes.

e Logrec data set error records : For the formatted records, see OS/390 MVS Diagnosis:
Reference.
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e Trace output : For the formats and the meaning of the information in the generalized
trace facility (GTF) trace, instruction address trace, master trace, system trace, and
component trace, see 0S/390 MVS Diagnosis: Tools and Service Aids.

The following tables list books that contain information related to the information contained in
the MVS System Messages books. For the titles and order numbers of books not in the
tables, see the OS/390 Information Roadmap.

Use the appropriate Principles of Operation book for the hardware you have installed.

When the MVS System Messages books reference information in other books, the shortened
version of the book title is used. The following tables show the complete titles and order
numbers of the books that you might need while you are using the MVS System Messages
books.

Subsystem, Product, and Hardware Books

Title Order Number
ACF/TCAM Base Installation Guide SC30-3132
Asynchronous Adapter Device Driver Table N/A

C/370 Programming Guide N/A

CICS Family: General Information N/A

CICS Recovery and Restart Guide SC33-1698
Common I/O-Device Commands SA22-7204
CPI Communications Reference SC26-4399
DATABASE 2 Application Programming Guide SC26-4293
DFSMS/MVS DFSMSdfp Diagnosis Reference LY27-9606
DB2 Application Programming Guide for TSO and Batch Users SC26-4081
DATABASE 2 General Information Manual GC26-4073
IBM DATABASE 2 Messages SC23-0592
IBM DATABASE 2 Version 2 Messages and Codes SC26-4113
IBM DATABASE 2 Version 2 Release 3 Messages and Codes SC26-4379
IBM Graphics Access Method/SP Messages and Codes SC33-0143
ES/9000: Operating Your System SA24-4350
FileNet OSAR Library Unit Product Description PN9000102
IBM 3290 Information Panel Description and Reference SR23-6155
IBM 3990/9390 Operations and Recovery Guide GA32-0253

IBM 3990/9390 Storage Contro Planning, Installation, and Storage Admin- GA32-0100
istration Guide

IBM 3990 Storage Control Reference for Model 6 GA32-0099
IBM 9340 Direct Access Storage Subsystems Reference GC26-4647
LASERDRIVE** 1200 Engineering Specification N/A

LASERDRIVE** 1200 Intelligent Digital Optical Disk Drive with SCSI Engi- N/A
neering Specification

Maintaining IBM Storage Subsystem Media GC26-4495
Maintenance Information for the 9037 Sysplex Timer SY27-2605
Maintaining IBM Storage Subsystem Media GC26-4495
OS/2 Programming Tools and Info V-1.3 Manage Macro Assembler/2 Z91F-9269
0OS/2 WARP Control Program Programming Reference N/A

Portable Netware System Messages SC23-2424
Print Services Access Facility/MVS User's Guide and Reference S544-3100
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Title Order Number
IBM Enterprise Systems Architecture/390 Principles of Operation SA22-7201
Remote Copy Administrator's Guide and Reference SC35-0169
SCSI Adapter Completion Code Table N/A

RT SCSI Adapter Device Driver Table N/A

Sysplex Timer 9037 Maintenance SY27-2605
VM/ESA CP Command and Ulility Reference SC24-5519
VM/ESA General User Command Reference SC24-5433

Message Library

The message library is designed so that operators and programmers in an installation can
build their own libraries of the message and code information that fits their specific needs.
Each person can place into binders the chapters and books containing only the messages
and codes he or she could receive.

Basic Books

Each installation requires at least one copy of each of the MVS System Messages books
and of OS/390 MVS Dump Output Messages. Regardless of your specific system's options,
you will receive at the console or in listings some subset of the messages in these books.

Each installation also requires at least one copy of 0S/390 MVS System Codes, which con-
tains the 3-digit hexadecimal system completion codes (abend codes) and the wait state
codes produced by all the components of the system.

Note: 4-digit decimal user completion codes appear in books for the component, sub-
system, or product that produces the codes. Codes produced by installation-provided
programs do not appear in IBM books.

All programming and operations personnel need access to the basic books, although appli-
cation programmers might not need to have their own copies.

Optional Books
For information about message changes for multiple OS/390 elements including JES2, JESS,
RACF, TCP/IP, and others, see 0OS/390 Summary of Message Changes.

An installation's system programmer needs 0S/390 MVS Routing and Descriptor Codes for
the routing and descriptor codes for the messages that have these codes.

CD-ROM Collection
A comprehensive source of messages for IBM products is contained in the IBM Online
Library Productivity Edition: Messages and Codes Collection, SK2T-2068.

Message Directory
To use a message prefix to locate the book containing a specific message, see the following

table.

Prefix Component Book Title - Order Number

ABA DFSMShsm 0S/390 MVS System Messages, Vol 1
(ABA-ASA), GC28-1784

ACP LANRES 0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785

ADF Time Sharing Option Extensions 0S/390 TSO/E User's Guide,

(TSO/E) session manager SC28-1968

05/390 TSO/E Command Reference,
SC28-1881
0S/390 TSO/E Messages, GC28-1978
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Prefix Component Book Title - Order Number

ADM Graphical data display manager GDDM Messages, SC33-0869

ADR DFDSS 0S/390 MVS System Messages, Vol 1
(ABA-ASA), GC28-1784

ADRY DFDSS 0S/390 MVS System Messages, Vol 1
(ABA-ASA), GC28-1784

ADY Dump analysis and elimination (DAE) 0S/390 MVS System Messages, Vol 1
(ABA-ASA), GC28-1784

AEM Graphical data display manager GDDM Messages, SC33-0869

AFB VSFORTRAN VSFORTRAN Version 2 Language and
Library Reference, SC26-4221

AHL Generalized trace facility (GTF) 0S/390 MVS System Messages, Vol 1
(ABA-ASA), GC28-1784
0S/390 MVS Dump Output Messages,
GC28-1749

AMA SPZAP service aid 0S/390 MVS System Messages, Vol 1
(ABA-ASA), GC28-1784

AMB LIST service aid 0S/390 MVS System Messages, Vol 1
(ABA-ASA), GC28-1784

AMD Stand-alone dump 0S/390 MVS System Messages, Vol 1
(ABA-ASA), GC28-1784

AMS Availability manager 0S/390 MVS System Messages, Vol 1
(ABA-ASA), GC28-1784
RMF Messages and Codes, GC28-1948

ANT Remote Copy 0S/390 MVS System Messages, Vol 1
(ABA-ASA), GC28-1784

ANF Starting with Release 8: Infoprint Server 0S/390 Infoprint Server Messages and
Diagnosis, G544-5690

AOF System Automation for OS/390 System Automation for 0OS/390 Mes-
sages and Codes, GC28-1569

AOM Administrative operations manager 0S/390 MVS System Messages, Vol 1
(ABA-ASA), GC28-1784

AOP Infoprint server 0S/390 Infoprint Server Messages and
Diagnosis 0S/390 Infoprint Server Mes-
sages and Diagnosis, G544-5690

API Starting with Release 8: Infoprint Server 0S/390 Infoprint Server Messages and
Diagnosis, G544-5690

APS Print services facility (PSF) Print Services Facility Messages,
S544-3675

ARC DFSMShsm 0S/390 MVS System Messages, Vol 1
(ABA-ASA), GC28-1784

ARRP System Control Program (SCP) See message 52099 in Enterprise
System/9000 Models 190, 210, 260,
320, 440, 480, 490, 570, and 610 Mes-
sages Part 2 for a complete message
explanation and appropriate responses;
see GA23-0378

ASA MVS Reuse 0S/390 MVS System Messages, Vol 1
(ABA-ASA), GC28-1784

ASB Advanced Program-to-Program 0S/390 MVS System Messages, Vol 2

Communications/MVS (APPC/MVS)

(ASB-EZM), GC28-1785

0S/390 MVS Dump Output Messages,
GC28-1749
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Prefix Component Book Title - Order Number
ASD LANRES 0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785
ASM Auxiliary storage manager (ASM) 0S/390 MVS Dump Output Messages,
GC28-1749
ASMA High Level Assembler for MVS & VM & HLASM Programmer's Guide,
VSE SC26-4941
ASR Symptom record (SYMREC) 0S/390 MVS Dump Output Messages,
GC28-1749
ATB Advanced Program-to-Program 0S/390 MVS System Messages, Vol 2
Communications/MVS (APPC/MVS) (ASB-EZM), GC28-1785
0S/390 MVS Dump Output Messages,
GC28-1749
ATR Resource recovery services (RRS) 0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785
0S/390 MVS Dump Output Messages,
GC28-1749
AVM Availability manager 0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785
BFS IBM LAN server for MVS 0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785
BLG Information System, Information Man- The Information/Management Library
agement Messages and Codes, SC34-4459
BLM Information System, Information Man- The Information/Management Library
agement Messages and Codes, SC34-4459
BLS Interactive problem control system 0S/390 MVS System Messages, Vol 2
(IPCS) (ASB-EZM), GC28-1785
0S/390 MVS Dump Output Messages,
GC28-1749
BLX Information System, Information Man- The Information/Management Library
agement Messages and Codes, SC34-4459
BLW Loadwait/Restart 0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785
BNH Network Problem Determination Appli- NPDA Messages, SC34-2115
cation (NPDA)
BPX UNIX System Services 0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785
0S/390 MVS Dump Output Messages,
GC28-1749
CBDA Hardware configuration definition (HCD) 0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785
0S/390 HCD Messages, GC28-1849
CBR Object access method (OAM) 0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785
CEE Language Environment 0S/390 Language Environment Debug-
ging Guide and Run-Time Messages,
SC28-1942
CHS MVSSERV messages for the user and 0S/390 TSO/E Messages, GC28-1978
system programmer
CMP Compression management services 0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785
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Prefix

Component

Book Title - Order Number

CNL

MVS message service (MMS)

0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785

0S/390 MVS Dump Output Messages,
GC28-1749

COF

Virtual lookaside facility (VLF)

0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785

0S/390 MVS Dump Output Messages,
GC28-1749

0S/390 TSO/E Messages, GC28-1885

CcsQ

MQSeries

MQSeries for 0S/390 V2R1 Messages
and Codes, GC34-5375

CSR

Callable services requests (CSR)

0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785

0S/390 MVS Dump Output Messages,
GC28-1749

Ccsv

Contents supervision, virtual fetch, fetch

0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785

0S/390 MVS Dump Output Messages,
GC28-1749

Csy

OPCI/A Production Control System

OPC/A Messages, SH19-6448

CSz

OPC/A Network Event Communicator

OPC/A Messages, SH19-6448

DFH

Customer Information Control
System/Virtual Storage (CICS/VS)

CICS/ESA Messages and Codes,
SC33-0672

DMO

Device Manager

0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785

0S/390 MVS Dump Output Messages,
GC28-1749

DQD

Cache RMF Reporter (CRR)

Cache RMF Reporter Program
Description/Operations Manual,
SH20-6295

DRK

OPC/A Event Manager Subsystem

OPC/A Messages, SH19-6448

DSl

NetView

TME 10 NetView for 0OS/390 Messages,
SC31-8237

DSM

Document Composition Facility

DCF: Messages, SH35-0048

DSM

Document Library Facility

DCF: Messages, SH35-0048

DSN

Database 2

DB2 Universal Database
for 0S/390 Messages and Codes,
GC26-9011

DzI

Overlay Generation Language

IBM Overlay Generation Language/370
User's Guide and Reference,
S544-3702

DZJ

Print Management Facility

Print Management Facility User's Guide
and Reference, SH35-0059

EDC

C/C++ Run-time Library

0S/390 Language Environment Debug-
ging Guide and Run-Time Messages,
SC28-1942

EDG

DFSMSrmm

0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785

EQQ

OPC/ESA

OPC/ESA Messages and Codes,
SH19-6719
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Prefix

Component

Book Title - Order Number

ERB

Resource Measurement Facility (RMF)

0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785

RMF Messages and Codes, GC28-1948

ERX

Graphical data display manager

GDDM Messages, SC33-0869

EWX

LANRES

0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785

EZA

0S/390 SecureWay Communication
Server — IP

0S5/390 eNetwork Communications
Server: IP Messages, Vol 1, SC31-8517

EZB

0OS/390 SecureWay Communication
Server — IP

0S/390 eNetwork Communications
Server: IP Messages, Vol 2, SC31-8570

EZM

Application Enabling Technology
(AET)/Auto UNIX System

0S/390 Application Enabling
Technology: Administration and Pro-
gramming, GC28-1993

0S/390 Application Enabling
Technology: Customization Guide,
GC28-1994

0S/390 MVS System Messages, Vol 2
(ASB-EZM), GC28-1785

EZY

0OS/390 SecureWay Communication
Server — IP

0S5/390 eNetwork Communications
Server: IP Messages, Vol 3, SC31-8674

EZZ

0OS/390 SecureWay Communication
Server — IP

0S5/390 eNetwork Communications
Server: IP Messages, Vol 3, SC31-8674

FLM

Software configuration and library
manager

0S/390 ISPF Messages and Codes,
GC28-1326

FOR

LE FORTRAN Library

IBM Language Environment for MVS &
VM FORTRAN Run-Time Migration
Guide, SC26-8499

GDE

Distributed FileManager/MVS
(DFM/MVS)

0S/390 MVS System Messages, Vol 3
(GDE-IEB), GC28-1786

GFSA

Network File System Server

0S/390 MVS System Messages, Vol 3
(GDE-IEB), GC28-1786

GFSC

Network File System Server Client Mes-
sages

0S/390 MVS System Messages, Vol 3
(GDE-IEB), GC28-1786

GIM

SMP/E

0S/390 SMP/E Messages and Codes,
SC28-1738

GQD

Graphical data display manager

GDDM Messages, SC33-0869

GQF

Graphical data display manager

GDDM Messages, SC33-0869

HASP

JES2, network job entry facility for JES2

0S/390 JES2 Messages, GC28-1796

IAR

Real storage manager (RSM)

0S/390 MVS System Messages, Vol 3
(GDE-IEB), GC28-1786

0S/390 MVS Dump Output Messages,
GC28-1749

IAT

JES3

0S/390 JES3 Messages, GC28-1804

ICE

DFSORT sort program

DFSORT Messages, Codes and Diag-
nosis Guide R14, SC26-7050

ICH

Resource Access Control Facility
(RACF)

0S/390 Security Server (RACF) Mes-
sages and Codes, SC28-1918

ICK

Device Support Facilities

Device Support Facilities User's Guide
and Reference, GC35-0033

ICN

NCP/SSP/EP

NCP/SSP/EP Messages and Codes,
SC30-3169
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Prefix

Component

Book Title - Order Number

ICP Input/Output Configuration Program 0S/390 MVS System Messages, Vol 3
(loCP) (GDE-IEB), GC28-1786
Input/Output Configuration Program
User's Guide and Reference,
GC28-1027
ICQA Information Center Facility administrator 0S/390 TSO/E Messages, GC28-1978
messages
ICQC Information Center Facility user mes- 0S/390 TSO/E Messages, GC28-1978
sages
ICT Programmed Cryptographic Facility 0S/390 MVS System Messages, Vol 3
(GDE-IEB), GC28-1786
ICU Cryptographic Unit Support 0S/390 MVS System Messages, Vol 3
(GDE-IEB), GC28-1786
IDA Virtual storage access method (VSAM) 0S/390 MVS System Messages, Vol 3
control block expansion (GDE-IEB), GC28-1786
IDC Access method devices 0S/390 MVS System Messages, Vol 3
(GDE-IEB), GC28-1786
IEA ¢ Allocation/unallocation 0S/390 MVS System Messages, Vol 3
* Auxiliary storage manager (ASM) (GDE-IEB), GC28-1786
« Contents supervision 0S/390 MVS Dump Output Messages,
GC28-1749
¢ Communications task
(COMMTASK)
¢ Data Facility Product (DFP) compo-
nents
¢ Generalized trace facility (GTF)
¢ Initial program load (IPL)
¢ Input/output supervisor (I0S)
e Master scheduler
¢ Nucleus initialization program (NIP)
¢ Program Call authorization
(PC/AUTH) service routines
¢ Reconfiguration
¢ Recovery termination manager
(RTM)
e Supervisor control
e System resources manager
e System trace
¢ Timer supervision
¢ Virtual storage management (VSM)
IEB Data Facility Product (DFP) utilities 0S/390 MVS System Messages, Vol 3
(GDE-IEB), GC28-1786
IEC Data Facility Product (DFP) components 0S/390 MVS System Messages, Vol 4

(IEC-IFD), GC28-1787

DFSMS/MVS DFSMSdfp Diagnosis
Reference, LY27-9606
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Prefix

Component

Book Title - Order Number

IEE

¢ Auxiliary storage manager (ASM)

¢ Communications task
(COMMTASK)

¢ Data Facility Product (DFP) compo-
nents

o JES2

e JES3

¢ Master scheduler
¢ Reconfiguration

¢ Recovery termination manager
(RTM)

e Supervisor control

¢ System management facilities
(SMF)

e System resources manager (SRM)
e System trace
e Task management

¢ Timer supervision

0S/390 MVS System Messages, Vol 4
(IEC-IFD), GC28-1787

0S/390 MVS Dump Output Messages,
GC28-1749

IEF

¢ Allocation/unallocation
e Converter/interpreter

¢ Data Facility Product (DFP) compo-
nents

¢ Initial program load (IPL)
¢ Initiator/terminator

e JES/scheduler services
o JES2

e Master scheduler

¢ Master subsystem/subsystem inter-
face (MSI)

¢ Reconfiguration

e Scheduler JCL facilities (SJF)
¢ Scheduler restart

e Scheduler services (ENF)

¢ System management facilities
(SMF)

0S/390 MVS System Messages, Vol 4
(IEC-IFD), GC28-1787

0S/390 MVS Dump Output Messages,
GC28-1749

IEFC

Converter

0S/390 MVS System Messages, Vol 4
(IEC-IFD), GC28-1787

IEFI

Converter/interpreter

0S/390 MVS System Messages, Vol 4
(IEC-IFD), GC28-1787

IEH

Data Facility Product (DFP) utilities

0S/390 MVS System Messages, Vol 4
(IEC-IFD), GC28-1787

IEV

Assembler H

Assembler H Version 2 Application
Programming: Guide, SC26-4036

IEW

Data Facility Product (DFP) linkage
editor and loader

0S/390 MVS System Messages, Vol 4
(IEC-IFD), GC28-1787

IFA

System management facilities (SMF)

0S/390 MVS System Messages, Vol 4
(IEC-IFD), GC28-1787

0S/390 MVS Dump Output Messages,
GC28-1749
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Prefix Component Book Title - Order Number
IFB Input/output environment recording 0S/390 MVS System Messages, Vol 4
routines: OBR and SVC 76 (IEC-IFD), GC28-1787
IFC IFCDIPOO service aid for the logrec data 0S/390 MVS System Messages, Vol 4
set (IEC-IFD), GC28-1787
IFCEREPO and IFCEREP1 service aids Environmental Record Editing and
Printing Program (EREP) User's Guide
and Reference, GC28-1378
IFD Online test executive program (OLTEP) 0S/390 MVS System Messages, Vol 4
(IEC-IFD), GC28-1787
IFL Network Control Program (NCP) 3704 and 3705 Control Program Gener-
Advanced Communications Function ation a;1d Utilities Guide and Reference
(ACF) for Network Control Program Manual, GC30-3008
(NCP) Network Control Program/System
Support Programs/Emulation Programs
Messages and Codes, SC30-3169
IFO MVS Assembler OS/VS - VM/370 Assembler Program-
mer's Guide, GC33-4021
IGD Storage management subsystem (SMS) 0S/390 MVS System Messages, Vol 5
of Data Facility Product (DFP) (IGD-1zP), GC28-1788
0S/390 MVS Dump Output Messages,
GC28-1749
IGF Dynamic device reconfiguration (DDR) 0S/390 MVS System Messages, Vol 5
Machine check handler (MCH) (IGD-1ZP), GC28-1788
IGGN Data Facility Product (DFP) 0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788
IGV Virtual storage management (VSM) 0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788
IGW Data Facility Product (DFP) Storage 0S/390 MVS System Messages, Vol 5
management subsystem (SMS) (IGD-1ZP), GC28-1788
0S/390 MVS Dump Output Messages,
GC28-1749
IGY VS COBOL I VS COBOL Il Application Programming
Guide, SC26-4045
IGZ VS COBOL I VS COBOL Il Application Programming:
Debugging, SC26-4049,
0S/390 Language Environment Debug-
ging Guide and Run-Time Messages,
SC28-1942
IHJ Data Facility Product (DFP) 0S/390 MVS System Messages, Vol 5
checkpoint/scheduler restart (IGD-1ZP), GC28-1788
IKF VS COBOL I VS COBOL Il Application Programming:
Debugging, SC26-4049
IKJ Time Sharing Option Extensions 0S/390 TSO/E Messages, GC28-1978
(TSO/E) 0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788
0S/390 MVS Dump Output Messages,
GC28-1749
IKM Programming Language/l (PL/l) syntax 0S/390 MVS System Messages, Vol 5
checker (IGD-1ZP), GC28-1788
IKT Time Sharing Option Extensions 05/390 TSO/E Messages, GC28-1978,

(TSOIE)

Advanced Communications Function for
Virtual Telecommunications Access
Method (ACF/VTAM)

SC27-0614, SC27-0470, SC23-0114

VTAM Messages and Codes,
SC31-6333
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Book Title - Order Number

ILR

Auxiliary storage manager (ASM)

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

ILX

VS FORTRAN Compiler

VS FORTRAN Version 2 Programming
Guide for CMS and MVS, SC26-4222

IHV

System Automation for OS/390

System Automation for 0OS/390 Mes-
sages and Codes

ING

System Automation for OS/390

System Automation for 0S/390 Mes-
sages and Codes

1SQ

System Automation for OS/390

System Automation for 0S/390 Mes-
sages and Codes

INM

Interactive Data Transmission Facility
(IDTF) TRANSMIT and RECEIVE com-
mands

0S/390 TSO/E Messages, GC28-1978

IOP

Input/output configuration program
(loCcP)

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

ES/3090 Processor Complex IOCP
User's Guide and Reference,
SC38-0066

I0S

Input/output supervisor (I0S)

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

0S/390 MVS Dump Output Messages,
GC28-1749

IPD

FORTRAN syntax checker

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

IRA

System resources manager (SRM)

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

0S/390 MVS Dump Output Messages,
GC28-1749

IRD

ESCON Director Device Support
(EDDS)

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

IRR

Resource Access Control Facility
(RACF)

0S/390 Security Server (RACF) Mes-
sages and Codes, SC28-1918

IRX

Time Sharing Option Extensions
(TSOI/E) restructured extended executor
language (REXX)

0S/390 TSO/E Messages, GC28-1978

ISG

Global resource serialization

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

0S/390 MVS Dump Output Messages,
GC28-1749

ISN

Service Processor Interface

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

ISP

Interactive system productivity facility

Interactive System Productivity Facility
(ISPF) Messages and Codes,
SC34-4450

1SQ

System Automation for OS/390

System Automation for 0OS/390 Mes-
sages and Codes

ISRB

Interactive system productivity facility

Interactive System Productivity Facility
(ISPF) Messages and Codes,
SC34-4450

ISRL

Library management facility

Interactive System Productivity Facility
(ISPF) Messages and Codes,
SC34-4450
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IST

Advanced Communications Function for
Virtual Telecommunications Access
Method (ACF/VTAM)

Advanced Communications Function for
VTAM Messages and Codes,
SC27-0614, SC27-0470, SC23-0114

ITA

TOLTEP for Advanced Communications
Function for Virtual Telecommunications
Access Method (ACF/VTAM)

Advanced Communications Function for
VTAM Messages and Codes,
SC27-0614, SC27-0470, SC23-0114

ITT

Component trace

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

0S/390 MVS Dump Output Messages,
GC28-1749

TV

Data-in-virtual

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

0S/390 MVS Dump Output Messages,
GC28-1749

IXC

Cross-system coupling facility (XCF)

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

0S/390 MVS Dump Output Messages,
GC28-1749

IXG

System logger (SCLOG)

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

IXL

Cross System Extended Services (XES)

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

0S/390 MVS Dump Output Messages,
GC28-1749

IXP

Input/output configuration program
(IoCP)

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

ES/9000 ES/3090 IOCP User's Guide
Volume A04, GC38-0097

IXZ

JES common coupling services
(JESXCF)

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

0S/390 MVS Dump Output Messages,
GC28-1749

1ZP

Input/output configuration program
(IoCP)

0S/390 MVS System Messages, Vol 5
(IGD-1ZP), GC28-1788

ES/9000 I0OCP User's Guide and
ESCON CTC Reference Volume A04,
GC38-0401

Message Translation

Through the MVS message service (MMS), you can translate MVS system messages into
other languages. Messages that cannot be translated include the following:

e Initialization messages

¢ DFSMS/MVS messages

e JES3 messages

e Some complicated multiple-line messages

See 0S/390 MVS Planning: Operations and 0S/390 MVS Programming: Assembler Services
Guide for information about using the MMS.
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Summary of Changes

Summary of Changes

for GC28-1786-10

as Updated December, 1999
online only for SK2T-6700-15

The following changes appear only in the online version of this publication. A vertical bar
(| ) in the left margin indicates changes to the text and illustrations.

This revision reflects the deletion, addition, or changing of information from service items and
maintenance.

Summary of Changes
for GC28-1786-09
0OS/390 Version 2 Release 8

This book contains information previously presented in GC28-1786-08, which supports
0S/390 Version 2 Release 7.

This book includes terminology, maintenance, and editorial changes. Technical changes or
additions to the text and illustrations are indicated by a vertical line to the left of the change.

Please note that any new, changed, or deleted messages can affect your installation's
automation package. Ensure that your installation's automation package is updated
with these changes.

The following summarizes the changes to that information.

This revision reflects the deletion, addition, or changing of information to support the fol-
lowing APARs:

e OW38678
« OW38984

New Information:

The following are the new message identifiers for this major revision:
e |EB1160I

Changed Information:

The following are the changed message identifiers for this major revision:

e |DC31562I
e IDC3009I
e |EA145E

e |EA435I

e |EB19CI

e |EB1157E

Summary of Changes

for GC28-1786-08

as Updated June, 1999
online only for SK2T-6700-13

The following changes appear only in the online version of this publication. A vertical bar
(| ) in the left margin indicates changes to the text and illustrations.

© Copyright IBM Corp. 1988, 1999 XiX



XX

This revision reflects the deletion, addition, or changing of information from service items and
maintenance.

Summary of Changes
for GC28-1786-07
0S/390 Version 2 Release 7

This book contains information previously presented in GC28-1786-06, which supports
0OS/390 Version 2 Release 6.

This book includes terminology, maintenance, and editorial changes.

Please note that any new, changed, or deleted messages can affect your installation's
automation package. Ensure that your installation's automation package is updated
with these changes.

The following summarizes the changes to that information.

This revision reflects the deletion, addition, or changing of information to support the fol-
lowing APARs:

e OW28604

¢ 0OW33588

e OW33967

e OW35980

New Information:

The following are the new message identifiers for this major revision:

e GFSA322]
e IEA102W
o |EA441I

Changed Information:

The following are the changed message identifiers for this major revision:
e |DC3009I

e IDC11374l
e |EA120A
e |EA192|
e |EA194|
e |EA195I
* |EA196I
e |EA253]
* |EA332A
* |EA334A
e |EA339A
e |EA345A
e |EA367A
* |EA405E
* |EA412|
e |EA435I
e |EA442E
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o |EA448I
o |EA449A
e |EA451I
e |EA452|
e |EA453I
e |EA454E
e |EA455E
o |EA457I
e |EA458I
e |EA459I
e |EA468I
e |EA469E
o |EA473I
o |EA474E
e |EA475E
e |[EA476E
o |EA477I
e |EA478E
e |EA479I changed to IEA479E
e |EA480E
o |EA481I
e |EA482I
e |EA484I
e |EA491E
e |EA510A
e |EA710A
e |EA763I
e |EA765I
e |EAT766I
e |EA794I
e |EA888A
e |EB175I
Summary of Changes
for GC28-1786-06

as Updated December, 1998
online only for SK2T-6700-11

The following changes appear only in the online version of this publication.

This revision reflects the deletion, addition, or changing of information to support the fol-
lowing APARs:

¢ 0OW28604
Summary of Changes

for GC28-1786-05
0S/390 Version 2 Release 6
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This book contains information previously presented in GC28-1786-04, which supports
0S/390 Version 2 Release 5.

This book includes terminology, maintenance, and editorial changes.

Please note that any new, changed, or deleted messages can affect your installation's
automation package. Ensure that your installation's automation package is updated
with these changes.

The following summarizes the changes to that information.
This revision reflects the deletion, addition, or changing of information to support the fol-
lowing APARS:

e OW15984

¢ OW29919

New Information:

The following are the new message identifiers for this major revision:
¢ GFSA323
e GFSA324
e GFSA436
e GFSA437
e GFSA438
e GFSA439
e GFSA440
* GFSA566
* GFSA786
e GFSA801
e GFSA802
e GFSA822
¢ GFSA823
e GFSA909
e GFSC210
e GFSC211
e GPMO050I
e GPMO051I
e GPMO052I
e GPMO054I
e GPMO055I
e GPMO056I
e GPMO057I
e GPMO058I
e GPMO059I
e GPMO060I
e GPMO61I
e GPMO062I
e GPMO063I
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* GPMO064l
* GPMO65I
e GPMO66I
e GPMO067I
* |EA494|
e |EA495]

Changed Information:

The following are the changed message identifiers for this major revision, including a portion

of the message text and an explanation of the change made to the message.

GFSA320
Explanation and system programmer response have changed.

GFSA321
Operator response has changed.

GFSA559
System programmer response has changed.

GFSA771
Message has changed.

GFSAT772
Message has changed.

GFSA776
Message and explanation have changed.

GFSA782
Explanation has changed.

GFSA847
System programmer response has changed.

GFSA877
System programmer response has changed.

GFSA970
Message and explanation have changed.

GFSA973
Message and explanation have changed.

GFSA974
Message has changed.

GFSA976
Message has changed.

GFSA977
Explanation has changed.

GFSA978
Message, explanation, and user response have changed.

GFSA979
Explanation has changed.

GFSC300
System programmer response has changed.

GFSC301
System programmer response has changed.

Summary of Changes
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GFSC302
System programmer response has changed.

GFSC303
System programmer response has changed.

GFSC304
System programmer response has changed.

GFSC305
System programmer response has changed.

GFSC306
System programmer response has changed.

GFSC309
System programmer response has changed.

GFSC315
System programmer response has changed.

GFSC317
System programmer response has changed.

GFSC319
System programmer response has changed.

GFSC320
System programmer response has changed.

GFSC502
System programmer response has changed.

GFSC503
System programmer response has changed.

GFSC505
System programmer response has changed.

GFSC506
System programmer response has changed.

GFSC703
System programmer response has changed.

GFSC707
System programmer response has changed.

GFSC708
System programmer response has changed.

GFSC709
Explanation has changed.

GFSC711
Message has changed.

GFSC712
Explanation has changed.

IEA1261
Operator response has changed.

IEA196I
Explanation has changed.

IEA301I
Explanation and operator response have changed.

XXiV  0S/390 V2R8.0 MVS System Messages, Vol 3 (GDE-IEB)



IEA326I
Explanation, system action, and system programmer response have changed.

IEA404A
System programmer response has changed.

IEA405E
System programmer response has changed.

IEA4371
Explanation has changed.

Deleted Information:
The following are the deleted message identifiers for this major revision and if applicable the
identifier of the message that replaces the deleted message.

e GPMO0001I

e GPMO0002I

e GPMO0003I

e GPMO0004I

e GPMO0005I

e GPMO0006I
As part of the name change of OpenEdition to OS/390 UNIX System Services, occurrences
of OS/390 OpenEdition have been changed to OS/390 UNIX System Services or its abbrevi-

ated name OS/390 UNIX. OpenEdition may continue to appear in messages, panel text, and
other code with OS/390 UNIX System Services.

Summary of Changes
for GC28-1786-04
0S/390 Version 2 Release 5

This book contains information previously presented in GC28-1786-03, which supports
0S/390 Version 2 Release 4.

This book includes terminology, maintenance, and editorial changes.

Please note that any new, changed, or deleted messages can affect your installation's
automation package. Ensure that your installation's automation package is updated
with these changes.

The following summarizes the changes to that information.

This revision reflects the deletion, addition, or changing of information to support the fol-
lowing APARs:

e 0OW30281
Changed Information: Changes have been made to the following topics:

Where to Find More Information
Subsystem, Product, and Hardware Books
Message Directory

The following are changed message identifiers for this major revision, including an explana-
tion of the change made to the message:

IDC3009I
Explanation has changed.

IDC33511
Explanation has changed.
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IEA196I
Explanation has changed.

IEA272I
Explanation has changed.

IEA301I
Explanation, system action, and operator response have changed.

IEA3211
System action has changed.

IEA323I
System action has changed.

IEA3241
System action has changed.

IEA340I
Explanation and system action have changed.

IEA3711
System programmer response has changed.

IEAG11I
Explanation has changed.

IEA848I
Explanation has changed.

IEA886A
Operator response has changed.

IEA888A
Message and explanation have changed.

IEA911E
Explanation has changed.

IEB1029I
Explanation has changed.

Summary of Changes

for GC28-1786-03

as Updated December, 1997
online only for SK2T-6700-07

The following changes appear only in the online version of this publication.
This revision also reflects the deletion, addition, or modification of information to support mis-
cellaneous maintenance items and the following APARS:

¢ OW13523

e« OW25593

e OW26164

e OW27196

e OW27748

e OW28396

e« 0OW28538
Summary of Changes

for GC28-1786-03
0OS/390 Version 2 Release 4
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This book contains information previously presented in GC28-1786-02, which supports
0S/390 Version 1 Release 3.

This book includes terminology, maintenance, and editorial changes.

Please note that any new, changed, or deleted messages can affect your installation's
automation package. Ensure that your installation's automation package is updated
with these changes.

The following summarizes the changes to that information.

This revision reflects the deletion, addition, or changing of information to support the fol-
lowing APARS:

e OW20124
e OW22516
e OW23383

New Information: The following are the new message identifiers for this major revision,
including a portion of the message text and an explanation of when the message is issued:

GPMO001l PM OF OS/390 DATA SERVER ACTIVE
The PM of OS/390 data server has been initialized and is ready to receive connection
requests from PWS clients. See [GPM-1

GPMO002I PM OF 0OS/390 DATA SERVER TERMINATED
The PM of OS/390 data server has ended. See

GPMO003I PM OF 0S/390 IDLE TIME EXCEEDED
The time specified by the MAXIDLE parameter for the PM of OS/390 data server has
elapsed without any transaction requests. See

GPMOO4E LIBRARY IS NOT IN APF TABLE
The PM of OS/390 data server resides in a load library without APF authorization. See
GPM-1

GPMOO5E INVALID COMMAND FOR PM OF 0OS/390
An unsupported MODIFY command has been entered for the PM of OS/390 data
server. See

GPMOO6E TCP/IP PORT NUMBER NOT SPECIFIED
The PM of OS/390 data server has been started without a valid TCP/IP port parameter.
See |GPM-1

IEA767A OPERATIONS COMPONENT TRACE HAS WRAPPED AN
The operations component trace was started and the trace data was collected in oper-
ations trace buffers. See [EA-74

IEA8201 TRANSACTION DUMP REQUESTED BUT NOT TAKEN. reason
The requested transaction dump was not taken reason is one of the following: See
IEA-78

IEA822| {COMPLETE vPARTIAL} TRANSACTION DUMP WRITTEN
The system wrote a complete or partial transaction dump to a data set on a direct
access storage device (DASD). See [[EA-79

IEB1137W UTTR WORK AREA OVERFLOW PROCESSING MEMBER mmmmmmmm,
The table of user TTRs was of insufficient size to copy member mmmmmmmm. See
IEB-88

Changed Information: The following are the changed message identifiers for this major
revision, including a portion the message text and an explanation of the change made to the
message:
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1.3.0 IDC30091 VSAM CATALOG RETURN CODE IS rtn - REASON CODE IS IGGOCLaa -
rsn

2.4.0 IDC30091 VSAM CATALOG RETURN CODE IS rtn - REASON CODE IS IGGOClLaa -
rsn

Changed message, see|IDC-62

The message text and system programmer response have changed.

1.3.0 IDC30201 INSUFFICIENT SPACE ON USER VOLUME

2.4.0 IDC30201 UNABLE TO ALLOCATE SPACE ON USER VOLUME
Changed message, see|IDC-106

The message text has changed.

1.3.0 IEA100I ETR SERVICE INFORMATION IS PROVIDED. REASON CODE=rcc

2.4.0 IEA100I ETR SERVICE INFORMATION IS PROVIDED. REASON CODE=rcc
Changed message, see|[EA-9

The message text has changed.

1.3.0 IEA272I ETR SERVICE IS REQUESTED. REASON CODE=rcc

2.4.0 IEA272I ETR SERVICE IS REQUESTED. REASON CODE=rcc
Changed message, see |[EA-25

The message text has changed.

1.3.0 IEA517W IODF IS NOT VALID FOR AN IPL

2.4.0 IEA517W IODF IS NOT VALID FOR AN IPL
Changed message, see |[EA-60

The system action has changed.

1.3.0 IEA872] INVALID IPS IN IEAIPS xx

2.4.0 IEA872I INVALID IPS IN IEAIPS xx
Changed message, see |[EA-88

The system action, operator response and system programmer response have changed.

1.3.0 IEA900I INVALID ICS IN IEAICS xx

2.4.0 IEA900I INVALID ICS IN IEAICS xx
Changed message, see|[EA-91

The system action, operator response and system programmer response have changed.

Summary of Changes

for GC28-1786-03

as Updated June, 1997
online only for SK2T-6700-05

The following changes appear only in the online version of this publication.
New Information

This revision also reflects the deletion, addition, or modification of information to support mis-
cellaneous maintenance items.
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Summary of Changes
for GC28-1786-02
0S/390 Version 1 Release 3

This book contains information previously presented in GC28-1786-01, which supports
0S/390 Version 1 Release 2.

This book includes terminology, maintenance, and editorial changes.

Please note that any new, changed, or deleted messages can affect your installation's
automation package. Ensure that your installation's automation package is updated
with these changes.

The following summarizes the changes to that information.
This revision reflects the deletion, addition, or changing of information to support the fol-
lowing APARs:
e OW17551
e OW18377
 OW21586
New Information

The following are the new message identifiers for this major revision, including a portion of
the message text and an explanation of when the message is issued:

GDEOO7E module ERROR INVOKING FUNCTION: function return_code reason_code
During DFM DataAgent processing the MVS function shown failed with the indicated
return and reason codes. See

GOS000l SOM/MVS SUBSYSTEM ssname:
This is a proprietary statement concerning the use of the SOMobjects product. See

GOS006l SOM/MVS SUBSYSTEM JOBNAME jobname IS NOT VALID.
The SOMobjects procedure name, which is used as the name of the subsystem, is not a
valid 1-4 character name. See [GOS-1

GOS0071 SOM/MVS ssname INPUT COMMAND PREFIX IS NOT VALID. DEFAULT
A command prefix value that was specified as input to the SOMobjects subsystem
ssname is not valid. See

GOS008l SOM/MVS ssname COMMAND PREFIX IS cmdprefix
The command prefix that is being used by the SOMobjects subsystem ssname is

cmdprefix. See

GOS0091 SOM/MVS ssname INITIALIZATION COMPLETE.
The SOMobjects subsystem ssname has completed its initialization. See |GOS-1

GOS010l SOM/MVS ssname ENDED.
The SOMobjects subsystem ssname has completed shutting down. See

GOS0111 SOM/MVS ssname INITIALIZATION FAILED.
The SOMobjects subsystem ssname could not be successfully initialized. See |GOS-1

GOS012] SOM/MVS ssname ALREADY ACTIVE.
One instance of the SOMobjects subsystem ssname already exists. See[GOS-2

GOS013l SOM/MVS ssname IS NOT A VALID SUBSYSTEM.
The SOMobjects subsystem ssname is not a defined subsystem name known by the
system. See [GOS-2

GOSO019I INITIALIZATION COMPLETE FOR SOM/MVS SERVER server_name WITH
A SOMobijects server has completed initialization. See |[GOS-2
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GOS0211 SOM/MVS ssname SUBSYSTEM FUNCTIONS DISABLED.
In the process of ending either normally or abnormally, the SOMobjectssubsystem
ssname disabled the subsystem functions it normally provides for jobs that use Distrib-
uted SOM (DSOM) services via the DSOM subsystem. See

GOS022] SOM/MVS ssname SUBSYSTEM FUNCTION DISABLEMENT FAILED.
In the process of ending either normally or abnormally, the SOMobjectssubsystem
ssname attempted to disable the subsystem functions it normally provides for jobs that
use Distributed SOM (DSOM) services via the DSOM subsystem. See

G0S023l SOM/MVS SUBSYSTEM ssname ALTERED TO USE THE PRIMARY SUB-
SYSTEM.
The SOMobjects subsystem is to be started only under the primary subsystem. See
GOS-2

G0S0241 SOM/MVS ssname cmdname COMMAND ERROR -- SPECIFIED
The command entered, cmdname, specified a keyword that is not supported. See

GO0S0251 MVS/DSOM ssname cmdname COMMAND ERROR -- NOT
The operator/console is not authorized to enter the command, cmdname. See

G0OS0261 MVS/DSOM ssname STOP INITIATED.
In response to a STOP command, the MVS/DSOM subsystem ssname has initiated stop
processing. See |GOS-3

GOS0271 hh.mm.ss ssname HELP INFO
This message is a multiline message issued in response to the HELP command. See
GOS-3

GOS031l SOM/MVS ssname INITIALIZATION OF DAEMON SUBTASK FAILED.
The SOMobjects subsystem ssname could not properly initialize the SOM subsystem
subtask. See

GOS032] SYSDSOM COMPONENT TRACE FAILED.
The SYSDSOM (SOMobjects) component tried to initialize component tracing using

default options. See

GOS0331 DSOM TRACE REQUEST FAILED. OPTIONS ARE NOT ALLOWED.
The system rejected the request to trace the system object model (SOM). See

GOS0411 SOM/MVS ssname WAITING FOR SERVERS TO END.
In the process of ending either normally or abnormally, the SOMobjectssubsystem
ssname must wait for distributed SOM (DSOM) servers to end before the subsytem is
ended. See

GOS042] SOM/MVS ssname WAITING FOR OMVS TO START.
In the process of initialization, the SOMobjects subsystem ssname must wait for the
0S/390 UNIX address space to initialize before completing subsystem initialization. See

IDC0018I MAXIMUM NUMBER OF CVOL ENTRIES EXCEEDED
Only 1455 CVOL entries may be referenced. See |IDC-1

IDC3531I dsname IS A RLS DATA SET WHICH IS INCOMPATIBLE WITH
The data set specified on an IDCAMS ALTER NEWNAME command is a RLS data set
and cannot be altered on this level of DFSMS. See |[DC-136

IEA100I ETR SERVICE INFORMATION IS PROVIDED. REASON CODE=rcc
The External Time Reference (ETR) provided service information. See |[EA-9

IEA486E device-number,TVOL,sev ALERT,
The tape 1/O subsystem has detected an abnormal condition with a piece of tape media
that requires service attention. See |[EA-55
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IEB1063W MEMBER memberl READ FROM DDNAME ddname IS NOT AN
The directory of the dataset contains two entries with the same TTR and neither is an

alias. See [[EB-81

IEB3671 WARNING SYSUT2 MEMBER NAME NOT SPECIFIED FOR PDS
An attempt was made to copy to a PDS without specifying a member name on the
SYSUT2 DD statement. See |IEB-46

Changed Information

The following are the changed message identifiers for this major revision, including a portion
the message text and an explanation of the change made to the message:

1.2.0 IDC213641 ERROR DETECTED BY DIAGNOSE: {VVDS|ICFCAT} ENTRY: entry
RECORD: rec OFFSET: offset REASON: rsn

1.3.0 IDC213641 ERROR DETECTED BY DIAGNOSE: {VVDS|ICFCAT} ENTRY: entry
RECORD: rec OFFSET: offset REASON: rsn
Changed message, see|IDC-170

The explanation has changed.

1.2.0 IDC30091 VSAM CATALOG RETURN CODE IS rtn - REASON CODE IS IGGOCLaa -
rsn

1.3.0 IDC30091 VSAM CATALOG RETURN CODE IS rtn- REASON CODE IS IGGOCLaa -
rsn

Changed message, see|IDC-62

The explanation has changed.

1.2.0 IEAO13E ERROR DETECTED PROCESSING IEASYM xx: text text is one of the
following:

1.3.0 IEAO13E ERROR DETECTED PROCESSING IEASYMxx: text text is one of the
following:
Changed message, see |IEA-4]

The explanation and system action have changed.

1.2.0 IEA272] ETR SERVICE IS REQUESTED. REASON CODE=rcc

1.3.0 IEA272] ETR SERVICE IS REQUESTED. REASON CODE=rcc
Changed message, see [[EA-25

The explanation has changed.

1.2.0 IEA412] SLIP TRAP ID=xxxx, 1 SDUMPS NOT SCHEDULED. RETURN CODE=nn
REASON CODE=mm

1.3.0 IEA412] SLIP TRAP ID=xxxx, 1 SDUMPS NOT SCHEDULED. RETURN CODE=nn
REASON CODE=mm
Changed message, see |[EA-44

The explanation has changed.

1.2.0 IEA480E device-number,{SCU|CACHE|DASD|MEDIA},
{ACUTE|SERIOUS|MODERATE|SERVICE} ALERT,MT= mt,
SER=ser,REFCODE=refcode, volser,simid REPEATED
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1.3.0 IEA480E device-number, [type,model,severity] {SCU|CACHE|DASD|MEDIA},
{ACUTE|SERIOUS|MODERATE|SERVICE} ALERT,MT= mt,
SER=ser,[MC=mc,ES=es,REF= refl-ref2-ref3] REFCODE=refcode,
volser,simid, REPEATED
Changed message, see [[EA-54]

The message text and explanation have changed.

1.2.0 IEA526]1 SYSNAME SYSTEM PARAMETER INVALID

1.3.0 IEA526] SYSNAME SYSTEM PARAMETER INVALID
Changed message, see [[EA-61

The explanation and system programmer response have changed.

1.2.0 IEA527A SPECIFY REQUIRED SYSNAME PARAMETER. SYSNAME=

1.3.0 IEA527A SPECIFY REQUIRED SYSNAME PARAMETER. SYSNAME=
Changed message, see |[EA-61

The system programmer response has changed.

1.2.0 IEA650I SYSPLEX DUMP DIRECTORY ENTRY NOT PROCESSED

1.3.0 IEA650I SYSPLEX DUMP DIRECTORY ENTRY NOT PROCESSED
Changed message, see |[EA-69

The explanation has changed.

1.2.0 IEAG51E SYSPLEX DUMP DIRECTORY PROCESSING TERMINATED

1.3.0 IEA651E SYSPLEX DUMP DIRECTORY PROCESSING TERMINATED
Changed message, see|[EA-70

The explanation has changed.

1.2.0 IEA705] ERROR DURING {GETMAIN,|FREEMAIN,} SYS CODE= cde-rc
{jobnamelaaa} stepname fb W1W2W3W4W5W6

1.3.0 IEA705] ERROR DURING {GETMAIN,|FREEMAIN,} SYS CODE= cde-rc
{jobnamelaaa} stepname fb W1IW2W3W4W5W6
Changed message, see |[EA-71

The explanation has changed.

1.2.0 IEA848| INSTALLATION PREDUMP EXIT, dumpexit, MODIFIED/SUPPRESSED THE
DUMP REQUEST

1.3.0 IEA848I INSTALLATION PREDUMP EXIT, dumpexit, MODIFIED/SUPPRESSED THE
DUMP REQUEST
Changed message, see [[EA-83

The message text and explanation have changed.

1.2.0 IEA886A TOD CLOCK(S) MUST BE SET

1.3.0 IEA886A TOD CLOCK(S) MUST BE SET
Changed message, see [[EA-89

The operator response has changed.
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Summary of Changes
for GC28-1786-01
0S/390 Version 1 Release 2

This book contains information previously presented in GC28-1786-00, which supports
0S/390 Version 1 Release 1.

This book includes terminology, maintenance, and editorial changes.

Please note that any new, changed, or deleted messages can affect your installation's
automation package. Ensure that your installation's automation package is updated
with these changes.

The following summarizes the changes to that information.

This revision reflects the deletion, addition, or changing of information to support the fol-
lowing APARs:

e OW16294
e OW17076
e OW17355

New Information

The following are the new message identifiers for this major revision, including a portion of
the message text and an explanation of when the message is issued:

GFSA331E RECALL FAILED FOR MIGRATED DATA SET text.
DFSMShsm was unable to recall a data set because the data movement program
DFSMSdss detected, during restore, that the migrated data set had internal errors. See
GFSA-2

GFSA7711 OPENEDITION MVS HFS MOUNTS SUSPENDED.
Mount requests to HFS file systems have been disabled. See |GESA-10

GFSA7721 OPENEDITION MVS HFS MOUNTS RESUMED.
Mount requests to HFS file systems have been enabled. See [GFSA-10

GFSA7761 OPENEDITION MVS CANNOT RESOLVE PATH NAME fext.
Failure to resolve a path name with OpenEdition MVS, when initializing from the mount

handle data sets. See |GFSA-10

GFSA7821 NO ACTIVE HFS MOUNT POINTS.
This message is in response to the list=mounts operand of the MODIFY command and
shows that there are no OpenEdition clients connected to the Network File System. See
GESA-10

GFSA7831 NO ACTIVE HFS DATA SETS.
This message is in response to the list=dsnames operand of the MODIFY command
and shows that there are no clients actively accessing HFS data sets. See [GFSA-10

GFSA9041 HFS MOUNT PROCESSING ACTIVE.
Mounts can be issued from the network. See |GFSA-17|

GFSA9051 HFS MOUNT PROCESSING SUSPENDED
HFS mount processing has been suspended by the freeze=onhfs operand of the
MODIFY command. See |[GESA-18

GFSA908| HFS PROCESSING DISABLED
HFS processing is suspended. See [GFSA-18

GFSA991E MESSAGE FORMAT FROM USER EXIT ROUTINE(S) IS INCORRECT.
The text exit routine returned an incorrect length message. See [GFSA-21
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GFSC300E MISSING LEFT PARENTHESIS IN text KEYWORD.
Specified keyword, text, is missing a left parenthesis. See |[GFSC-1]

GFSC301E PARSE FAILED ON NUMERIC FIELD FOR text KEYWORD.
Specified keyword, text, contains alphabetic data in numeric field. See [GESC-1

GFSC302E MISSING RIGHT PARENTHESIS IN text KEYWORD.
Specified keyword, text, is missing a right parenthesis. See [GESC-1

GFSC303E THE SPECIFIED VALUE d_digit1 1S NOT IN THE RANGE OF
The value, d_digitl, specified in the keyword, fext, must be between the minimum value,
d_digit2, and the maximum value, d_digit3. See [GFSC-1

GFSC304E PARSE FAILED ON ALPHABETIC FIELD FOR text KEYWORD.
Specified keyword, text, contains numeric data for alphabetic field. See |[GESC-2

GFSC305E INCORRECT OPTION textl SPECIFIED FOR text2
An incorrect option, textl , was specified for the keyword, text2. See [GESC-2

GFSC306E INCORRECT OPTION text SPECIFIED FOR DELIM KEYWORD,
An incorrect option, text , has been specified for the keyword, delim . See [GFSC-2

GFSC309E UNKNOWN KEYWORD ENCOUNTERED AROUND POSITION d_digit.
The keyword specified in position, d_digit, is not a valid keyword. See |IGESC-2

GFSC3101 READAHEAD AND DELAYWRITE OPTIONS WILL BE IGNORED
The keywords, readahead and delaywrite , will be ignored because datacaching has
been set off. See [GFSC-3

GFSC311I CLN_CCSID AND SRV_CCSID WILL BE IGNORED AS XLAT OPTION IS OFF.
The keywords, cIn_ccsid and srv_ccsid , will be ignored because xlat has been set off.
See |GFSC-3

GFSC3121 ACREGMIN, ACREGMAX, ACDIRMIN, AND ACDIRMAX OPTIONS
The keywords, acregmin , acregmax , acdirmin and acdirmax , will be ignored because
attrcaching has been set off. See [GESC-3

GFSC3131 RETRANS OPTION WILL BE IGNORED AS HARD OPTION IS ON.
The keyword, retrans , will be ignored because hard has been set on. See |[GESC-3

GFSC315E ERROR ENCOUNTERED WHILE PARSING MOUNT PATH,
The specified mount path is not correct. See |[GFSC-3

GFSC317E ERROR ENCOUNTERED WHILE PARSING HOSTNAME,
The specified hostname is not correct. See |[GESC-3

GFSC319E text IS AN INCORRECT KEYWORD FOR NETWORK FILE SYSTEM CLIENT
INSTALLATION PARAMETER.
text can only be specified as a mount parameter. See |GFSC-3

GFSC500!1 CLIENT LOG DATA SET, text, FLUSHED.
The data buffer of the active client log data set, text, was flushed to disk. See |IGFSC-4

GFSC501I CLIENT LOG DATA SET text RE-INITIALIZED.
The error log data set is re-initialized. See |GFSC-4

GFSC502E CANNOT OPEN CLIENT LOG DATA SET, textl,
DFSMS/MVS NFS client failed to open client log data set. See [GESC-4

GFSC503E CLIENT LOGGING ENDED.
DFSMS/MVS NFS client failed to manipulate the client log data set. See |GESC-4

GFSC5041 CLIENT LOG DATA SET SWITCHED TO text.
A "no space" or an /O error condition was detected while writing to the client log data
set. See [GESC-4
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GFSC505E MISSING DD STATEMENT OR INCORRECT DATA SET ORGANIZATION
The error log data set has incorrect data set organization, or missing DD statement. See
GFSC-4

GFSC506E textl FAILED FOR text2, text3.
DFSMS/MVS NFS client failed to manipulate the client log data set, text2. See |GFSC-5

GFSC700l DFSMS/MVS version NETWORK FILE SYSTEM
The Network File System Client is initialized and ready to process NFS requests. See
GFSC-5

GFSC7011 NETWORK FILE SYSTEM CLIENT SHUTDOWN IN PROGRESS.
DFSMS/MVS NFS client shutdown processing has started. See |GESC-

GFSC7021 NETWORK FILE SYSTEM CLIENT SHUTDOWN COMPLETE.
DFSMS/MVS NFS client has completed shutdown processing. See |GFSC-5

GFSC703E NETWORK FILE SYSTEM CLIENT INITIALIZATION FAILED:
Only one Network File System Client can be started on an MVS system. See |GFSC-5

GFSC704E NETWORK FILE SYSTEM CLIENT INITIALIZATION FAILED:
RACF MVS security product is down level. See |GESC-5

GFSC704E NETWORK FILE SYSTEM CLIENT INITIALIZATION FAILED:
RACF MVS security product is down level. See |GESC-5|

GFSC705E NETWORK FILE SYSTEM CLIENT INITIALIZATION FAILED:

The Network File System Client was not able to allocate the necessary storage. See
GESC-5

GFSC705E NETWORK FILE SYSTEM CLIENT INITIALIZATION FAILED:
The Network File System Client was not able to allocate the necessary storage. See
GFESC-5

GFSC707E NETWORK FILE SYSTEM CLIENT INITIALIZATION FAILED:
The DFSMS/MVS NFS client has detected an error in the installation parameters. See
GFESC-6

GFSC708E NETWORK FILE SYSTEM CLIENT INITIALIZATION FAILED: CDRA IS NOT
CDRA initialization request failed. See [GESC-6

GFSC709E NETWORK FILE SYSTEM CLIENT INITIALIZATION FAILED:
The DFSMS/MVS NFS client has detected an error during initialization processing. See
GFSC-6)

GFSC710E NETWORK FILE SYSTEM CLIENT INITIALIZATION FAILED:
The DFSMS/MVS NFS client has detected an error during the initialization processing.
See |GESC-6

GFSC711E NETWORK FILE SYSTEM CLIENT INITIALIZATION FAILED:
The DFSMS/MVS NFS client has detected an error during the second phase of initializa-
tion processing. See [GFSC-6

GFSC712E NETWORK FILE SYSTEM CLIENT INITIALIZATION FAILED:
The Network File System Client has detected an error (returned) during the initialization
processing. See |GFSC-6

GFSC713E NETWORK FILE SYSTEM CLIENT LOGGING IS TERMINATED.
The DFSMS/MVS NFS client has detected an error. See |GFSC-6

GFSC714E NETWORK FILE SYSTEM CLIENT SVC DUMP REQUEST FAILED,
A request to take an MVS SVC dump failed. See |GESC-6

GFSC715E NETWORK FILE SYSTEM CLIENT ESTAE EXIT UNABLE TO COMPLETE,
The DFSMS/MVS NFS client recovery exit has detected a recursive abend. See
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GFSC7161 NETWORK FILE SYSTEM CLIENT DAEMON TASK RESTARTED.
The DFSMS/MVS NFS client detected a stopped asynchronous daemon task. See
GFSC-7|

IDC018801 RECOVERY SET FOR dsn
A SHCDS FRSETRR command was executed for data set dsn. See [IDC-34

IDC01880I RECOVERY SET FOR dsn
A SHCDS FRSETRR command was executed for data set dsn. See [IDC-34

IDC018811 UNBIND SET FOR dsn
A SHCDS FRUNBIND command was executed for data set dsn. See [IDC-34

IDC01882! BIND SET FOR dsn
A SHCDS FRBIND command was executed for data set dsn. See [IDC-34

IDC018831 RECOVERY RESET FOR dsn
A SHCDS FRRESETRR command was executed for data set dsn. See [[DC-34

IDC018841 UNBOUND LOCKS DELETED FOR dsn
A SHCDS FRDELETEUNBOUNDLOCKS command was executed for data set dsn. See
IDC-34

IDC01885] NON-RLS UPDATE PERMITTED FOR dsn
The data set that has been accessed in RLS mode is now permitted to be accessed in

non-RLS mode. See [DC-34

IDC018861 NON-RLS UPDATE DENIED FOR dsn
The data set that has been accessed in non-RLS mode is now denied access in

non-RLS mode. See [[DC-34

IDC018871 SUBSYSTEM subsystem REMOVED
The subsystem with connections remaining for RLS is removed. See |IDC-34

IDC01895]1 DATA SETS SUCCESSFULLY PROCESSED
An SHCDS CFREPAIR or CFRESET command was issued. See |IDC-35

IDC114681 NVR/VVR NOW POINTS TO TARGET CATALOG
After a REPRO of one integrated catalog facility catalog to another, the NVR/VVRs are
changed to point to the target catalog and all subsequent processing must be done
under the target catalog. See [DC-158]

IDC11471 IT IS RECOMMENDED THAT DIAGNOSE AND EXAMINE BE RUN BEFORE
IMPORT
After the EXPORT of an integrated catalog facility catalog and before IMPORT of that
catalog, it is recommended to run DIAGNOSE and EXAMINE to detect any possible
structure errors and report on the structural integrity of the basic catalog structure (BCS)
of the catalog. See

IDC11818I typeINFORMATION NOT FOUND
This message indicates that a requested definition was not found or unavailable. See
IDC-166

IDC318801 RECOVERY NOT SET FOR dsn
A SHCDS FRSETRR command failed for data set dsn. See|IDC-201

IDC318811 UNBIND NOT SET FOR dsn
A SHCDS FRUNBIND command failed for data set dsn. See [IDC-201

IDC318821 BIND NOT SET FOR dsn
A SHCDS FRBIND command failed for data set dsn. See [IDC-201

IDC31883I IDC318831 RECOVERY NOT RESET FOR dsn
A SHCDS FRRESETRR command failed for data set dsn. See |IDC-201
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IDC318841 UNBOUND LOCKS NOT DELETED FOR dsn
A SHCDS FRDELETEUNBOUNDLOCKS command failed for data set dsn. See
IDC-201

IDC31885] NON-RLS UPDATE NOT PERMITTED FOR dsn
The data set that has been accessed in RLS mode has failed to be permitted access in

non-RLS mode. See [[DC-201

IDC318861 NON-RLS UPDATE NOT DENIED FOR dsn
The data set that has been accessed in non-RLS mode is not denied access in
non-RLS mode. See [DC-201]

IDC318871 SUBSYSTEM subsystem NOT REMOVED
subsystem was not disconnected from SMSVSAM. See|IDC-201

IDC318881 UNEXPECTED ERROR FROM SMSVSAM SERVER
The SMSVSAM address space returned error indicated by the rc and rsn values. See

IDC-201

IDC318901 DATASET NOT LISTED
The SMSVSAM address space did not contain information related to the data set

requested. See [[DC-202)

IDC31891I SUBSYSTEM NOT LISTED
The SMSVSAM address space did not contain information related to the subsystem

requested. See [DC-202]

IDC31892I INSUFFICIENT USER AUTHORIZATION FOR SHCDS COMMAND
To use the SHCDS List subcommands, read authority to the facility class
STGADMIN.IGWSHCDS.REPAIR is required. See [[DC-202

IDC318931 NO SUBSYSTEM INFORMATION FOUND
The SMSVSAM address space did not contain information related to the subsystem

requested. See [DC-202

IDC318941 NO DATASET RECOVERY INFORMATION FOUND
The SMSVSAM address space did not contain lock recovery information related to the

data set requested. See[IDC-202

IDC318951 DATA SETS UNSUCCESSFULLY PROCESSED
An SHCDS CFREPAIR, CFRESET, or CFRESETDS command was issued. See
IDC-203

IDC31896!1 INSUFFICIENT USER AUTHORIZATION FOR CATALOG UPDATE
The user does not have sufficient authority to the catalog that was specified in the
SHCDS CFREPAIR, CFRESET, or CFRESETDS command. See [[DC-203

IDC318971 CATALOG MUST BE ICF FOR SHCDS COMMAND
An SHCDS CFREPAIR, CFRESET, or CFRESETDS command was issued against a
catalog that is not an ICF catalog. See |IDC-203

IDC31898I SECURITY VERIFICATION FAILED FOR DATA SET
Requestor does not have sufficient authorization to perform function on the specified

data set. See [IDC-203

IDC319501 NO LOCKS TO BIND/UNBIND
There were no locks found for the FRBIND/FRUNBIND request for the data set. See
IDC-203

IDC319511 DATA SET IS OPEN. TRY AGAIN LATER
Data set is currently in use by another job or user. See [[DC-204

IDC31952] NOT SMS-MANAGED VSAM DATA SET
The SHCDS subcommand requires that the object of the command be an
SMS-managed VSAM data set. See [DC-204
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IDC319531 NO UNBOUND LOCKS TO DELETE
No unbound locks were found for the data set. See [IDC-204

IDC31954|1 DATA SET DOES NOT HAVE RETAINED OR LOST LOCKS
No retained or lost locks were found for the data set. See [[DC-204

IDC31955] DATA SET IS NOT RECOVERABLE
The data set was not recoverable. See [IDC-204

IDC319561 DATA SET NOT FOUND
The catalog search failed or the data set is not active within SMSVSAM. See |IDC-204

IDC319571 SUBSYSTEM NOT FOUND
The requested subsystem was not found. See|IDC-204

IDC31958] SUBSYSTEM CURRENTLY ACTIVE
The requested subsystem was active with the SMSVSAM address space. See |IDC-204

IDC319591 ERROR DATA:
The FR* command failed and the diagnostic error data was returned. See [[DC-204

IEA308] MAXIMUM NUMBER OF PARMLIBS EXCEEDED
More than 10 PARMLIB statements were specified in LOADxx. See [EA-31

IEA3091 PARMLIB DATA SET IGNORED: dsn volser
A data set in the PARMLIB concatenation is ignored because more than 10 (the
maximum allowed) data sets have been specified. See |[[EA-31

IEA345A dsn NOT USED (text) - PRESS ENTER TO CONTINUE
The specified PARMLIB data set is not used. See [[EA-36)

IEA611l {COMPLETE|PARTIAL} DUMP ON dsname
The system wrote a complete or partial SVC dump to an automatically allocated dump
data set on a direct access storage device. See |[EA-65

IEA651E SYSPLEX DUMP DIRECTORY PROCESSING TERMINATED
Because of a failure, the system could not automatically add a source description for an
SVC dump to the sysplex dump directory. See [EA-70

IEA911E {COMPLETE|PARTIAL} DUMP ON SYS1.DUMP nn
The system wrote a complete or partial SVC dump to an pre-allocated dump data set on
a direct access storage device (DASD) or a tape volume. See [[EA-92

IEB1138W THE OUTPUT DATA SET BLOCK SIZE OF <out_size > BYTES IS
Fat blocks may be created. See [[EB-89

IEB1139W THE OUTPUT DATA SET BLOCK SIZE IS BEING REDUCED FROM
IEBCOPY may create fat blocks if the data set already contains records longer than the
new block size. See [[EB-89

IEB1140W <member > IS NOT A LOAD MODULE. <reason >.
While examining the directory entry for the load module, COPYMOD determined that the
member is not a load module for the given <reason>. See [[EB-89

IEB1141W <member > IS NOT A LOAD MODULE. <reason >
COPYMOD determined that the member currently being processed is not a load module
for <reason>. See[I[EB-89

IEB1142W module IS AN INCOMPATIBLE OR DAMAGED LOAD MODULE
The COPYMOD function of the IEBCOPY utility cannot unblock a module because the
common sections for the module are not at the end of the module where the link editor
usually places them. See

IEB11431 AT LOAD MODULE RECORD <record_count >
The relative record number of the last load module record COPYMOD examined before
detecting the error or problem reported in message IEB1141W or IEB1142W is
<record_count>. See [EB-89
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IEB11441 MEMBER TT-R AF TT-R.N TT-R.N TT-R.N ATTR ...
See message |IEB1144l. See |[EB-89

IEB1145] <de_member > <hex_data >
IEB11441 titles the printout of the load module directory entry in hexadecimal by
message IEB1145l. See |IEB-90

IEB11531 An INVALID RECORD WAS READ FROM PDSU DDN= ddn
An invalid record was detected in off loaded data set. See |[EB-90

Changed Information

The following are the changed message identifiers for this major revision, including a portion
the message text and an explanation of the change made to the message:

1.1.0 GDEOO1E DISTRIBUTED FILEMANAGER TARGET SYSTEM INITIALIZATION
FAILED. text

1.2.0 GDEOO1E DISTRIBUTED FILEMANAGER TARGET SYSTEM INITIALIZATION
FAILED. text
Changed message, see |GDE-1

The system action has changed.

1.1.0 GDEOOGE INVALID [VALUE FOUND FOR] KEYWORD: kkkkkkkk DISTRIBUTED
FILEMANAGER TARGET SYSTEM NOT STARTED

1.2.0 GDEOOGE INVALID [VALUE FOUND FOR] KEYWORD: kkkkkkkk DISTRIBUTED
FILEMANAGER TARGET SYSTEM NOT STARTED
Changed message, see |GDE-2

The explanation, system action and system programmer response have changed.

1.1.0 GFSA333] DFSMS/MVS 1.2.0 NETWORK FILE SYSTEM SERVER IS NOT STARTED
BY A START COMMAND.

1.2.0 GFSA333I DFSMS/MVS version NETWORK FILE SYSTEM SERVER fmid IS NOT
STARTED BY A START COMMAND.
Changed message, see |GESA-2

The message text and explanation have changed.

1.1.0 GFSA348| DFSMS/MVS 1.2.0 NETWORK FILE SYSTEM SERVER STARTED.

1.2.0 GFSA348I DFSMS/MVS version NETWORK FILE SYSTEM SERVER fmid STARTED.
Changed message, see |GESA-2

The message text and explanation have changed.

1.1.0 GFSA876I /0 ERROR ON DSN=string1(string2) SENSE. h_digits1 IOBCSW h_digits2
h_digits3.

1.2.0 GFSA876I I/O ERROR ON DSN=string1(string2) SENSE. h_digits1 IOBCSW h_digits2
h_digits3. ACCESS METHOD RC = h_digits4 ACCESS METHOD RSN = h_digits5
Changed message, see |GESA-16

The message text and explanation have changed.

1.1.0 GFSA8771 RO h_digits1 R1 h_digits2 string.

1.2.0 GFSA8771 RO h_digits1 R1 h_digits2 string. ACCESS METHOD RC = h_digits3
ACCESS METHOD RSN = h_digits4
Changed message, see
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The message text and explanation have changed.

1.1.0 IDC2893I INVALID PARAMETER SPECIFIED FOR THE RECOVERY OPTION

1.2.0 IDC2893I INVALID PARAMETER SPECIFIED FOR THE RECOVERY OPTION
Changed message, see|IDC-56

The explanation has changed.

1.1.0 IDC30091 VSAM CATALOG RETURN CODE IS rtn - REASON CODE IS IGGOCLaa -
rsn

1.2.0 IDC30091 VSAM CATALOG RETURN CODE IS rtn - REASON CODE IS IGGOCLaa -
rsn
Changed message, see|IDC-62

The explanation has changed.

1.1.0 IDC3351I ** VSAM {OPEN|CLOSE]|I/O} RETURN CODE IS rc
{RPLFDBWD= nnnnnnnn}

1.2.0 IDC3351I ** VSAM {OPEN|CLOSE]|I/O} RETURN CODE IS rc
{RPLFDBWD= nnnnnnnn}
Changed message, see|IDC-127

The explanation has changed.

1.1.0 IDC33511 ** VSAM {OPEN|CLOSE]|I/O} RETURN CODE IS rc
{RPLFDBWD= nnnnnnnn}

1.2.0 IDC33511 ** VSAM {OPEN|CLOSE]|I/O} RETURN CODE IS rc
{RPLFDBWD= nnnnnnnn}
Changed message, see|IDC-127

The explanation has changed.

1.1.0 IEAOO07I STATIC SYSTEM SYMBOL VALUES:

&SYSCLONE.= &sysclone._text
&SYSNAME.= &sysname._text
&SYSPLEX.= &sysplex._text
&symbol._name= symbol_text

1.2.0 IEAOO7] STATIC SYSTEM SYMBOL VALUES:

&SYSCLONE.= &"sysclone._text"
&SYSNAME.= &"sysname._text"
&SYSPLEX.= &"sysplex._text"
&"symbol._name= symbol_text"
Changed message, see |[EA-3
The message text has changed.
1.1.0 IEAOO8I SYSTEM PARMS FOLLOW FOR RELEASE yy.zz, VERSION ww...w
IEASYSxx

IEASYS w
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1.2.0 IEA008I SYSTEM PARMS FOLLOW FOR xx...x
Changed message, see |[EA-3

The message text and explanation have changed.

1.1.0 IEA101A SPECIFY SYSTEM PARAMETERS FOR RELEASE xx.yy{VER=ww...w]

1.2.0 IEA101A SPECIFY SYSTEM PARAMETERS FOR xx...x
Changed message, see [[EA-10

The message text and explanation have changed.

1.1.0 IEA2471 USING IEASYS xx FOR RELEASE zz.yy, VERSION vvvvvvww

1.2.0 IEA2471 USING IEASYS xx FOR xx...x
Changed message, see |[EA-22

The message text and explanation have changed.

1.1.0 IEA301l mem {NOT FOUND|IS ALIAS} IN dsn

1.2.0 IEA3011 mem {NOT FOUND|IS ALIAS} IN dsn|PARMLIB
Changed message, see [[EA-29

The explanation has changed.

1.1.0 IEA328E LNKLST xx INPUT TRUNCATED AT dsn

1.2.0 IEA328E LNKLST xx INPUT TRUNCATED AT dsn
Changed message.

The explanation and system programmer response have changed.

1.1.0 IEA334A SYS1.PARMLIB mem HAS AN INVALID RECORD LENGTH - SPECIFY
EOB TO CONTINUE

1.2.0 IEA334A dsn(mem) HAS AN INVALID RECORD LENGTH - SPECIFY EOB TO CON-
TINUE
Changed message, see |[EA-34

The message text and explanation have changed.

Deleted Information
The following are the deleted message identifiers for this major revision and if applicable the
identifier of the message that replaces the deleted message.
e GFSA328I
e GFSA347I
e GFSA349I
e GFSA360I
e GFSA361l
e GFSA400I
e GFSA403I
e GFSA404I
e GFSA405I
e GFSA406I
e GFSA407I
e GFSA408I
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* GFSA409I
* GFSA410I
e GFSA411l
* GFSA412]
* GFSA413I
* GFSA4141
* GFSA415I
* GFSAA416l
* GFSAA418I
e GFSA419I
* GFSA420I
e GFSA4211
* GFSA4221
* GFSA423I
e GFSA424]
* GFSA425]
* GFSA426l
* GFSA429I
* GFSA430I
* GFSA431l
e GFSA435E
* GFSA4501
* GFSA4511
* GFSA452]
* GFSA5011
* GFSA502I
e GFSA557I
* GFSA561l
* GFSA811l
* GFSA812I
* GFSA813lI
* GFSA814l
e GFSA815I
* GFSA816l
* GFSA8171
* GFSA820I
* GFSA8271
* GFSA829I
e GFSA832I
* GFSAB833I
* GFSA840I
* GFSA842I
* GFSA843I
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o GFSA847I
e GFSA848I
o GFSA849I
¢ GFSA850I
e GFSAB851I
* GFSA852I
e GFSA853I
e GFSA854l
e GFSAS858I
e GFSA859I
» GFSA860I
* GFSA862I
* GFSA863I
o GFSA871l
e GFSA876I
e GFSA877I
e GFSA877I
» GFSA881I
» GFSA886I
e GFSA895I
e GFSA896I
e GFSA897I
» GFSA898I
* GFSA899I
e GFSA970I
e GFSA971I
e GFSA972I
e GFSA973I
e GFSA974l
» GFSA976I
e GFSA977I
e GFSA978I
e GFSA979I
e GFSA997I
» GFSA998I
Summary of Changes

for GC28-1786-00
0OS/390 Version 1 Release 1

This book contains information previously presented in MVS/ESA System Messages, Volume
3 (GDE-IEB), GC28-1482, which supports MVS/ESA System Product Version 5.

Please note that any new, changed, or deleted messages can affect your installation's
automation package. Ensure that your installation's automation package is updated
with these changes.
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xliv

This revision reflects the deletion, addition, or changing of information to support the fol-
lowing APARs:

e OW11479

¢ OW12314

¢ OW14297

e 0OW14392

e OW15752
New Information

The following are the new message identifiers for this major revision, including a portion of
the message text and an explanation of when the message is issued:

IDC19971 catnameAND ITS DATA SETS TO BE DELETED,
This message is an attention that a Catalog is about to be deleted. See|IDC-36

IDC1998I vvdsnameAND ITS VVRS AND NVRS ARE ABOUT TO
This message is an attention that a VVDS is about to be deleted. See [IDC-36

IEA297W LSQA IS EXHAUSTED IN A NON-MEMTERMABLE ADDRESS SPACE
The system was unable to obtain storage from LSQA which was needed to process an
SVC instruction. See [|[EA-28

IEA403| VALUE OF RMAX HAS BEEN CHANGED TO 99
The maximum number of systems which could enter this sysplex is more than 8. See
IEA-43

Changed and Deleted Information

The following are the changed message identifiers for this major revision, including a portion
the message text and an explanation of the change made to the message:

IDC314011 UNABLE TO GET NEXT BASE OBJECT dsname
Changed message, see|IDC-190

The explanation has changed.

IEA437] TAPE LIBRARY DEVICE( dev),
Changed message, see [[EA-47

The explanation has changed.

IEA6111 {COMPLETE|PARTIAL} DUMP ON dsname
Changed message, see |[EA-65

The explanation has changed.

IEA7741 SUBCHANNEL INITIALIZATION FAILED FOR SUBCHANNEL nnnn,
Changed message, see |[EA-75

The explanation has changed.

(5.2.2) IEA848I INSTALLATION PREDUMP EXIT, dumpexit, MODIFIED/SUPPRESSED
THE DUMP REQUEST

(1.1.0) IEA848I INSTALLATION PREDUMP EXIT, dumpexit, MODIFIED/SUPPRESSED
THE DUMP REQUEST
Changed message, see |[EA-83

The message text and explanation have changed.

IEA9911 SRM CHANNEL DATA NO LONGER AVAILABLE FOR I/O SERVICE
Changed message, see |IEA-106

The explanation has changed.
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This book includes terminology, maintenance, and editorial changes.
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Introduction

The OS/390 operating system issues messages from OS/390 elements and features, and
from program products and application programs running on the system. The system issues
messages in different ways and to different locations:

e Most messages are issued through WTO and WTOR macros to one of the following
locations:

Console
Hard-copy log

Job log

SYSOUT data set

Routing codes determine where the messages are displayed or printed. The routing
codes for messages issued by the operating system are in the OS/390 MV'S Routing
and Descriptor Codes book.

e Other messages are issued through the WTL macro or the LOG operator command to
the system log (SYSLOG).

e Dump messages are issued through the dumping services routines and can appear in:

— SVC dumps, stand-alone dumps, or SYSMDUMP ABEND dumps formatted by the
interactive problem control system (IPCS)

— Trace data sets formatted by the interactive problem control system (IPCS)
— ABEND dumps or SNAP dumps produced by the dumping services

In dump or trace data sets formatted by IPCS, the messages appear interactively on a
terminal or in a printed dump.

e Some messages are issued through DFSMS/MVS access methods directly to one of the
following locations:

— Output data set
— Display terminal

Locations

Console

Hard-Copy Log

© Copyright IBM Corp. 1988, 1999

Messages sent to a multiple console support (MCS) console or an extended MCS console
are intended for the operators. Operations can control which messages are displayed. See
the OS/390 MVS Planning: Operations book for information about controlling message
display.

The system writes in the hard-copy log all messages sent to a console, whether the
message is displayed or not.

A record of all system message traffic, which consists of the following:
e Messages to and from all consoles
e Commands and replies entered by the operator

In a dump, these messages appear in the master trace. For information about the master
trace, see OS/390 MVS Diagnosis: Tools and Service Aids.

With JES3, the hard-copy log is always written to the system log. With JES2, the hard-copy
log is usually written to the system log, but an installation can specify that the system write
the hard-copy log to a console printer.
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System Log

Job Log

The system log (SYSLOG) is a SYSOUT data set provided by the job entry subsystem
(either JES2 or JES3). SYSOUT data sets are output spool data sets on direct access
storage devices (DASD). An installation usually prints the system log periodically. The
system log consists of:

e All messages issued through WTL macros

¢ All messages entered by operator LOG commands

e Usually, the hard-copy log

e Any messages routed to the system log from any system component or program

Messages sent to the job log are intended for the programmer who submitted a job. The job
log is specified in the system output class on the MSGCLASS parameter of the JCL JOB
statement.

SYSOUT Data Set

Messages sent to a SYSOUT data set are intended for a programmer. These messages are
issued by an assembler or compiler, the linkage editor and loader, and an application
program. If the SYSOUT data set and the MSGCLASS parameter on the JCL JOB statement
specify the same class, all messages about a program will appear in the same SYSOUT
listing.

Messages

A displayed or printed message can appear by itself or with other information, such as a time
stamp. The following topic shows the format of the message. Then the topics show the infor-
mation accompanying the message on the MCS console and on the hard-copy log in a JES2
system and a JES3 system.

Message Format

INTRO-2

id CCCnnn text
id CCCnnns text
id CCCnnnns text
id CCCnnnnns text
id CCCSnnns text

id Reply identifier: It is optional. It appears if an operator reply is required. The operator
specifies it in the reply.

CCCnnn, CCCnnns, CCCnnnns, CCCnnnnns, CCCSnnns
Message identifier.

CCcC
A prefix to identify the component, subsystem, or product that produced the
message. The prefix is three characters.

S The subcomponent identifier, which is an optional addition to the prefix to identify
the subcomponent that produced the message. The subcomponent identifier is one
character.

nnn, nnnn, nnnnn
A serial number to identify the individual message. The serial number is three, four,
or five decimal digits.

s An optional type code, which is one of the following:

A Action : The operator must perform a specific action.

D Decision : The operator must choose an alternative.

0S/390 V2R8.0 MVS System Messages, Vol 3 (GDE-IEB)



E Eventual action : The operator must perform action when time is available.

I Information : No operator action is required. Most information messages
are for a programmer.

S Severe error : Severe error messages are for a programmer.

W Wait: Processing stops until the operator performs a required action.

For messages with the prefix ADR, the type codes depend on whether the message
is issued to the operator console or to SYSPRINT. For console messages, the type
codes indicate the operator action:

A Action: Operator must perform a specific action.
D Decision: Operator must choose an alternative action.
I Information: No operator action is required.

W Attention: No operator action is required, but an error occurred.
For SYSPRINT messages, the type code indicates the severity:

I Informational message.
Attention message. Task continues, but an error occurred.

E Error message. The particular task might end or might continue without
completing all requests.

T Termination message. DFSMSdss ends.

For messages with the prefix BFS, the type codes indicate the severity of the
detected error and are:

E Error . Operator action is required.
I Information
W Attention

For messages with the EWX prefix, an 11-character message exists of the form
EWXfffnnnns :

EWX  LANRES product code

fff Function (module) identifier

nnnn  Message number

S Severity code. Severity codes can be:
E Error. Action is required.
I Information. Action is not required.
S Severe Error. Action is required.

w Attention. Action may be required.

In the EWX messages, the three-character function identifiers are as follows:
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Table 1. EWX Message Module Identifiers

Module ID Function Sending Command
ADM Administration EWXADMIN commands
COM Host communications All commands

DSK Disk serving Disk serving commands
DST Distribution EWXDS commands
PHL Host-to-LAN print EWXHLSRV

PLH LAN-to-host print EWXLHSRV

RES Host session initialization EWXCONN

SRV NetWare service EWXNWSRV

Note: When the term “MMC” is used in the messages, it is also referring to the
System/370 Parallel Channel Adapter feature of the IBM 3172-3 intercon-
nect controller.

For messages with the prefix CNLC, the type codes indicate the severity of the
detected error and are:

E Error

I Information
S Severe

W Attention

For messages with the prefix IEW and message numbers in the range 2000 through
2999, the type codes indicate the severity of the detected error and are:

E Error : Severity 8

I Information : Severity O

S Severe error : Severity 12

T Terminating error : Severity 16
W Attention : Severity 4

For messages with the prefix IGWO01, the type codes indicate the severity of the
detected error and are:

E Error : Return code 8

Information : Return code O
Severe: Return code 16

Ending : Return code 12

s 4w

Attention : Return code 4

text
Text: The text provides information, describes an error, or requests an operator action.

Messages with the prefix IDA are preceded by a 2-digit severity code:

04 Attention : Processing may be successful.
08 Error : Processing may fail.
12 Serious error : Processing will probably fail.

Some messages have asterisks (*) before or after the message identifier. Two asterisks
after the message identifier for IDC messages indicates a second-level message that further
explains a preceding message.
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Message Explanation Format

The following figure shows how message explanations appear in this book:

IEA

A 3 or 4 character prefix identifying
the component, subsystem or product.

192

vy

A 3, 4, or B-digit serial number
that identifies the message.

An optional type code indicating the type of
action the operator or programmer should take.

h'TEXT The actual message text.

—

IEA19211 CONSOLExx dev ALTERNATE DEFAULTED TO {consname | dev}

Explanation:

The reason why the
system issued the
message.

Description

of variables that
appear in the
message text.

Source:

The name of the
component,
subsystem,

or product issuing
the message.

System Action:

The actions taken
by the system as a
result of issuing the
message.

Operator Response:

Required or
recommended
instructions for
the operator.

—> Explanation: The system selected an alternate console.

Ih the message text:

dev The console identifier in the CONSOLxx parmlib member.

consnatme The default console name.

CONSOLxx The parmlib member with the suffix xx.

rc The reason code. It is one of the following:

1) An alternate console was not specified in the
CONSOLxx parmlib member. In this case, the
system uses the master console as the alternate

console. ) )

2) The alternate console is not a valid console. The
system uses the master console as the alternate
console.

3) The alternate console has an operating mode that
is not valid. For example, a printer console is
defined as the alternate for a full capability
console.

4) No alternate console is defined. The system uses

—» System Action:

the master console.

Communications task (COMMTASK)

>

Source:

The system uses the specified console as the
master console. The system continues processing.

Operator Response: Notify the system programmer.

System Programmer Response:  Specify an alternate console with a
CONSOLE statement in the CONSOLxx parmlib member if desired.

*

System Programmer Response:

Required or recommended instructions for the system
programmcr.

Introduction
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Messages Sent to MCS Consoles

Messages sent to MCS consoles from the base control program, JES2, JES3 on local
processors, or DFP appear in one of the following formats:

e The MFORM parameter in the OPERPARM segment in the CONSOLxx parmlib member
e The MFORM parameter on the CONTROL S operator command.

hh.mm.ss sysname jobname message
hh.mm.ss sysname message
hh.mm.ss jobname message
hh.mm.ss message

sysname jobname message

sysname message

jobname message

message

Messages sent to JES3 consoles (attached to JES3 global processors only) appear in the
format:

hhmmsst i f jobname text

hh.mm.ss

hhmmsst
Time stamp: the hour (00-23), minute (00-59), second (00-59), and, for JES3, tenth of a
second (0-9).

sysname
System name for the system that issued the message.

jobname
Job name for the task that issued the message. This field is blank if a job did not issue
the message.

i Indicator from the JES3 spool access method (JSAM).
f A screen character to indicate the status of certain messages, as follows:

| The operator has performed the action required for the message. The message
has been deleted.

- The message is for information only; no operator action is required. The
message was issued by the system or by a problem program.

* The message requires specific operator action and was issued by a WTOR or
by an authorized program. The message has a descriptor code of 1, 2, or 11.

@ The message requires specific operator action and was issued by a WTOR or
by a problem program. The message has a descriptor code of 1, 2, or 11.

+ The message requires no specific operator action and was issued by a problem
program using a WTO macro.

blank  The message requires no specific operator action.

Note: See the 0S/390 MVS Routing and Descriptor Codes book for the descriptor
codes.

message
Reply identifier, message identifier, and text.

INTRO-6 05s/390 V2R8.0 MVS System Messages, Vol 3 (GDE-IEB)



Messages Sent to Hard-Copy Log in JES2 System
Multiple console support (MCS) handles message processing in:
e A JES2 system

e A JESS3 system on a local processor
e A JESS3 system on a global processor, if JES3 has failed

MCS sends messages with routing codes 1, 2, 3, 4, 7, 8, and 10 to the hard-copy log when
display consoles are used or more than one console is active. All other messages can be
routed to the hard-copy log by a system option or a VARY HARDCPY operator command.

Messages sent to the hard-copy log appear in the format:

tcrrrrrrr sysname yyddd hh:mm:ss.th ident msgflags message
t message
t 1id message

t  The first character on the line indicates the record type:

D Data line of a multiple-line message; this line may be the last line of the
message.

End line or data-end line of a multiple-line message.
Label line of a multiple-line message.

First line of a multiple-line message.

Single-line message that does not require a reply.

Operator LOG command.

w Oz rm

Continuation of a single-line message or the first line of a multi-line message.
This continuation may be required because of the record length for the output
device.

w A multi-line message that requires a reply and sent only to the hard-copy log.

X A log entry that did not originate with a LOG command or a system message.

Note: This field does not appear when the hard-copy log is printed on a console in a
JES2 system.

¢ The second character on the line indicates whether the line was generated because of a

command:

C Command input.

R Command response.

I Command issued internally. The job identifier contains the name of the
internal issuer.

blank Neither command input nor command response.

Note: This field does not appear when the hard-copy log is printed on a console in a
JES2 system.

rrereeer
Hexadecimal representation of the routing codes 1 through 28. To understand this
hexadecimal number, convert it to binary; each binary 1 represents a routing code. For
example, X'420C' represents routing codes 2, 7, 13, and 14 as shown here:

Hexadecimal: 4 2 0 C
Binary: 0100 060160 1 0 0
Routing Codes: 1 2 3 4 5678 14 15 16

IN —
©
=
o
—
—
—
N
|»_~»_~

1
2

sysname
The system name from the SYSNAME parameter in the IEASYSxx parmlib member.
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yyddd
The Julian date, given as the year (00-99) and the day of the year (000-366).

Note: If HCFORMAT(CENTURY) is specified in the CONSOLxx parmlib member, the
Julian date appears as yyyyddd.

hh:mm:ss.th
Time stamp, given as the hour (00-23), minute (00-59), second (00-59), and hundredths
of a second (00-99).

ident
The job identifier for the task that issued the message, if the second character on the
line is blank.

If the second character on the line is C or R, this field contains one of the following:

jobid The job identifier of the task that issued the message, if it was issued
by a job.

consname Console name of the console which issued the command or received
the message.

INTERNAL For a command generated by a problem program or the system.

INSTREAM For a command read from the input stream.

blank If MCS could not determine the source or destination for the message.

lid Multiple-line identifier for the second and succeeding lines of a multiple-line message.
This field appears after the message text (1) on the first line or (2) in the message area
and not followed by text on a continuation of the first line. The identifier appears on all
lines of the same message.

msgflags
Installation exit and message suppression flags. For mapping of these flags, see
WQEXMOD in 0S/390 MVS Data Areas, Vol 5 (SSAG-XTLST). For information about
the description of the hardcopy log message flags, see HCL in OS/390 MV'S Data
Areas, Vol 2 (DCCB-ITTCTE).

message
Reply identifier, message identifier, and text. The reply identifier and message identifier
appear only on the first line of a multiple-line message.

Messages Sent to Hard-Copy Log in JES3 System
Messages sent to the JESMSG hard-copy log in a JES3 system appear in the format:

hh:mm:sst message

Messages sent to the MLOG/DLOG hard-copy log in a JES3 system appear as follows:
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MLG 90131 1734486 SY1 R= SYSLOG  IEF1961 IEF2371 JES3 ALLOCATED TO SYSLOGO2
MLG 90131 1734492 SY1 R= SYSLOG ~ IEF1961 IEF285I  +MASTER+.SYSLOG.JOBOOOO1.DOOOOARA. ? SYSoUT
JES CN3EL 90131 1734492 SY1 R= SYSLOG ~ IEEG43I A SYSTEM LOG DATA SET HAS BEEN QUEUED TO SYSOUT CLASS A
MLG 90131 1734492 SY1 R= 0000000 SY1 90131 17 34 49.36 SYSLOG 00000000 IEE042I SYSTEM LOG
MLG 90131 1734492 SY1 R= DATA SET INITIALIZED
LOG 90131 1734501 IAT7001 JOB SYSLOG (JOBOO@O1) IS ON WRITER PRT02(002),RECORDS=1343
LOG 90131 1734517 IAT7007 JOB SYSLOG (JOBOOOO1) ON WRITER PRTEO2 (002), DSN=
LOG 90131 1734517 IAT7007 +MASTER+.SYSLOG.JOBOGOO1.DOOGBA0A.?, PURGED.
CN3EL 90131 1735017 +E
MASTER 90131 1735238 +I 0
MASTER 90131 1735239 IAT8541 NAME  ADDR LV ALT MAIN SWITCH  DEPTH DEPQD
MASTER 90131 1735239 IAT8542 CN3E1l  (3E1) 15 CN316  SY1 050 00000
MASTER 90131 1735239 IAT8542 MASTER (3E@) 15 -------n ---mmom- TYPE=MCS  --- -----
MASTER 90131 1735239 IAT8542 MCS15  (320) 15 -------n —-cmmom- TYPE=MCS  --- -----
MASTER 90131 1735239 IAT8542 MCS10  (321) 10 -------n ----mom- TYPE=MCS  --- -----
MASTER 90131 1735239 IAT8542 MCS@5  (3DC) 05 -------= ----mon- TYPE=MCS  --- -----
MASTER 90131 1735239 IAT8542 MCS@@  (3DD) 00 -------= ----=-= TYPE=MCS  --- -----
MASTER 90131 1735239 IAT8542 MCS302 (302) 15 -------n ----mon- TYPE=MCS  --- -----
MASTER 90131 1735239 IAT8542 MCS303 (303) 15 -------n ----mom- TYPE=MCS  --- -----
MASTER 90131 1735240 IAT8542 AUTOMCS ( ) 15 =---mmom —cmmmoee TYPE=MCS  --- -----
MASTER 90131 1735240 IAT8542 CN310  (310) 15 CN3EL  SY1 CN3EL 050 00000
MASTER ~ 90131 1735240 IAT8542 CN311  (311) 15 CN3EL  SY1 CN3EL 050 00000
MASTER 90131 1735240 IAT8542 DUMMY () 15 NONE NONE 032 00000
MASTER 90131 1735506 +T SY2 D R,L
MLG 90131 1735506 SY2 R= JES3 DR,L
MASTER 90131 1735522 SY2 R= IEE1121 17.35.50 PENDING REQUESTS 427
MASTER 90131 1735522 SY2 R= RM=0  IM=0 CEM=1 EM=0 RU=0  IR=0  AMRF
MASTER 90131 1735522 SY2 R= ID R/K T SYSNAME JOB ID  MESSAGE TEXT
MASTER 90131 1735522 SY2 R= 2.Csy1 *IAT6360 CHECKPOINT DATA SET <CHKPNT2>
MASTER 90131 1735522 SY2 R= UNAVAILABLE - CHKPNT2 DD NOT DEFINED.
CN3EL 90131 1735590 +T SY1 D R,L
CN3EL 90131 1735590 -D R,L
CN3EL 90131 1736007 SY1 R= IEE1121 17.35.59 PENDING REQUESTS 603
CN3EL 90131 1736007 SY1 R= RM=0  IM=0 CEM=2 EM=0 RU=0  IR=0  AMRF
CN3EL 90131 1736007 SY1 R= ID R/K T SYSNAME JOB ID  MESSAGE TEXT
CN3EL 90131 1736007 SY1 R= 11 ¢ sv1 JES3 *IAT5525 272 DUPLICATE VOLUME DETECTED, CAN
CN3EL 90131 1736007 SY1 R= NOT MOVE VOLUME SPOOL1 ON SY2
CN(15) 90131 1736049 +Z LOG NEXT COMMAND IS FROM A MCS-ONLY CONSOLE
LOG 90131 1736050 IAT7150 CN(15)  NEXT COMMAND IS FROM A MCS-ONLY CONSOLE
CN(15) 90131 1736126 -D T
CN(15) 90131 1736126 SY1 R= IEE1361 LOCAL TIME=17.36.12 DATE=90.131 GMT TIME=21.36.12 DATE=90.131
CN(101) 90131 1736353 +Z LOG NEXT COMMAND IS FROM AN EXTENDED MCS-ONLY CONSOLE
LOG 90131 1736354 IAT7150 CN(101) NEXT COMMAND IS FROM AN EXTENDED MCS-ONLY CONSOLE
CN(101) 90131 1736374 +I Q
CN(101) 90131 1736374 IAT8674 JOB SYSLOG  (JOB0G0O1) P=15 CL=A MAIN(EXECUTING-SY1)
CN(101) 90131 1736374 IAT8674 JOB VTAM220 (JOB00004) P=15 CL=A MAIN(EXECUTING-SY1)
CN(101) 90131 1736374 IAT8674 JOB TCAS (J0B00OO5) P=15 CL=A MAIN(EXECUTING-SY1)
CN(101) 90131 1736374 IAT8674 JOB SYSLOG  (JOB000O7) P=15 CL=A MAIN(EXECUTING-SY2)
CN(101) 90131 1736374 IAT8674 JOB SUPERU  (JOB00009) P=15 CL=A MAIN(EXECUTING-SY1)
Messages sent to the MLOG/DLOG hard-copy log appear in the format:
dest console yyddd hhmmsstia[prefix] message
dest
JES3 destination class, which corresponds to the MVS routing code.
console

JES3 console name or MVS console identifier, as follows:

blank

For a message issued without a console identifier.

nnnnnnnn The JES3 console name (JNAME) from the JES3 initialization stream.

CN(xx) or CN(xxx) The MCS console identifier, where xx or xxx is the unit control
module (UCM) identifier.

INTERNAL For a command generated by a problem program or operating system
routine.

INSTREAM For a command read from the input stream.

NETWORK For a message issued to the network job entry (NJE) console.

RMT-NS For a message with a JES3 remote console identifier that is incorrect.

INTRO-9
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UNKNOWN For a message issued with extended MCS console identifier 255.

NOTFOUND For a message issued with a console identifier for which JES3 could
not determine the destination.

yyddd
The Julian date, given as the year (00-99) and the day of the year (000-366).

Note: If HCFORMAT(CENTURY) is specified in the CONSOLxx parmlib member, the
Julian date appears as yyyyddd.

hhmmsst
Time stamp, given as the hour (00-23), minute (00-59), second (00-59), and tenth of a
second (0-9).

i Attention indicator for JES3 space constraints, as follows:

blank Normal output or no action required.

# The message is rerouted automatically or by a command from another
console.

% Minimum space (track) situation (JSAM).

= Marginal space (track) situation (JSAM).
< Minimum buffer situation (JSAM).

Note: The above four symbols can be changed by a CONSTD statement in the JES3
initialization stream.

a Action prefix character, as follows:

blank Normal message.
+ JES3 input command, issued on the global processor.
- MVS input command, issued on the global processor.

Operator action required.

prefix
sysname R=jobname

Optional prefix for messages issued outside the JES3 address space or on a local
processor, as follows:

sysname
The name of the system where the issuing program is running. JES3 determines
the name from the ID, RID, or SID parameters on the MAINPROC statement in the
JES3 initialization stream.

jobname
The job name of the issuing program. It is all blanks for an system routine.

message
Reply identifier, message identifier, and text.

Messages Sent to the Job Log, to Other Data Sets, and to Display Terminals

Messages sent to the job log, to other data sets, and to display terminals appear in the
format designed by the program that issued them.
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Truncated Data in Multi-line Messages

When a message is being transported from one system to another in a sysplex, the system
might encounter an unexpected error which prevents the entire message text from
appearing. This can be caused by any of the following:

e The issuing system is stopped or quiesced.

e The issuing system fails to end a multi-line message.

e The issuing system has a persistent XCF buffer shortage.
e A disruption occurs in sysplex communication.

For any multi-line message, one of the following messages can appear within the message
text, indicating such an error:

LOSS OF DATA - MESSAGE COMPLETION FORCED
LOSS OF INTERMEDIATE MESSAGE DATA

If a program issues a multi-line WTO message but does not end the message by issuing an
endline, the target console might stop receiving message traffic. The system will detect this
condition and end the message automatically.

To end a multi-line WTO message when it detects that no data line or endline has been
issued for the message after an interval of 30 seconds, the system issues the following
endline:

MESSAGE TIMED OUT - MESSAGE COMPLETION FORCED

When this text appears in a multi-line message, perform the action which produced the
message again, if necessary. If the text appears again, contact your system programmer,
who should then contact the IBM Support Center.

When 100% WTO buffer utilization has been reached, as indicated in message IEA404A, a
limit is imposed on the number of lines allowed in multi-ine WTO messages. When the line
limit is reached for multi-ine WTO messages, the following is appended onto the multi-line
message:

e MESSAGE TRUNCATED DURING WQE BUFFER SHORTAGE

A Method for Finding Changes to MVS and TSO/E Message Texts

Automation routines are sensitive to changes to message text between releases. You can
find changes to message texts in the following ways:

e The Summary of Changes of the related messages book can be helpful when you go
from one release to the next.

e Data set SYS1.MSGENU contains data that can help you identify changes to message
texts more accurately. This method allows you to find message text changes between
your current release and whatever release you choose to migrate to. This method is
described below.

Using SYS1.MSGENU to Find Message Text Changes

IBM supplies a data set containing the text of system messages that are translated. This
data set, called SYS1.MSGENU, contains the text of system messages in the form of
message skeletons. (For more information, see 0S/390 MVS Planning: Operations.)

Note that this method will not show changes to:

e MVS system messages that are not translated, such as IPL and NIP messages (which
are issued before the MVS message service is available)

e Other product messages that are not translated, such as DFSMS/MVS messages, and
JES3 messages.

e For JES2 messages, use the appropriate SYS1.VnRnMn.SHASMENU data set.
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Also, this method works better if the “old” copy of SYS1.VnRnMn.SHASMENU has the same
level of service as the system from which you are migrating.

Once you have installed the OS/390 Release 4 or higher level of the data set you are com-
paring, you can compare the new data set with the data set on the system from which you
are migrating. Depending on how you do the comparison, you can get output like the fol-
lowing.

For new messages, the output might show an 1 (for Insert) on the left:

I - TEA403I VALUE OF RMAX HAS BEEN CHANGED TO 99

For messages whose text has changed, the output might show both an | and a D, indicating
that a record in the message file has been replaced:

I - IEE162I 46 &NNN. ROLL &A. MESSAGES (DEL=R OR RD)
D - IEE162I 46 &NNN. ROLL &A. MESSAGES (DEL=R, RD)

This means that, in message IEE162l, (DEL=R, RD) was replaced by (DEL=R OR RD).

Using this information, you can decide if your automation routines need to be changed.
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GDE Messages

GDEOO1E DISTRIBUTED FILEMANAGER TARGET SYSTEM
INITIALIZATION FAILED. text
Explanation: A problem occurred during initialization of the Distrib-

uted FileManager/MVS target function, which was requested via a
START command.

In the message text:

text
One of the following:

null-message-text
A system error occurred. Refer to preceding error messages
to help determine the specific error and, if applicable, call
the IBM Support Center.

ECSA STORAGE COULD NOT BE OBTAINED. n HEX BYTES
REQUIRED
A request for ECSA storage could not be fulfilled. n indi-
cates the number of ECSA bytes, in hexadecimal, required
to initialize the Distributed FileManager/MVS. Increase the
size of ECSA by at least n hexadecimal bytes and try again.

GDEIGBS COULD NOT BE LOADED. LOAD ABEND
CODE=cccccccc REASON CODE=reason-code ALIAS
NAME=alias-name
The DFM load module GDEIGBS could not be loaded
because of an error detected by the LOAD function while
attempting to obtain the address of the alias name CSECT.
Check the LOAD abend and reason codes and take correc-
tive action. If no corrective action solves the problem, call
the IBM Support Center. (Note that an ABEND code of 99
and a reason code of 99 is set by the Distributed
FileManager/MVS to indicate that the alias name loaded
was linkedited above 16 megabytes but is required to be
linkedited below 16 megabytes.)

Source: Distributed FileManager/MVS (DFM/MVS)

System Action:  The Distributed FileManager/MVS target function is
not activated, except in the case where message GDEOO6E was
issued with CDRA reason code X'FFFFFFFF'. See message
GDEOOGE for details.

System Programmer Response: See the abend or reason codes
contained in either the message text or in any related console mes-
sages. If no corrective action can be taken, contact the IBM Support
Center.

DISTRIBUTED FILEMANAGER TARGET CONVER-
SATION INITIALIZATION FAILED FOR
ASID=aaaaaaaa USERID=uvuuuuuuu
PRTNRLU=nnnnnnnnnnnnnnnnn CONVID=cccccccc.
text

GDEO002I

Explanation:  The Distributed FileManager/MVS was attempting to
initialize the DFM target transaction program (TP) in address space
aaaaaaaa in response to an APPC ALLOCATE request issued from
a DFM source system. The DFM target TP initialization ended abnor-
mally.

In the message text:

© Copyright IBM Corp. 1988, 1999

GDEOO1E » GDEOQO2|

aaaaaaaa
The address space identifier (ASID).

uuuuuuuu
The MVS user ID specified on the conversation allocation
request.

nnnnnnnnnnnnnnnnn
The name of the (partner) logical unit (LU) at which the DFM
source server requesting the conversation allocation is located.

ccceceee
The conversation ID assigned by APPC to this conversation.

text
One of the following:

null-message-text
A system error occurred. Refer to preceding error messages
to help determine the specific error and, if applicable, call
the IBM Support Center.

PRIVATE STORAGE COULD NOT BE OBTAINED. n HEX
BYTES REQUIRED
A request for private storage could not be fulfilled. n indi-
cates the number of private storage bytes, in hexadecimal,
required to initiate the conversation. Increase the region
size of the conversation address space by at least n
hexadecimal bytes and tell the DFM source LU to try again.
The region size can be specified in the TP profile JCL or in
the TPDEFAULT REGION(xx) parameter in the ASCHPMxx
parmlib member.

ECSA STORAGE COULD NOT BE OBTAINED. nHEX BYTES
REQUIRED
A request for ECSA storage could not be fulfilled. n indi-
cates the number of ECSA bytes, in hexadecimal, required
to initialize the conversation. Increase the size of ECSA by
at least n hexadecimal bytes and tell the DFM source LU to
try again.

ATTACH ERROR. ATTACH RTNCD-= return-code
An error was detected by the ATTACH function. Check the
ATTACH return code and correct the problem. Then tell the
DFM source LU to try again.

APPC ERROR. VERB=vvvvvvvv RTNCD=return-code
An error was detected by an APPC routine. The name of
the APPC verb that was being processed is supplied along
with the return code from the APPC verb routine. Correct
the problem and tell the DFM source LU to try again.

Source: Distributed FileManager/MVS (DFM/MVS)

System Action:  The conversation is ended. If a system error
occurred, an abend is issued, the error is logged in the logrec data
set, and a dump is produced and placed in a SYS1.DUMPnn data
set. In all other cases, an abend is issued but the error is not
recorded and no dump is taken.

System Programmer Response: Search problem reporting data
bases for a fix for the problem. If no fix exists, contact the IBM
Support Center. Provide the logrec data set and the dump, if avail-
able.
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GDEOO3I « GDEOO7E

GDEOO03I DISTRIBUTED FILEMANAGER TARGET SYSTEM
INITIALIZATION COMPLETE
Explanation: Initialization of the Distributed FileManager/MVS

target function was successful.
Source: Distributed FileManager/MVS (DFM/MVS)

System Action:  The Distributed FileManager/MVS is available for

use.

GDEOO4E DISTRIBUTED FILEMANAGER TARGET CENTRAL
ADDRESS SPACE FAILED {IN
AS|D:anaaaaaa!AS|D:;’aaaanan
REASON=bbbbbbbb}

Explanation: ~ The main Distributed FileManager/MVS address

space, named DFM, ended abnormally in the specified address
space identifier (ASID).

Source: Distributed FileManager/MVS (DFM/MVS)

System Action:  The Distributed FileManager/MVS DSAS ends.
The Distributed FileManager/MVS conversation address spaces con-
tinue running. The system logs the error in the logrec data set and
produces a dump in the SYS1.DUMPnn data set.

System Programmer Response: Determine the reason for the
failure and take corrective action. Other error messages precede this
one. Refer to their documentation for corrective action. DFM must
be restarted to restore full Distributed FileManager/MVS target func-
tion.

GDEO0O05I DISTRIBUTED FILEMANAGER TARGET SYSTEM
{ALREADY ACTIVE|NOT ACTIVE, START DFM}
Explanation:  Either an attempt was made to start the Distributed

FileManager/MVS target system using the START DFM command,
but the target function is already active or an attempt was made to
use the DFM/MVS, but the target function is not active and needs to
be started.

Source: Distributed FileManager/MVS (DFM/MVS)

System Action:  If DFM/MVS is already active, the system ignores
the START DFM command. If DFM/MVS is not active, jobs requiring
target DFM function will end with non-zero return codes.
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Operator Response:  If DFM/MVS is active, none. If DFM/MVS is
not active, enter a START DFM command.

GDEOO6E  INVALID [VALUE FOUND FOR] KEYWORD: kkkkkkkk
DISTRIBUTED FILEMANAGER TARGET SYSTEM
NOT STARTED

Explanation: The DFMxx parmlib member contains an incorrect

value for the indicated keyword. If the keyword in error is CCSID, a
reason code is also provided. See Character Data Representation
Architecture (CDRA). For example, RC=00010001 is used by CDRA
to indicate that the CCSID is undefined and RC=00060001 is used to
indicate that the CDRA resource files needed for data conversion
cannot be located.

Source: Distributed FileManager/MVS (DFM/MVS)

System Action:  DFM will not be started. There is an exception
when the keyword is CCSID and the return code is X' FFFFFFFF',
indicating that the Language Environment required by CDRA is not
present. DFM will be started in a limited function mode that does not
support data conversion.

System Programmer Response: Correct the DFMxx parmlib
member with a correct value for the keyword.

GDEOO7E  module ERROR INVOKING FUNCTION: function
return_code reason_code
Explanation:  During DFM DataAgent processing the MVS function

shown failed with the indicated return and reason codes .

However, common errors have more specific text. For example, if the
DataAgent routine can't be found in JOBLIB, STEPLIB, or LPALIB,
"LOCATING MODULE DataAgent_routine_name" will be substituted
for function, return_code, and reason_code.

System Action: DFM DataAgent processing is terminated.

Operator Response:  Notify your System Programmer.

System Programmer Response: Refer to documentation of the
indicated function to determine the meaning of the return and reason
codes. Refer to the job log for any related console messages that
may have occurred at the time of the error



GFSA Messages

GFSA3201 « GFSA325I

GFSA3201 NETWORK FILE SYSTEM SERVER INITIALIZATION
FAILED: text
Explanation:  text can be:

* VIRTUAL STORAGE IS UNAVAILABLE,

* MAPPING SIDE FILE NOT FOUND,

* MAPPING SIDE FILE HAS INVALID SYNTAX OR FORMAT,
* ERROR OPENING/READING MAPPING SIDE FILE,

* SIDE FILE SPECIFIED BUT MAPPING IS DIS-ALLOWED BY
INSTALLATION,

e TASK IS NOT APF AUTHORIZED, or
* DFP LEVEL MUST BE DFSMS 1.2 OR HIGHER.

The server could not be initialized. During server initialization, the
server:

Could not obtain virtual storage,
Was not loaded from an APF-authorized library, or
Is running on a system with a release of DFP prior to OS/390
1.2
Source: OS/390 NFS server
System Action:  The Network File System startup ends.
Operator Response:  Notify the system programmer.
System Programmer Response:
e |If it is a virtual storage problem, increase the region size.

¢ If an APF-authorization problem, APF authorize all libraries in
the STEPLIB DD statement.

¢ If mapping side file is not found, make sure the name specified
in the attribute data set is correct and the file exists.

¢ If mapping side file has invalid syntax, check the part
GFSAPMAP in SYS1.NFSSAMP library for mapping side file
rules.

e If error occurs during opening of the side file, check to make
sure that the side file is not migrated and it is readable.

¢ If sfmax=0 then the side file cannot be specified in the attribute
data set.

¢ If a back-level release of DFP, restart Network File System
Server after installing DFSMSdfp 1.2 or a later release.

GFSA3211 NETWORK FILE SYSTEM SERVER INITIALIZATION
FAILED: OPENEDITION MVS ADDRESS SPACE HAS
NOT BEEN STARTED.

Explanation:  The Network File System was not able to establish

successful communication with the OPENEDITION MVS address
space.

Source: DFSMSdfp and Network File System Server

System Action:  The Network File System ends.

Operator Response:  Before starting the Network File System, both
the UNIX System Services MVS and the TCP/IP address spaces
must have successfully been started.
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GFSA322] OPENEDITION V_REG FAILED: RV=1 RC= h_digit1,
RSN=h_digit2.
Explanation: The Network File System failed to register.

In the message text:

h_digit1
The return code from OpenEdition V_REG callable service.

h_digit2
The reason code from OpenEdition V_REG callable service.

Source: 0OS/390 Network File System Server

System Action:  The Network File System ends.

Operator Response:  Contact the system programmer.

System Programmer Response: See the 0S/390 UNIX System
Services File System Interface Reference manual for addition details
on the return code and reason code from OpenEdition V_REG call-
able service.

GFSA323] 0S/390 NETWORK FILE SYSTEM LOCK MANAGER
(HDZ11TS) WILL NOT START BECAUSE
OMVS(UID(0)) IS NOT DEFINED.

Explanation: The Network Lock Manager initialization fails because

the Network Lock Manager startup procedure is not defined as
OMVS(UID(0)).

Source: OS/390 NFS server, GFSAPRMN

System Action:  The Network Lock Manager terminates.
Operator Response:  None

User Response:
as OMVS(UID(0)).

Define Network Lock Manager startup procedure

GFSA3241 0S/390 NETWORK FILE SYSTEM STATUS
MONITOR (HDZ11TS) WILL NOT START BECAUSE
OMVS(UID(0)) IS NOT DEFINED.

Explanation:  The Network Status Monitor initialization fails because

the Status Monitor startup procedure is not defined as
OMVS(UID(0)).

Source: OS/390 NFS server, GFSASMSV

System Action:  The Network Status Monitor terminates.
Operator Response:  None

User Response:
as OMVS(UID(0)).

Define Network Status Monitor startup procedure

GFSA3251 REQUESTED MEMORY NOT AVAILABLE.

Explanation:  An operation to allocate system memory failed. If this
condition persists, it is for one of the following reasons:

e The value specified on the REGION parameter is too small.
¢ The value specified on the BUFHIGH attribute is too large.
Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. Network File
System Server processing continues.

Application Programmer Response: Do one or both of the

following:

¢ Increase the region size for the job and step or started task.
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GFSA328] « GFSA348|

¢ Decrease the value specified for the BUFHIGH attribute of the
attribute data set.

GFSA328] DFSMS/MVS 1.2.0 NETWORK FILE SYSTEM IS NOT
APF AUTHORIZED.
Explanation:  One or more of the data sets referenced by the

STEPLIB DD statement is not authorized program facility
(APF)-authorized.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends Network File System Server
startup processing.

Application Programmer Response: Authorize all libraries in the

STEPLIB DD statements.

GFSA329I

Explanation:

SERVER SHUTDOWN IN PROGRESS.
The system has started server shutdown procedures.
Source: DFSMSdfp and Network File System Server

System Action:  The system continues Network File System Server
ending processing.

Operator Response:  None

GFSA3301 SERVER SHUTDOWN COMPLETE.

Explanation: The system has ended the network file system server
and its associated subtasks.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server ends.

Operator Response:  None

GFSA331E RECALL FAILED FOR MIGRATED DATA SET text.

Explanation: DFSMShsm was unable to recall a data set because
the data movement program DFSMSdss detected, during restore,
that the migrated data set had internal errors.

In the message text:

text
The data set name.

Source: DFSMS/MVS NFS Server
GFSASCAR
The DFSMS/MVS NFS Server processing con-

Detecting Module:

System Action:
tinues.

Operator Response:
actions.

Notify System Programmer for recovery

System Programmer Response:  The data set text had an internal
error when migrated, and cannot be recalled. Refer to DFSMShsm
Message ARCO075E for appropriate recovery actions.

GFSA333] DFSMS/MVS version NETWORK FILE SYSTEM
SERVER fmid IS NOT STARTED BY A START
COMMAND.

Explanation:  The system programmer tried to start the Network

File System Server with a command other than START.

In the message text:

version
The DFSMS/MVS version number, for example: 1.2.0 or
VERSION 1.

GFSA-2
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fmid
The DFSMS/MVS Network File System Server FMID started, for
example: null, (HDZ11SP), or (HDZ11SM).

Source: DFSMSdfp and Network File System Server
System Action:  Network File System Server ends.

System Programmer Response:
by entering the START command.

Start Network File System Server

GFSA3341 MOUNT HANDLE DATABASE CANNOT BE READ

Explanation:  The Network File System Server has tried to read the
mount handle database but was unable to do so. This could occur
because the mount handle database could not be opened or
because it contained a record whose length or contents were not
valid.

Source: DFSMSdfp and Network File System Server

System Action:  System processing continues but in a degraded
mode. Some or all of the directories will not have been remounted.

Operator Response:  Notify the system programmer.

System Programmer Response: If this is the first startup after
installation of a new release, the mount handle database will have to
be cleared and the server restarted, because the format of the mount
handle database is not recognizable by the new release. Reboot or
unmount any previously mounted directories.

GFSA3351 MOUNT HANDLE DATA SET CANNOT BE WRITTEN,
EXPECTING LEN d digits1 REAL LEN d_digits2,
VSAM R15(DEC) d_digits3 REASON CODE(DEC)
d_digits4 LAST OP(DEC) d_digits5.

Explanation:  The Network File System Server has tried to write the

mount handle data sets but was unable to do so.
Source: DFSMSdfp and Network File System Server

System Action: ~ System processing continues but in a degraded
mode. Any further mounts or unmounts are likely to fail.

Operator Response:  Contact the system programmer.

System Programmer Response: The mount handle data sets
have probably become unusable and either need to be cleared or
restored to some previous level, and then the server has to be
restarted. Reboot or unmount any previously mounted directories.

GFSA347] ERROR RETURNED TO CLIENT: RC =
d_digits<string>.
Explanation:  The system found an error during processing.

In the message text:
d _digits The error code returned by the system.
string The meaning of the error code.

Source: DFSMSdfp and Network File System Server
System Action:  The system continues processing.

Application Programmer Response: None

GFSA348] DFSMS/MVS version NETWORK FILE SYSTEM

SERVER fmid STARTED.

Explanation:  The system has initialized the network file system
server and is ready to accept MODIFY commands from the operator
console.

In the message text:



version
The DFSMS/MVS version number, for example: 1.2.0 or
VERSION 1.

fmid
The DFSMS/MVS Network File System Server FMID started, for
example: null, (HDZ11SP), or (HDZ11SM).

Source: DFSMSdfp and Network File System Server
System Action:  The system continues processing.

Operator Response:  Enter MODIFY commands.

GFSA3491 UNEXPECTED ERROR DETECTED: string.

Explanation:  The network file system server has encountered a
condition that indicates continued processing will produce undesir-
able results.

In the message text:

string Additional debugging information for the programming

support personnel.
Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server will either shutdown or
end the request and continue processing, depending on where the
error was detected.

System Programmer Response: Contact the IBM Support Center.

GFSA360!  string.
Explanation:  This message displays memory management statis-
tics.

In the message text:
string The memory management statistics.

Source: DFSMSdfp and Network File System Server
System Action:  The system continues processing.

Operator Response:  None

GFSA361I NETWORK FILE SYSTEM SERVER IS SHORT ON
STORAGE.
Explanation:  This message is displayed to the operator console

when a shortage of virtual storage is detected.
Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server continues processing.
The storage constraint might be relieved when some storage is freed
later.

Operator Response:  If this message is displayed repeatedly within
a short period of time, stop or cancel Network File System Server
and notify the system programmer.

System Programmer Response: Do one of both of the following
before restarting Network File System Server:

¢ Increase the region size for the step or started task.

¢ Decrease the value specified for the BUFHIGH attribute of the
attribute data set.

GFSA362] REGION SIZE WILL NOT ACCOMODATE BUFHIGH
AND LOGICAL CACHE SPECIFICATIONS.
Explanation:  The specifications for the BUFHIGH and LOGICAL

CACHE keywords are not valid.
In the message text:

line_number The line number on which the specifications exist.

GFSA3491 « GFSA404|

Source: Network File System Server
System Action:  The startup for Network File System Server ends.

System Programmer Response: Either increase the region size of
the job or reduce the value for BUFHIGH and LOGICAL CACHE.

GFSA400I

Explanation:
bute data set.

INVALID RECFM SPECIFICATION string.

string is the invalid record format specified in the attri-

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the attribute data

set.

GFSA401l CANNOT OPEN THE ATTRIBUTES DATA SET.

Explanation:  The server was unable to open the attributes data set
defined in the JCL for DDNAME NFSATTR. The DD statement might
be missing or the data set name might be incorrect.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the JCL for
DDNAME NFSATTR. Run the job again.

GFSA402] READ FAILED FOR THE ATTRIBUTES DATA SET.

Explanation:  An error occurred while the network file system server
was processing the attributes data set. This message follows other
messages that describe the error in greater detail. The attributes
data set is defined in the JCL for DDNAME NFSATTR.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the attributes data

set.

GFSA4031 PARSE FAILED IN LINE d_digits string.

Explanation:  The parsing of line number d_digits in the attribute
data set failed. This message follows other messages that describe
the error in greater detail.

In the message text:

d_digits The specified line number.

The actual line from the attribute data set that contains
the failure.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

string

The system ends Network File System Server

Application Programmer Response: Correct the attribute data

set.

GFSA4041 UNEXPECTED END OF STRING ON END OF PARSE

IN LINE d_digits.

Explanation: A comma is missing between attributes on line
number d_digits of the attribute data set.

In the message text:

d_digits The specified line number.

Source: DFSMSdfp and Network File System Server
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System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the attribute data

set.

GFSA4051 PARSE FAILED FOR ATTRIBUTE FIELD - ILLEGAL

KEYWORD IN LINE d_digits.

Explanation:  The keyword specified in line number d_digits of the
attribute data set is not a valid attribute keyword.

In the message text:

d_digits The specified line number.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the attribute data

set.

GFSA4061 MISSING LEFT PARENTHESIS IN LINE d_digits.

Explanation:  An attribute specified on line number d_digits of the
attribute data set is missing a left parenthesis.

In the message text:

d_digits The specified line number.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the attribute data

set.

GFSA4071 MISSING RIGHT PARENTHESIS IN LINE d_digits.

Explanation:  An attribute specified on line number d_digits of the
attribute data set is missing a right parenthesis.

In the message text:

d_digits The specified line number.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the attribute data

set.

GFSA408! PARSE FAILED ON NUMBER FIELD IN LINE

d_digits.

Explanation: ~ An attribute with a negative number was specified on
line number d_digits of the attribute data set.

In the message text:

d_digits The specified line number.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the attribute data

set.
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GFSA4091 INVALID DSORG SPECIFICATION IN LINE d_digits.

Explanation: The data set organization specified in the DSORG
attribute on line number d_digits of the attribute data set is not valid
or is not supported by the network file system server.

In the message text:

d _digits The specified line number.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends Network File System Server

processing.

Application Programmer Response: Correct the attribute data
set.

GFSA4101 INVALID MODEL SPECIFICATION IN LINE d_digits.
Explanation: The data set specified in the MODEL attribute on line

number d_digits of the attribute data set is not valid.
In the message text:

d_digits
Source: DFSMSdfp and Network File System Server

The specified line number.

System Action:  The system ends Network File System Server

processing.

Application Programmer Response: Correct the attribute data
set.

GFSA4111 INVALID VOL SPECIFICATION IN LINE d_digits.
Explanation: The volume specified in the VOL or VOLUME attri-

bute on line number d_digits of the attribute data set is not valid.
In the message text:

d_digits The specified line number.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends Network File System Server

processing.

Application Programmer Response: Correct the attribute data
set.

GFSA4121 INVALID UNIT SPECIFICATION IN LINE d_digits.
Explanation:  The unit specified in the UNIT attribute on line

number d_digits of the attribute data set is not valid.
In the message text:

d _digits The specified line number.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the attribute data

set.

GFSA413]1 THE ATTRIBUTE VALUE d_digits1 1S NOT IN THE

RANGE OF d_digits? TO d_digits3.

Explanation: The value, d_digits1, specified in one of the attributes
of the attribute data set must be between the minimum value,

d _digits2, and the maximum value, d_digits3, for this attribute.
Message GFSA403I follows this message.

In the message text:
d_digits1

d_digits2  The minimum specified value.

The specified value.



d_digits3  The maximum specified value.
Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: See message GFSA403I to
determine the attribute in error, then correct the attribute data set.

GFSA4141 THE ATTRIBUTE VALUE d_digits1 EXCEEDS THE
MAXIMUM VALUE OF d_digits2.
Explanation: The value, d_digits1, specified in one of the attributes

of the attribute data set must be less than or equal to d_digits2.
Message GFSA403I follows this message.

In the message text:
d_digits1
d digits2  The maximum value allowed for this attribute.

The specified value.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: See message GFSA403I to
determine the attribute in error, then correct the attribute data set.

GFSA4151 THE ATTRIBUTE TIME OUT VALUE d_digits1 1S
LESS THAN THE MINIMUM TIME OUT VALUE
d_digits2.

Explanation:  The value, d_digits1, specified in the ATTRTIMEOUT

attribute of the attribute data set must be greater than or equal to the
value d_digits2 which is specified in the MINTIMEOUT attribute of
the attribute data set.

In the message text:
d_digits1

d digits2  The minimum value allowed, as specified in the
MINTIMEOUT attribute.

The specified value.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the attribute data

set.

GFSA4161 THE READ TIME OUT VALUE d digits1 IS LESS

THAN THE MINIMUM TIME OUT VALUE d_digits2.

Explanation:  The value, d_digits1, specified in the READTIMEOUT
attribute of the attribute data set must be greater than or equal to the
value d_digits2 which was specified in the MINTIMEOUT attribute of
the attribute data set.

In the message text:
d_digits1

d _digits2  The minimum value allowed, as specified in the
MINTIMEOUT attribute.

Source: DFSMSdfp and Network File System Server

The specified value.

System Action:
processing.

The system ends Network File System Server

GFSA414]1 « GFSA419I

Application Programmer Response: Correct the attribute data

set.

GFSA4171 THE WRITE TIME OUT VALUE d_digits1 IS LESS
THAN THE MINIMUM TIME OUT VALUE d_digits2.

Explanation:  The value, d_digits1, specified in the

WRITETIMEOUT attribute of the attribute data set must be greater
than or equal to the value d_digits2 which was specified in the
MINTIMEOUT attribute of the attribute data set.

In the message text:
d_digits1

d digits2  The minimum value allowed, as specified in the
MINTIMEOUT attribute.

Source: DFSMSdfp and Network File System Server

The specified value.

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the attribute data

set.

GFSA418! THE ATTRIBUTE TIME OUT VALUE d_digits1 1S
GREATER THAN THE MAXIMUM TIME OUT VALUE
d_digits2.

Explanation:  The value, d_digits1, specified in the ATTRTIMEOUT
attribute of the attribute data set must be less than or equal to the
value d_digits2 which was specified in the MAXTIMEOUT attribute of
the attribute data set.

In the message text:
d_digits1

d_digits2  The maximum value allowed, as specified in the
MAXTIMEOUT attribute.

Source: DFSMSdfp and Network File System Server

The specified value.

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the attribute data

set.

GFSA4191 THE READ TIME OUT VALUE d digits1 IS GREATER

THAN THE MAXIMUM TIME OUT VALUE d digits2.

Explanation:  The value, d_digits1, specified in the READTIMEOUT
attribute of the attribute data set must be less than or equal to the
value d_digits2 which was specified in the MAXTIMEOUT attribute of
the attribute data set.

In the message text:
d_digits1

d digits2  The maximum value allowed, as specified in the
MAXTIMEOUT attribute.

Source: DFSMSdfp and Network File System Server

The specified value.

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the attribute data

set.
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GFSA4201 THE WRITE TIME OUT VALUE d digits1 1S
GREATER THAN THE MAXIMUM TIME OUT VALUE
d_digits2.

Explanation: The value, d_digits1, specified in the

WRITETIMEOUT attribute of the attribute data set must be less than
or equal to the value d_digits2 which was specified in the
MAXTIMEOUT attribute of the attribute data set.

In the message text:
d_digits1

d_digits2  The maximum value allowed, as specified in the
MAXTIMEOUT attribute.

Source: DFSMSdfp and Network File System Server

The specified value.

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the attribute data

set.

GFSA4211 THE NOATTRTIMEOUT ATTRIBUTE WAS SPECI-
FIED BUT THE MAXTIMEOUT VALUE WAS SET TO
d_digits.

Explanation: The NOATTRTIMEOUT attribute means that the data
set is not to be deallocated following a LOOKUP or SHOWATTR
operation. The MAXTIMEOUT attribute specifies the maximum time
out value allowed for any of the timeout attributes. These attributes
are in conflict. The NOATTRTIMEOUT and MAXTIMEOUT attributes
are specified in the attribute data set.

In the message text:

d_digits Specified as the MAXTIMEOUT value, in seconds, that
the data set is to remain allocated.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: If the NOATTRTIMEOUT
attribute is desired, specify the NOMAXTIMEOUT attribute in the
attribute data set. Correct the attribute data set.

GFSA4221 THE NOREADTIMEOUT ATTRIBUTE WAS SPECI-
FIED BUT THE MAXTIMEOUT VALUE WAS SET TO
d_digits.

Explanation: The NOREADTIMEOUT attribute means that the data

set is not to be deallocated following a read operation. The
MAXTIMEOUT attribute specifies the maximum time out value
allowed for any of the timeout attributes. These attributes are in con-
flict. The NOREADTIMEOUT and MAXTIMEOUT attributes are spec-
ified in the attribute data set.

In the message text:

d_digits Specified as the MAXTIMEOUT value, in seconds, that
the data set is to remain allocated.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: If the NOREADTIMEOUT
attribute is desired, specify the NOMAXTIMEOUT attribute in the
attribute data set. Correct the attribute data set.

GFSA-6 05/390 V2R8.0 MVS System Messages, Vol 3 (GDE-IEB)

GFSA423 THE NOWRITETIMEOUT ATTRIBUTE WAS SPECI-
FIED BUT THE MAXTIMEOUT VALUE WAS SET TO
d_digits.

Explanation: The NOWRITETIMEOUT attribute means that the

data set is not to be deallocated following a write operation. The
MAXTIMEOUT attribute specifies the maximum time out value
allowed for any of the timeout attributes. These attributes are in con-
flict. The NOWRITETIMEOUT and MAXTIMEOUT attributes are
specified in the attribute data set.

In the message text:

d _digits Specified as the MAXTIMEOUT value, in seconds, that
the data set is to remain allocated.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: If the NOWRITETIMEOUT
attribute is desired, specify the NOMAXTIMEOUT attribute in the
attribute data set. Correct the attribute data set.

GFSA4241 MINIMUM TIME OUT VALUE, d digits1, IS GREATER
THAN THE MAXIMUM TIME OUT VALUE, d_digits2.
Explanation: The value specified in the MINTIMEOUT attribute of

the attribute data set is greater than the value specified in the
MAXTIMEOQUT attribute of the attribute data set.

In the message text:

d_digits1  The value specified in the MINTIMEOUT attribute.
d digits2  The value specified in the MAXTIMEOUT attribute.
Source: DFSMSdfp and Network File System Server

System Action:  The system ends Network File System Server

processing.

Application Programmer Response: Correct the attribute data
set.

GFSA425] INVALID SPECIFICATION RECFM( string).
Explanation:  One of the characters in string specified on the

RECFM attribute of the attribute data set is not valid.
In the message text:

string The RECFM attribute specification.
Source: DFSMSdfp and Network File System Server

System Action:  The system ends Network File System Server

processing.

Application Programmer Response: Correct the attribute data
set.

GFSA4261 INVALID RECFM( string) - MUST SPECIFY U, F, OR V.
Explanation:  One of the characters in string specified on the

RECFM attribute of the attribute data set must define whether the
records are fixed length (F), variable length (V), or undefined format
records (U).

In the message text:
string The RECFM attribute specification.
Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the attribute data

set.
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GFSA4291 INVALID DSNTYPE SPECIFICATION IN d_digits.

Explanation: The data set name type specified in the DSNTYPE
attribute on line number d_digits of the attribute data set is not valid.
In the message text:

d_digits The specified line number.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends Network File System Server

GFSA4361 INVALID SIDEFILE SPECIFICATION IN LINE d_digits
Explanation: A data set name was not specified in the sidefile attri-
bute.

Source: GFSAFNPA
System Action:  The Network File System server startup ends.

System Programmer Response: Correct the problem and make
necessary changes in the attribute data set.

processing.

Application Programmer Response: Correct the attribute data

set.

GFSA4301 INVALID SMS_keyword SPECIFICATION IN LINE
line_number.

Explanation: The SMS keyword shown is syntactically incorrect.

Refer to SMS documentation for DATACLAS, MGMTCLAS, and
STORCLAS naming conventions.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server startup ends if the
keyword was specified as a site attribute. If the incorrect SMS
keyword was specified by a client as a mount parameter or on a
command, the line number is set to zero and an /O error is returned
to the client.

Application Programmer Response: Correct the attributes data

GFSA437] INVALID PUBLIC SPECIFICATION IN LINE d_digits

Explanation:  The parsing of the public keyword resulted in error for
one of the following reasons:

¢ public keyword specification is syntactically incorrect
¢ No public pathnames have been specified
¢ Pathname specified is invalid
e HFS public pathname does not match HFS prefix
Source: GFSAFNPA
System Action:  The Network File System server startup ends

Operator Response:  Correct the problem and make the necessary
changes in the attributes dataset.

set.

GFSA4311 INVALID OPTION SPECIFICATION OF string IN LINE
d_digits.

Explanation:  The option specified in the string attribute on line

number d_digits of the attribute data set is not valid.
Source: DFSMSdfp and Network File System Server
System Action:  Network File System Server ends.

System Programmer Response: Correct the site attributes file, if

GFSA438] EXPORT SPANNING PATHNAMES NOT SUP-
PORTED
Explanation:  The Export Spanning Pathnames support for a multi-

component lookup request is not supported.
Source: GFSAFNPA

System Action:
continues.

The request fails. Network File System processing

Operator Response:  None

User Response:
is not spanned

Construct a different pathname in which the path

applicable.

GFSA4341  string1(d_digits1) 1S SET TO THE DEFAULT VALUE,
string1(d_digits2,d_digits3).

Explanation:  string1(d_digits1) is the value from the previous

release. This value could not be applicable to the new release. For
forward compatibility, this value takes on the default value for the
new release.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.

GFSA435E SUM OF d_digitl PLUS d_digits2 MUST BE LESS
THAN OR EQUAL TO d_digits

Explanation: The sum of d_digitl plus d_digit? is greater than
d_digits. This is not allowed.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing stops.

System Programmer Response:  Correct the values.

GFSA4391 HFS PUBLIC PATHNAME SPECIFIED BUT HFS IS
NOT ENABLED
Explanation: An HFS public pathname was specified in the public

keyword but nohfs was also specified which disables HFS proc-
essing.

Source: GFSAFNPA

System Action:  The Network File System server startup ends.

Operator Response:  Correct the problem and make the necessary
changes in the installation table.

GFSA4401  INVALID SECURITY SPECIFICATION IN d_digits

Explanation:  The parsing of the security keyword resulted in error
for one of the following reasons.
e Missing first parameter
e Invalid first parameter specified
Source: GFSAFNPA
System Action:  The Network File System server startup ends.

Operator Response:  Correct the problem and make necessary
changes in the attributes data set.
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GFSA4501 CREATED TASK ( h_digits) - string1 - string?2.

Explanation:  The network file system server is creating the number
of tasks requested in the NFSTASKS attribute of the attribute data
set. This message is displayed for each task created.

In the message text:

h_digits The task control block (TCB) address.
string1 The task name.
string2 The module name.

Source: DFSMSdfp and Network File System Server
System Action:  The system continues processing.

Application Programmer Response: None

GFSA4511 DELETING TASK( h_digits) - string.

Explanation:  The network file system server is deleting a task. This
is in response to the STOP operand of the MODIFY command. This
message is displayed for each task deleted.

In the message text:
The task control block (TCB) address.

The module name.

h_digits
string
Source: DFSMSdfp and Network File System Server

System Action:  The system continues end processing for Network
File System Server.

Application Programmer Response: None

GFSA4521 SUBTASK TERMINATED: h_digits.

Explanation:  The network file system server is ending a task. This
is in response to the STOP operand of the MODIFY command. This
message is displayed for each task terminated.

In the message text:
h_digits The task control block (TCB) address.
Source: DFSMSdfp and Network File System Server

System Action:  The system continues end processing for Network
File System Server.

Application Programmer Response: None

GFSA4701 NETWORK FILE SYSTEM SERVER SVC DUMP

REQUEST FAILED. REASON=reason_code.

Explanation: A request to take an SVC dump failed.

In the message text:

reason_code A hexadecimal value indicating the reason MVS was
unable to take the dump. See the description of the
SDUMP macro in 0S/390 MV'S Programming: Author-
ized Assembler Services Reference LLA-SDU.

Source: DFSMSdfp and Network File System Server

System Action:  Abend processing continues.

Operator Response:  If the dump could not be taken due to an
operational procedure and a dump is necessary to diagnose the
failure, correct the procedure.

System Programmer Response: If the failure appears to be due
to an Network File System Server error, contact the IBM Support
Center. Provide a symptom string and a copy of the console log.
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GFSA4711 NETWORK FILE SYSTEM SERVER ESTAE EXIT
UNABLE TO COMPLETE PROCESSING.
ABEND= abend-code.

Explanation:  The Network File System Server for DFSMS/MVS

1.1.0 ESTAE exit routine abended and is unable to complete proc-
essing.

In the message text:

abend-code Set to the last abend code encountered by a secondary
instance of the ESTAE exit routine.

Source: DFSMSdfp and Network File System Server

System Action:  ESTAE processing ends. The Network File System
Server address space might also end.

Operator Response:  Restart the Network File System Server
address space. Notify network users of the failure.

System Programmer Response: Contact the IBM Support Center.
Provide a symptom string, the related logrec data set entries, any
related SVC dumps, and the Network File System Server error trace

log.

GFSA501l REQUEST HEADER ALLOCATION FAILED.

Explanation:  An operation to allocate system memory for a request
header was attempted, but was unsuccessful.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response:
and step region.

Increase the size of the job

GFSA502I REQUEST HEADER DATA BLOCK ALLOCATION
FAILED.
Explanation:  An operation to allocate system memory for a request

header data block was attempted, but was unsuccessful.
Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response:
and step region.

Increase the size of the job

GFSA554] REGISTER FOR PORT d_digits1 PROGRAM d_digits2
- VERSION d_digits3 - FAILED.
Explanation:  During processing of the network file system server ,

the system found an unexpected error.
In the message text:

d_digits1
d_digits2  The RPC program number.

The port number.

d digits3 The RPC program version number.
Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response:
Center.

Contact the IBM Support
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GFSA5551 REGISTER FOR PORT d digits1 PROGRAM d_digits2
- VERSION d_digits3 - SUCCESSFUL.
Explanation:  The register for the specified port was successful.

In the message text:
d_digits1
d_digits2  The RPC program number.

The port number.

d_digits3  The RPC program version number.
Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: None

GFSA556] UNREGISTER PROGRAM d_digits1 VERSION

d_digits2
- FAILED.

Explanation:  During processing for the network file system server ,
the system found an unexpected error.

In the message text:
d_digits1
d_digits2  The RPC program version number.

The RPC program number.

Source: DFSMSdfp and Network File System Server
System Action:  The system continues processing.

Application Programmer Response: Contact the IBM Support

Center.
GFSA557] UNREGISTER PROGRAM d_digits1 VERSION
d_digits2
- SUCCESSFUL.
Explanation:  The processing for the unregister program was suc-
cessful.

In the message text:
d_digits1
d _digits2 The RPC program version number.

The RPC program number.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Application Programmer Response: None

GFSA558I

Explanation: ~ An operation to allocate system memory for an IPC
queue was attempted, but was unsuccessful.

UNABLE TO CREATE IPC QUEUE.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response:
and step region.

Increase the size of the job

GFSA5591 CANNOT CREATE UDP SERVICE.

Explanation: ~ UDP service transport could not be created, or you
started TCP/IP before the OS/390 UNIX initialization was completed.

Source: 0S/390 NFS server

System Action:  The Network File System stops.

Operator Response:  Check your MVS TCP/IP setup or notify your
system programmer. Before starting TCP/IP, make sure that the
0S/390 UNIX initialization has completed, and the TCP/IP-OS/390
UNIX connection is established.

System Programmer Response: Check your MVS TCP/IP setup.
Also check your OS/390 UNIX BPXPRMxx parmlib member, specif-
ically the MAXFILEPROC, MAXSOCKETS, INADDRANYPORT, and
INADDRANYCOUNT. The INADDRANYPORT and
INADDRANYCOUNT must be specified, but its range cannot include
2049, in order for the server to initialize. See 0S/390 MV'S Initializa-
tion and Tuning Guide for more details.

GFSA5611 UNABLE TO REGISTER (PROG: d_digits1 VERS:
d_digits2, UDP).
Explanation:  The specified program number and version number

failed to register with the service dispatch routine.
In the message text:
d_digits1

d digits2  The specified version number.

The specified program number.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response:
Center.

Contact the IBM Support

GFSA5641 NETWORK SERVICE IS UNAVAILABLE.

Explanation: If the port mapper or the transmission control
protocol/internet protocol (TCP/IP) is not running, the Network File
System Server will fail to initialize.

Source: Network File System Server

System Action:  The startup of Network File System Server ends.

System Programmer Response:
and the TCP/IP are operational.

Ensure that both the port mapper

GFSA5661 CANNOT ACCEPT NEW TCP CLIENT CONNECTION
— MAXIMUM NUMBER OF SOCKETS HAS
REACHED

Explanation: When an NFS TCP client attempts to connect to the

0S/390 NFS server, the server cannot accept the connection
because the maximum number of sockets has been reached.

Source: GFSATCPT

System Action:  The connection request fails. Network File System
processing continues.

Operator Response:  Increase the value of MAXSOCKETS for
AF_INET domain in the BPXPRMxx parmlib member so that client
TCP connections can be accepted by the OS/390 NFS server.
Please refer to OS/390 UNIX System Services Planning manual for
more information.

User Response:
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GFSA7501 SMF PROCESSING ACTIVE FOR USER LOGOUT

Explanation: ~ SMF processing is active for user logout records. This
message is displayed in response to the status operand on the
MODIFY command.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.

GFSA7511 SMF PROCESSING SUSPENDED FOR USER
LOGOUT
Explanation: =~ SMF processing is suspended for user logout

records. This message is displayed in response to the status
operand on the MODIFY command, or after receiving a non-zero
return code from SMF. See message GFSA754l for the SMF return
code.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues
without generating any user or file SMF records.

Operator Response:  Notify the system programmer if this
message was received as a result of a non-zero return code from
SMF.

System Programmer Response: Determine what has caused the
non-zero return code from SMF. Correct the problem, and have the
operator issue a MODIFY command specifying SMF=ON.

GFSA752] SMF PROCESSING ACTIVE FOR FILE TIMEOUT

Explanation:  SMF processing is active for file timeout records. This
message is displayed in response to the status operand on the
MODIFY command.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.

GFSA7531 SMF PROCESSING SUSPENDED FOR FILE
TIMEOUT
Explanation:  SMF processing is suspended for file timeout records.

This message is displayed in response to the status operand on the
MODIFY command, or after receiving a non-zero return code from
SMF. See message GFSA754l for the SMF return code.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues
without generating any user or file SMF records.

Operator Response:  Notify the system programmer if this
message was received as a result of a non-zero return code from
SMF.

System Programmer Response: Determine what has caused the
non-zero return code from SMF. Correct the problem, and have the
operator enter a MODIFY command specifying SMF=ON.

GFSA754] UNEXPECTED RETURN CODE d_digits RECEIVED
FROM SMF WHILE WRITING RECORD TYPE 42
SUBTYPE [7/8].

Explanation: The Network File System Server received a non-zero

return code d_digits while processing a file timeout (subtype 7) or
user logout (subtype 8) record.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.
No more SMF records of the same type and subtype are generated
until the Network File System Server address space is re-started, or
the SMF=ON operand of the MODIFY command is entered.

Operator Response:  Notify the system programmer.

System Programmer Response: See 0S/390 MV'S System Man-
agement Facilities (SMF) for information about the return code.
Correct the problem, and have the operator enter a MODIFY
command specifying SMF=ON.

GFSA7711 UNIX System Services MVS HFS MOUNTS SUS-
PENDED.
Explanation:  Mount requests to HFS file systems have been disa-

bled. Given in response to a console MODIFY command.
Source: DFSMS/MVS NFS Server

System Action:  Network File System processing continues.

GFSA7721  UNIX System Services MVS HFS MOUNTS
RESUMED.
Explanation:  Mount requests to HFS file systems have been

enabled. Given in response to a console MODIFY command.
Source: DFSMS/MVS NFS Server

System Action:  Network File System processing continues.

GFSA7761 UNIX System Services MVS CANNOT RESOLVE
PATH NAME text.
Explanation:  Failure to resolve a path name with UNIX System

Services MVS, when initializing from the mount handle data sets.
The HFS file system has been removed or renamed. If the user
attempts to access a file object under this mount point, the Network
File System error response NFSERR_STALE is returned.

In the message text:

text
The unresolved path name.

Source: DFSMS/MVS NFS Server

System Action:  Network File System processing continues.

GFSA7821 NO ACTIVE HFS MOUNT POINTS.

Explanation:  This message is in response to the list=mounts
operand of the MODIFY command and shows that there are no
UNIX System Services clients connected to the Network File System.

Source: DFSMS/MVS NFS Server

System Action:  Network File System processing continues.

GFSA7831 NO ACTIVE HFS DATA SETS.

Explanation:  This message is in response to the list=dsnames
operand of the MODIFY command and shows that there are no
clients actively accessing HFS data sets.

Source: DFSMS/MVS NFS Server

System Action:  Network File System processing continues.

GFSA7861 MULTI-COMPONENT LOOKUP REQUEST FOR
PATHNAME text CANNOT BE RESOLVED.
Explanation:  The multi-component lookup request for the path

name failed. Possible reasons are:

¢ Symbolic links cannot be embedded in a multi-component path
name as it is not supported at this time

e Pathname specified is either not supported or access is not
allowed

e Public path is not set up on this server.
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System Action:
continues.

The request fails. Network File System processing

Operator Response:  None

User Response:  Construct a different lookup request with a valid

path name.
GFSA801I MOUNT FAILED: text
Explanation:  The text can be:

* FILE MAPPING ENABLED BUT NO SIDE FILE SPECIFIED,

* STORAGE LIMIT REACHED LOADING MAPPING SIDE FILE,
* MAPPING SIDE FILE NOT FOUND,

* ERROR OPENING/READING MAPPING SIDE FILE,

* MAPPING SIDE FILE HAS INVALID SYNTAX OR FORMAT, or

* SIDE FILE SPECIFIED BUT MAPPING IS DIS-ALLOWED BY
INSTALLATION.

User Response:
* Specify a side file if fileextmap is ON, or
¢ Fix problem with mapping side file, or

e Consult the system administrator to change sfmax value and re-
issue the MOUNT command.

GFSA802E REMOUNT FAILED — PHYSICAL FILE SYSTEM
CHANGED. PATH: pathname PREV: datasetname
CURRENT: datasetname

Explanation:  During restart of the Network File System server,
rebuild of the mount point recorded in the Mount Handle Database
failed. The failure occurred because the physical file system for the
mount point was changed by a TSO UNMOUNT since the mount
point was originally mounted.

Source: GFSAPHFS

System Action:  Network File System server processing continues.

GFSA8111 CANNOT FLUSH PARTIAL RECORDS FOR DATA
SET. string1(string2): FB h_digits
Explanation:  There was not enough memory to allocate storage

required to flush partial records to the data set at data set close time.
The partial record was discarded.

Source: DFSMSdfp and Network File System Server

System Action:  The data set is closed. The system continues
processing for Network File System Server.

Application Programmer Response: Increase the size of the job
and step region. The data set might be incomplete.

GFSA812] FLUSH FAILED: RC d_digits1 OFFSET d_digits2 WAS
DROPPED FOR DATA SET string1(string2).
Explanation:  When the network file system server was trying to

flush cached data at data set close time, the system detected an
error. The data at offset d_digits2 was discarded. This error message
follows more specific error messages.

In the message text:

d digits1  The specified return code.

d_digits2  The offset at which the data was discarded.
string1 The data set that was dropped.

string2 The member of the data set.

Source: DFSMSdfp and Network File System Server

GFSA8011 « GFSA815I

System Action:  The data set is closed. The system continues
processing for Network File System Server.

Application Programmer Response: See the message preceding
this message to determine the correct action. The data set might be
incomplete.

GFSA813] REMOVE FAILED: RC d_digits DSN string1(string2).

Explanation:  The error was detected when trying to remove
member string2 from data set string1.

In the message text:

d_digits The specified return code.
string1 The data set.
string2 The member being removed.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Application Programmer Response: None

GFSA8141 RENAME FAILED: RC d _digits DSN stringl OLDMEM
string2 NEWMEM string3.
Explanation:  The error was detected when trying to rename

member string2 to string3 in data set string1.

In the message text:

d_digits The specified return code.

string1 The data set name.

string2 The member name of the old member.
string3 The member name of the new member.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Application Programmer Response: None

GFSA8151 RENAME FAILED: RC d_digits OLDDSN string1 VOL
string2 UNIT h_digits NEWDSN string3.
Explanation:  The error was detected when trying to rename data

set string1 to string3.

In the message text:

d_digits The specified return code.

string1 The data set name of the old data set.
string2 The volume name.

h_digits The unit number.

string3 The data set name of the new data set.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

System Programmer Response: h_digits1 is a composite of one
or more error return codes encountered when trying to rename the
data set. The hexadecimal digits are decoded using the list below.

Renaming a data set requires three steps:

1. Uncatalog the old data set name.
2. Rename the data set in the disk VTOC.
3. Catalog the new data set name.

Should an error occur in either of the last two steps, the prior steps
are undone to preserve the old data set name.
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Find the step that failed by matching the value in byte zero of the
return code with the values under the heading byte 0 below. Byte
three contains the return code from the first failing MVS/DFP service
(Uncatalog/catalog or DADSM rename). If subsequent errors occur
when attempting to recatalog and/or rename the data set back to the
old name, the return codes are placed in bytes one and two.

Byte 0

00 Error uncatalog old data set name.

Explanation/Other Bytes

Byte 3: Uncatalog return code.
01 Error renaming the data set.
Byte 1: Recatalog return code for old data set name.
Byte 3: DADSM rename return code.
02 Error cataloging new data set name.
Byte 1: Recatalog return code for old data set name.

Byte 2: DADSM rename return code for old data set
name.

Byte 3: Catalog return code for new data set name.

Catalog and DADSM rename return codes are documented in
DFSMS/MVS DFSMSdfp Storage Administration Reference.
Message IEC614l is written for DADSM rename errors and contains
further diagnostic codes. These codes are documented in
DFSMS/MVS DFSMSdfp Diagnosis Reference.

GFSA8161 HOST NAME OF IP ADDRESS (d_digits) WAS NOT
FOUND BY TCP/IP.
Explanation:  The client host name of the specified IP address is

not defined in either the TCP/IP Domain Name Server or the TCP/IP
Site Table. See TCP/IP for MVS: Planning and Migration Guide for
more information.

In the message text:

d_digits The specified IP address.
Source: Network File System Server

System Action:  Network File System Server processing continues.
The dotted IP address is used as the host hame.

Application Programmer Response: Insert this client's host entry
into either the TCP/IP Domain Name Server or the TCP/IP Site
Table.

GFSA817]  stringl REQUEST NOT VALID ON ALIAS NAME
string2
Explanation: A REMOVE (RM or RMDIR) or RENAME (MV)

request was attempted while using an alias name. The true file name
is required.

In the message text:

string1 Either REMOVE or RENAME.

MVS Access Method Services alias name of a file which
also has a true name.

string2

Source: DFSMSdfp and Network File System Server

System Action:  The request ends. An I/O error indication is
returned. Network File System Server processing continues.

User Response: Provide the true name of the file on the request.

GFSA818] EXPORTS: NO VALID HOST NAMES IN string LIST.

Explanation:  None of the client host names in the READ/WRITE or
ACCESS list are defined to the network.

In the message text:

Either the READ/WRITE or the ACCESS list.
Source: Network File System Server

string

System Action:  Network File System Server does not export the
associated directory.

System Programmer Response: Correct the host names in the
EXPORTS file or have the host names defined to the network.

GFSA8201 CATALOG ERROR OCCURRED WHILE
[RETRIEVING|UPDATING] CATALOG INFORMATION
FOR string. RETURN CODE IS d_digits1, REASON
CODE IS cc-d_digits2.

Explanation: Catalog Management module IGGOCLcc returned this

return code, d_digits1, and reason code, d_digits2, as the result of a
catalog error or an exception condition. string was the name of the
data set that the retrieve or update operation was performed against.
Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.

System Programmer Response: See message |IDC3009I for spe-
cific return and reason code information.

GFSA8211 ERROR OCCURRED WHILE UPDATING THE
FORMAT 1 DSCB FOR string1 ON string2. FUNC-
TION CODE IS d_digits1, RETURN CODE IS d_digits2,
REASON CODE IS d_digits3.

Explanation:  string1 is the name of the data set and string2 is the

volume serial number of the volume on which the data set resides.
The function code can be one of the following:

2 De-serializing the UCB. See 0S/390 MVS Programming:
Authorized Assembler Services Reference SET-WTO for
the UCBPIN macro.

4 De-serializing the DASD volume. See 0OS/390 MVS
Programming: Authorized Assembler Services Reference
ALE-DYN for the DEQ macro.

12 Searching for the UCB. See 0S/390 MV'S Programming:
Authorized Assembler Services Reference SET-WTO for
the UCBLOOK macro.

16 Serializing the DASD volume. See 0S/390 MVS
Programming: Authorized Assembler Services Reference
LLA-SDU for the RESERVE macro.

20 Reading the DSCB. See DFSMS/MVS DFSMSdfp
Storage Administration Reference for the CVAFDIR
macro.

24 Writing the DSCB. See DFSMS/MVS DFSMSdfp
Storage Administration Reference for the CVAFDIR
macro.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.

GFSA8221 UNABLE TO PERFORM FILE MAPPING BECAUSE

NO SIDE FILE SPECIFIED OR LOADED
Source: GFSAXFB GFSAARDR

Explanation:  File mapping cannot be performed because a side file

was not specified either as a default or at the mount point.
System Action:  Operation fails

System Programmer Response:
butes data set.

Specify a side file in the attri-

User Response:  Specify a side file in the mount command.
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GFSA8231 PAUBLIC PATH CANNOT BE ESTABLISHED.

Explanation:  The public pathname(s) specified in the public
keyword cannot be established during server startup. This could be
because the path is not exported or it does not exist.

Source: GFSAMCMN

System Action:  The Network File System server startup ends.

Operator Response:  Make sure the public pathname exist and is
exported if export list checking is enabled. Correct the problem and
restart the server.

GFSA8271 REQUEST h_digits CREDENTIALS ALLOCATION
FAILED.
Explanation: ~ An operation to allocate system memory for a creden-

tials block was attempted, but was unsuccessful.
In the message text:

h_digits The request block address.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response:
and step region.

Increase the size of the job

GFSA8291 REQUEST h_digits INVALID CREDENTIALS
FLAVOR d_digits.
Explanation:  Incorrect credentials flavor received from client. Prob-

able client software error. The network file system server supports
UNIX and non-authentication styles.

In the message text:
h_digits
d_digits

The request block address.
The incorrect credentials flavor.
Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response: Inform the client user that

the credentials used are not valid.

GFSA8321 REQUEST h_digits INVALID MEMBERNAME FOR
string.
Explanation: The member name of a partitioned data set (PDS)

was specified as a file name by the user, but the file name specified
was incorrect or not found in the PDS.

In the message text:

h_digits The request block address.
string The specified member name.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

User Response: Correct the error and resubmit the request.

GFSA8331 REQUEST h_digits PARSE FAILED FOR string.

Explanation: The member name of a partitioned data set (PDS) or
a data set name that was specified as a file name by the user was
incorrect, not found in the PDS, or was an incorrect or nonexistent
data set.

In the message text:

GFSA8231 « GFSA847I

h_digits The request block address.
string

Source: DFSMSdfp and Network File System Server

The specified member name of data set name.

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

User Response:  Correct the error and resubmit the request.

GFSA8401 DYNAMIC ALLOCATION FAILED WITH RETURN
CODE d_digits FOR DATA SET string1(string2).
Explanation: A dynamic file allocation error occurred.

In the message text:

d_digits The dynamic allocation return code.
string1 The data set name.
string2 The member name, if any.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response: This message is preceded
by either message GFSA853l or GFSA854l. See the programmer
response for the message that precedes this message to determine
the appropriate action.

GFSA8421  string UNSUPPORTED DSORG {ISAM | UNKNOWN}

Explanation: The data set organization of data set string1 is not
supported by the network file system server.

In the message text:

string The unsupported data set organization.
Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

User Response:  Correct the error and resubmit the job.

GFSA843| CREATE FAILED FOR string.

Explanation:  An error occurred while the network file system server
was trying to create the specified data set. This message follows
other messages that describe the error in greater detail.

In the message text:
string
Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

The specified data set name.

Application Programmer Response: See the messages preceding
this message to determine the appropriate response.

GFSA8471 IDCAMS ERROR: text.

Explanation:  fextis an access method services error message.

System Action:
essing continues.

The request is stopped. Network File System proc-

System Programmer Response: See 0S/390 MV'S System Mes-
sages, Vol 3 (GDE-IEB) for more information on the access method
services error message.
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GFSA8481 PDS string IS NOT EMPTY.

Explanation:  The network file system server user entered a RMDIR
(remove directory) AIX/UNIX command to remove a partitioned data
set (PDS) that was not empty. The system requires the directory
(PDS) to be empty before it is removed.

In the message text:
The name of the PDS.
Source: DFSMSdfp and Network File System Server

string

System Action:  The system ends the request. An error is returned
to the user. The system continues processing for Network File
System Server.

User Response:
RMDIR request.

Remove all files in the directory then resubmit the

GFSA8491 NEW AND OLD FILES ARE NOT MEMBERS OF THE
SAME PDS.
Explanation: Rename is not allowed for a member of a partitioned

data set (PDS) when the target name is not in the same PDS.
Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. An error is returned
to the user. The system continues processing for Network File
System Server.

User Response: Check the filename used. Correct it and resubmit

the request.

GFSA8501  FILE string EXISTS.

Explanation:  The user attempted to rename a file to the target
name string. A file named string already exists.

In the message text:

string The file name.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. An error is returned
to the user. The system continues processing for Network File
System Server.

User Response: Check the filename used. Correct it and file it

again.
GFSA8511 FILE string DOES NOT EXIST.
Explanation: ~ The user attempted to rename or remove a file that

does not exist.

In the message text:
string The specified file name.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. An error is returned
to the user. The system continues processing for Network File
System Server.

User Response:  Check the filename used. Correct it and attempt
to rename or remove the file again.

GFSA853] DYNAMIC ALLOCATION: INPUT VALIDATION
ROUTINE REJECTED ALLOCATION.
Explanation:  Dynamic allocation failed when issued by the installa-

tion input validation routine. Probable installation configuration errors.
Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response: See the input validation doc-
umentation for more information on the input validation routine.

GFSA8541 DYNAMIC ALLOCATION: RC= d_digits
ERROR=h_digits1
INFO=h_digits2: string.

Explanation:  Dynamic allocation processing failed.

In the message text:

d _digits The return code.

h_digits1  The error reason code.

h_digits2  The information reason code.

string The description of the interrupted dynamic allocation

request.
Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response: See the dynamic allocation
documentation for more information about these codes.

GFSA858] OPEN FAILED RC d_digits FOR DATA SET
string1(string2).

Explanation:  An error occurred while trying to open the specified

data set.

In the message text:

d_digits The return code.
string1 The data set name.
string2 The member name, if any.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response: If this error was not caused
by an out-of-memory condition, contact the IBM Support Center.

GFSA8591 READ FAILED RC d_digits FOR DATA SET
string1(string2).

Explanation:  An error occurred while trying to read the specified

data set.

In the message text:

d_digits The return code.
string1 The data set name.
string2 The member name, if any.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response: If this error was not caused
by an out-of-memory condition, contact the IBM Support Center.
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GFSA8601 WRITE FAILED RC d_digits FOR DATA SET
string1(string2).

Explanation: ~ An error occurred while trying to write the specified

data set.

In the message text:

d_digits The return code.
string1 The data set name.
string2 The member name, if any.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response: If this error was not caused
by an out-of-memory condition, contact the IBM Support Center.

GFSA862] CATALOG string COULD NOT BE LOCATED.

Explanation:  The user catalog that contains the entry for an index
could not be located. The catalog does not exist or is not mounted.
If it does not exist, the entry in the master catalog may be incorrect.
In the message text:

string The user catalog name.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Application Programmer Response: None

GFSA8631 READDIR ON ROOT IS NOT ALLOWED.

Explanation:
catalog.

The user attempted to list the contents of the master

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response: None

GFSA8641 CANNOT OPEN THE EXPORTS DATA SET.

Explanation:  The server was unable to open the exports file
defined in the JCL for DDNAME EXPORTS. The DD statement might
be missing or the data set name might be incorrect.

Source: DFSMSdfp and Network File System Server

System Action:
processing.

The system ends Network File System Server

Application Programmer Response: Correct the JCL for

DDNAME EXPORTS.

GFSA8651 EXPORTS: UNEXPECTED OPTION
(string)—SHUTDOWN SCHEDULED.
Explanation:  The option information provided in string is incorrect.

This error could occur as a result of unexpected blanks, incorrect
syntax, or the use of mutually exclusive options.

In the message text:

string The specified option.

Source: DFSMSdfp and Network File System Server

System Action:  Checking of the EXPORTS file continues, but the
system will end Network File System Server when checking is com-
plete.

GFSA8601 « GFSA869I

Application Programmer Response: Correct the EXPORTS file

and restart Network File System Server.

GFSA8661 EXPORTS: DIRECTORY string WAS NOT
EXPORTED.
Explanation:  An error was encountered severe enough to prevent

the data set or index from being exported. This message follows a
more specific error message.

In the message text:

string The name of the data set or index.
Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Application Programmer Response: Correct the EXPORTS file.

GFSA8671 EXPORTS: stringl CANNOT BE EXPORTED
BECAUSE string2 ALREADY IS.
Explanation: The data set or index named in string1 is a parent

directory or a subdirectory of the data set or index named in string2
which is already exported.

In the message text:

string1 The name of the data set or index that is a parent or
subdirectory of string2.
string2 The name of the data set or index already exported.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Application Programmer Response: Correct the EXPORTS file.

GFSA868I EXPORTS: HOST (string) WITH UNKNOWN

ADDRESS TYPE (d_digits) HAS BEEN IGNORED.
Explanation:  The host named string has an IP address that is not
valid.

In the message text:
The host name.
The IP address.

string
d _digits
Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Application Programmer Response: Correct the EXPORTS file.

GFSA8691 EXPORTS: UNKNOWN HOST ( string) HAS BEEN
IGNORED.

Explanation:  The client host named string is not defined to the

network.

In the message text:

string The host name.

Source: DFSMSdfp and Network File System Server

System Action:  The system continues processing for Network File
System Server. If this undefined client host is the only host specified
for an RW or ACCESS option in the EXPORTS file, the Network File
System Server does not export the associated directory. If there are
other defined client hosts specified for the option, Network File
System Server ignores this undefined client host.

Application Programmer Response: Correct the host name in the
EXPORTS file or have this host name defined to the network.
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GFSA8711 REQUEST h_digits HAS MISMATCHED UID: CRED =
d_digits1 ARGS = d_digits2.
Explanation: A request was attempted with mismatched 1D

numbers. The userid numbers do not match the credential id
numbers.

In the message text:

h_digits A block created for the logon or logout request.
d _digits1  Represents the credential user ID number.
d _digits2  Represents the client user ID number.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response: Inform the Network File
System Server client that the credentials used are not valid.

GFSA8761 1/0 ERROR ON DSN=string1(string2) SENSE.
h_digits1 IOBCSW h_digits2 h_digits3. ACCESS
METHOD RC = h_digits4 ACCESS METHOD RSN =
h_digits5

Explanation:  The physical I/O layer attempted to check some pre-

vious operation in the data set. The check failed.

In the message text:

string1 The data set name.

string2 The member name, if any.

h_digits1  The sense bytes 0 and 1 from the device.

h_digits2  The first 3 bytes of the channel status word (CSW) from
the device.

h_digits3  The last 4 bytes of the CSW from the device.

h_digits4  The access method return code.

h_digits5 The access method reason code.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response: See the appropriate device
documentation for more information on the sense bytes and CSW.

GFSA8771 RO=h_digits1 R1=h_digits2: text ACCESS METHOD
RC = h_digits3 ACCESS METHOD RSN = h_digits4
Explanation: A SYNAD error was detected during physical 1/0

operation. h_digits1 is the contents of register 0; h_digits2 is the con-
tents of register 1. The text is the message returned from the
SYNAD analysis function macro. h_digits3 is the access method
return code. h_digits4 is the access method reason code.

System Action:  The request is stopped. If the error detected is a
B37, D37 or E37 abend, the Network File System restores the file
size to the last known file size before the SYNAD error. Network File
System processing continues.

System Programmer Response: A Data Management message
should have been displayed on the console. See 0S/390 MVS
System Messages, Vol 2 (ASB-EZM) for more information on the
Data Management error message.

GFSA881l FUB: h_digits1 UNABLE TO ACCESS FILE string1
(string2) OWNED BY FUB h_digits2.
Explanation: A user has attempted to access a data set already

locked internally by the network file system server for writing by
another user. The data set has not been released yet.

In the message text:

h_digits1  The address of the file usage block (FUB).

string1 The data set name.

string2 The member name, if any.

h_digits2  The address of the file usage block which currently has

the file allocated.
Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. A not owner error
is returned to the user. The system continues processing for Network
File System Server.

Application Programmer Response: None.

GFSA8861 UNABLE TO WRITE RECNO d_digits TO
string1(string2) DUE TO PREVIOUS ERROR.
Explanation:  An error was previously detected which prevents

writing to a data set.

In the message text:

d_digits The record number.
string1 The data set name.
string2 The member name, if any.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response: If the previous error cannot
be determined, contact the IBM Support Center.

GFSA8951 REQUEST h_digits - FILE string NOT ALLOCATED.

Explanation: The network file system server did not have the data
set string open on a request to close the file. The file name may
have been specified incorrectly or the time out may have already
occurred for this data set, causing Network File System Server to
close the data set.

In the message text:

h_digits The request block address.
string The data set name.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. Return code X'131'
is passed back to the user. The system continues processing for
Network File System Server.

Application Programmer Response: None

GFSA8961 REQUEST h_digits1 - FILE BLOCK h_digits2 ASSOCI-
ATED WITH FILE string NOT IN USE BY CREDEN-

TIALS h_digits3.

Explanation:  The request to close file string was received, but the
file was not opened by the user. A file can only be closed by the
same user that opened the file.

In the message text:

h_digits1  The request block address.
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h_digits2  The file block address.
string The specified file name.

h_digits3  The credentials block address.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. Return code X'132'
is passed back to the user. The system continues processing for
Network File System Server.

Application Programmer Response: None

GFSA897I RECORD d_digits1 SIZE d_digits2 1S {TOO LONG |
TOO SHORT}: {MAXIMUM | MINIMUM} = d_digits3

DSN = string3(string4).

Explanation:
or too short.

The record received from the user is either too long

In the message text:

d _digits1  The record number.

d _digits2  The record size.

d_digits3  The maximum or minimum length allowed.
string3 The data set name.

string4 The member name, if any.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response: None

GFSA8971 « GFSA904|

Application Programmer Response: None

GFSA900I MOUNT PROCESSING ACTIVE.

Explanation: Mounts can be issued from the network. This
message is displayed in response to the STATUS operand of the
MODIFY command.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  None

GFSA901l MOUNT PROCESSING SUSPENDED.

Explanation:  Mount processing has been suspended by the
FREEZE=ON operand of the MODIFY command. This message is
displayed in response to either the FREEZE=ON or STATUS oper-
ands of the MODIFY command.

Source: DFSMSdfp and Network File System Server

System Action:  The system continues processing for Network File
System Server. Further mount requests from the network are
ignored. Existing mounts are unaffected.

Operator Response:  None

GFSA898] EOL SEQUENCE MISMATCH FOR DATA SET.

string1(string2)

Explanation:  The end-of-line terminator was not found in the same
place as the previous end-of-line terminator for an offset that is being
re-written by the user.

In the message text:

string1 The data set name.
string2 The member name, if any.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Application Programmer Response: None

GFSA902] MOUNT PROCESSING RESUMED.

Explanation:  Mount processing has been resumed by the
FREEZE=OFF operand of the MODIFY command.

Source: DFSMSdfp and Network File System Server

System Action:  The system continues processing for Network File
System Server. Further mount requests from the network will be
honored. Existing mounts are unaffected.

Operator Response:  None

GFSA8991 BLANKSTRIP MODE: TRAILING BLANK(S) IN
RECORD d_digits IS NOT ALLOWED. DSN =

string1(string2).

Explanation:  The user attempted to write data in text mode with
blank stripping enabled and blanks at the end of the line to a data
set with fixed-length records.

In the message text:

d_digits The record.
string1 The data set name.
string2 The member name, if any.

Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

GFSA903I TASK h_digits1 TCB h_digits2 PROGRAM = string1 =
string2.
Explanation:  This message is issued in response to the STATUS

operand of the MODIFY command.

In the message text:

h_digits1  The task queue address.

h_digits2  The task control block (TCB) address.
string1 The program name.

string2 The specific task name.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  None

GFSA9041 HFS MOUNT PROCESSING ACTIVE.

Explanation: Mounts can be issued from the network. This
message is displayed in response to the status operand of the
MODIFY command.

Source: DFSMS/MVS NFS Server

System Action:  Network File System processing continues.
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GFSA9051 HFS MOUNT PROCESSING SUSPENDED

Explanation: HFS mount processing has been suspended by the
freeze=onhfs operand of the MODIFY command. This message is
displayed in response to either the freeze=onhfs or status operands
of the MODIFY command. Further HFS mount requests from the
network are ignored. Existing mounts are unaffected.

Source: DFSMS/MVS NFS Server
GFSACOPR

The Network File System processing continues.

Detecting Module:

System Action:

GFSA908! HFS PROCESSING DISABLED

Explanation: HFS processing is suspended. This message is dis-
played in response to the status operand of the MODIFY command.

Source: DFSMS/MVS NFS Server
GFSACOPR
The Network File System processing continues.

Detecting Module:
System Action:

GFSA909E UNMOUNT COMMAND FAILED: MOUNT POINT
STILL IN USE

Explanation:  This message is in response to the UNMOUNT
operand of the MODIFY command. The unmount processing fails
because the file system is still in use. The user can retry the
UNMOUNT command later after there is no reference to file system.

Source: 0OS/390 NFS server

System Action:  The system ends the request. The system con-
tinues processing for the Network File System.

GFSA910!  string ACTIVE = d_digits.

Explanation:  This message is in response to the LIST=MOUNTS
operand of the MODIFY command and shows the mounted file
space (MVS path) and the number of active users mounting those
files by that path. The number may not be accurate if a user has
crashed without unmounting the files.

In the message text:
string
d_digits

The mounted file space.

The number of active users mounting the files by the
specified path.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  None

GFSA911l  string1(string2) ACTIVE = d_digits.

Explanation:  This status message is in response to the
LIST=MOUNTS operand of the MODIFY command and shows the
mounted file space (MVS path) and the number of active users
mounting those files by that path. The number may not be accurate if
a user has crashed without unmounting the files.

In the message text:

string1 The data set name.
string2 The member name, if any.
d_digits The number of active users mounting the files by the

specified path.
Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  None
GFSA912|  string.
Explanation: The data set name appears in response to a

LIST=DSNAMES operand of the MODIFY command and shows a
currently active data set.

In the message text:

string The data set name.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  None.

GFSA913I

Explanation:  The partitioned data set (PDS) member appears in
response to the LIST=DSNAMES operand of the MODIFY command
and shows a currently active data set.

string1(string2).

In the message text:
string1 The data set name.
string2 The member name, if any.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  None

GFSA914| string DEALLOCATED.

Explanation: The data set name appears in response to a
RELEASE=dsname(member) operand of the MODIFY command
after successful deallocation.

In the message text:

string The data set name.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  None

GFSA915]  string NOT ALLOCATED.

Explanation: The data set name appears in response to the
RELEASE=dsname(member) operand of the MODIFY command if
the data set or member specified to be released was not found.

In the message text:

string The data set name.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  None

GFSA9161  string UNMOUNTED.

Explanation: The data set name appears in response to an
UNMOUNT (data set or member) operand of the MODIFY command
after a successful unmount.

In the message text:

string The data set name.

Source: DFSMSdfp and Network File System Server
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System Action:
System Server.

The system continues processing for Network File

Operator Response:  None

GFSA9171  string NOT MOUNTED.

Explanation: The data set name appears in response to the
UNMOUNT (data set or member) operand of the MODIFY command
if the data set or member specified to be unmounted was not found
in the current mount list.

In the message text:
string The data set name.
Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  None

GFSA918!  string IS NOT A VALID DATA SET NAME.

Explanation: The data set name specified on either the RELEASE
or UNMOUNT operand of the MODIFY command is not a valid data
set name.

In the message text:
string The data set name.
Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  Respecify the command with a valid data set

name.
GFSA919!1 string IS NOT A VALID MEMBER NAME.
Explanation: The member name specified on either the RELEASE

or UNMOUNT operand of the MODIFY command is not a valid MVS
member name.

In the message text:
string The incorrect member name.
Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  Respecify the command with a valid member

name.
GFSA9201 NO ACTIVE MOUNT POINTS.
Explanation:  This message is in response to the LIST=MOUNTS

operand of the MODIFY command and shows that there are no
clients connected to the network file system server .

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  None

GFSA9171 « GFSA925I

GFSA9211 NO ACTIVE DATA SETS.

Explanation:  This message is in response to the LIST=DSNAMES
operand of the MODIFY command and shows that there are no
users actively accessing data sets.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  None

GFSA922| VERIFY: (string) IS NOT A VSAM DATA SET.

Explanation:  This message is in response to the VERIFY operand
of the MODIFY command and shows that the data set name speci-
fied is not a virtual storage access method (VSAM) data set.

In the message text:
string The data set name.
Source: DFSMSdfp and Network File System Server

System Action:  The system ends the request. The system con-
tinues processing for Network File System Server.

Operator Response:  None

GFSA923] VERIFY SUCCESSFUL FOR (string).

Explanation:  This message is in response to the VERIFY operand
of the MODIFY command and shows that the verify was successful
for the virtual storage access method (VSAM) data set.

In the message text:
string The data set name.
Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  None

GFSA9241 VERIFY FAILED WITH RC = d_digits FOR (string).

Explanation:  This message is in response to the VERIFY operand
of the MODIFY command and shows that the verify failed with a
return code for the data set. Message GFSA847I follows this
message in the error log.

In the message text:

d_digits The return code.

string The data set name.

Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Application Programmer Response:
determine the correct action.

See message GFSA847I to

GFSA925] ERROR WAS DETECTED IN THE EXPORTS FILE -
EXPORT LIST NOT REBUILT.
Explanation:  This is the reply from the EXPORTFS operand of the

MODIFY command, indicating that one or more errors were detected
in the EXPORTS file; for example, the EXPORTS file cannot be
opened.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.
The existing EXPORTS file will not be changed.

Operator Response:  Notify the system programmer.
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System Programmer Response: Review previous console error
messages for detailed information as to the specific error in the
EXPORTS file.

GFSA9261 EXPORT LIST HAS BEEN REBUILT SUCCESS-
FULLY
Explanation:  This is the reply from the EXPORTFS operand of the

MODIFY command, indicating that the command has completed
normally.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues
with the new EXPORTS file in effect.

GFSA933|
Explanation:
Source: DFSMSdfp and Network File System Server

LOG DATA SET IS RE-INITIALIZED.

The error log is re-initialized.

System Action:  Network File System Server processing continues.

GFSA9271 MODIFY EXPORTS COMMAND IGNORED - THE
EXPORTS FILE IS NOT BEING USED FOR SECU-
RITY CHECKING.

Explanation:  This is the reply from the EXPORTFS operand of the

MODIFY command, indicating that the command was ignored
because the site attribute for security requested that no EXPORTS
file checking be done.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues
with the security options unchanged.

GFSA934] NFSLOG1 OR NFSLOG2 DD STATEMENTS NOT
DEFINED.
Explanation: The NFSLOGL1 or the NFSLOG2 DD statements are

not coded in the Network File System Server start-up cataloged pro-
cedure.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server ends.

System Programmer Response: Code the NFSLOG1 and
NFSLOG2 DD statements and allocate the associated log data sets.

GFSA9301 LOG DATA SET IS SWITCHED FROM stringl TO
string2.
Explanation: A “no space” or an /O error condition is detected

when writing to the log data set. Network File System Server logging
is now switched to the other log data set.

In the message text:

string1 The DD associated with the switched-from log data set.
string2 The DD associated with the switched-to log data set.
Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.

Operator Response:  If requested by the installation, back up the
switched-from log data set. The switched-from log data set will be
reused when the switched-to log data set is filled.

System Programmer Response: Consider allocating larger error
log data sets for future Network File System Server usage. Note that
the last data buffer will be lost when the log is switched.

GFSA9311 NETWORK FILE SYSTEM SERVER LOGGING IS
TERMINATED.
Explanation:  The Network File System Server logging ends. This

can be caused by a “no space” condition of the log data set.
Source: DFSMSdfp and Network File System Server
System Action:  Network File System Server processing continues.

System Programmer Response:  Allocate a larger log data set for
future Network File System Server usage.

GFSA9321 LOG DATA SET string IS FLUSHED.

Explanation:  The data buffer of the active log data set is flushed to
disk. If the log is written to standard error, string is STDERR. Other-
wise, string is the associated DD of the active log data set.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.

GFSA9351 SWITCHED-TO LOG IN ERROR. NETWORK FILE
SYSTEM SERVER LOGGING CONTINUED ON
DD:string.

Explanation:  An operator entered a SWITCHLOG command but an

open error is detected in the new log data set.

In the message text:

string The DD associated with the original log data set.
Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server logging continues in
the original log data set.

Operator Response:  Correct the non-active log data set.

GFSA949] COMMAND string NOT VALID.

Explanation:  The operator has entered the operator command or
operand string which is not valid.

In the message text:
string The incorrect operator command or operand.
Source: DFSMSdfp and Network File System Server

System Action:
System Server.

The system continues processing for Network File

Operator Response:  Enter the operand of the MODIFY command
again with the correct syntax.

GFSA9701 REGISTERED WITH UNIX System Services MVS.
Explanation:  Connection with UNIX System Services MVS estab-
lished.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.

GFSA9711 HFS MOUNTS DISABLED.

Explanation:  Mount requests to HFS file systems have been disa-
bled. Given in response to a console MODIFY command.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.
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GFSA9721 HFS MOUNTS ENABLED.

Explanation:  Mount requests to HFS file systems have been
enabled. Given in response to a console MODIFY command.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.

GFSA9731 UNIX System Services MVS IS NOT RESPONDING.

Explanation:  Registration with UNIX System Services MVS has
been successful but a request for an HFS file object has failed.

Source: DFSMSdfp and Network File System Server

System Action:  The request is stopped. Network File System
Server processing continues.

System Programmer Response: If the log is being flooded with
these messages, restart the Network File System Server and set site
attribute nohfs .

GFSA9741 INVALID UNIX System Services MVS RELEASE
LEVEL.
Explanation:  The Network File System Server only works with

MVS/SP 5.1 or later.
Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.
Access to conventional MVS data sets is not impacted.

System Programmer Response: Install MVS/SP 5.1 or later.

GFSA9761 CANNOT RESOLVE PATHNAME WITH UNIX System
Services MVS.
Explanation: A failure occurred when attempting to resolve a

pathname with UNIX System Services MVS, when initializing from
the mount handle data sets. The HFS file system has been removed
or renamed. If the user attempts to access a file object under this
mount point, the Network File System Server error response
NFSERR_STALE is returned.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.

GFSA9771 SERVICE REQUESTER DOES NOT HAVE SECURITY
PRIVILEGE.
Explanation:  The client user must be defined to RACF as a user of

UNIX System Services MVS to access HFS file objects.
Source: DFSMSdfp and Network File System Server

System Action:  The request is stopped. Network File System
Server processing continues.

System Programmer Response:
user profiles.

Check the SAF security product

GFSA978l  textlogged in ok. Mismatch in uid/gid: UNIX System
Services uid is digit_1, gid is digit_2, client uid is
digit_3, gid is digit 4

Explanation: The UNIX System Services UID/GID does not match

the client machine UID/GID. The authentication is successful and
the message is for informational use only.

User Response: None

GFSA9791 SECURITY PRODUCT IS NOT INSTALLED.

Explanation: UNIX System Services MVS has detected that the
security product is not installed. The user receives an NFS error
response NFSERR_ACCES to the request.

Source: DFSMSdfp and Network File System Server

System Action:  The request is stopped. Network File System
Server processing continues.

System Programmer Response: Ensure the correct release of the

security product is installed.

GFSA991E MESSAGE FORMAT FROM USER EXIT ROUTINE(S)
IS INCORRECT. USER text EXIT ROUTINE(S)
HAS(HAVE) ENDED.

Explanation:  The text exit routine returned an incorrect length

message.
In the message text, text is one of the following:

LOGON AND FILE SECURITY User logon and file security exit rou-
tines.

FILE SECURITY User file security exit routine.

Source: DFSMS/MVS NFS Server

Detecting Module:  GFSASCLO

GFSASCSE

System Action:  The Network File System Server processing con-
tinues without the user exit routine(s).

Operator Response:  Record the MVS operator console message
and notify the DFSMS/MVS NFS system programmer.

System Programmer Response:  Correct user exit routine(s), relink
the user exit routine(s), and restart the DFSMS/MVS NFS server.

GFSA996E INSTALLATION DEFAULT TRANSLATION TABLE
CANNOT BE INITIALIZED.

Explanation: The Network File System Server ends because one
of these conditions happens during Network File System Server
startup:

e The NFSXLAT DD statement is not coded in the Network File
System Server start-up catalog procedure, and the xlat proc-
essing attribute is specified.

¢ Translation table data set defined in the NFSXLAT DD state-
ment is not a PDS or PDSE.

¢ Translation table specified in the translation table data set
cannot be found.

e Translation table contained in the translation table data set is in
an incorrect format.

Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing stops.

System Programmer Response:
the Network File System Server:

e Code the NFSXLAT DD statement in the Network File System
Server start-up catalog procedure correctly.

¢ Allocate the translation table data set defined in the NFSXLAT
DD statement.

e Make sure the translation table in the translation table data set
exists.

¢ Make sure the translation table specified in the translation table
data set is in the correct format.

Do the following before restarting
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GFSA9971 ERROR IN READING THE TRANSLATION TABLE,
string

Explanation:  The Network File System Server tried to read the
translation table, string, during the mount but was unsuccessful.
string is the member name that contains the translation table. The
cause might be:

e The NFSXLAT DD statement is not coded in the NFS start-up
catalog procedure.

e The NFSXLAT DD statement is not coded correctly in the NFS
start-up catalog procedure.

e Translation table data set defined in the NFSXLAT DD state-
ment is not a PDS or PDSE.

¢ Translation table specified in the translation table data set
cannot be found.

¢ The format of the translation table contained in the translation
table data set is not valid.

Source: DFSMSdfp and Network File System Server
System Action:  Network File System Server processing stops.

User Response:  This error occurs on mount operation. Contact
your system programmer for the correct member name for the trans-
lation table.

GFSA998] TRANSLATION TABLE string IS LOADED.
Explanation: NFS loaded the translation table, string, successfully.
Source: DFSMSdfp and Network File System Server

System Action:  Network File System Server processing continues.
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GFSC210E NFS SERVER <hostname > DOES NOT SUPPORT
NFS VERSION 3 PROTOCOL WHILE 'VERS(3) WAS
SPECIFIED

Explanation: The VFS_MOUNT operation failed. The mount proc-
essing failed because the server does not support NFS version 3
protocol, which the user requested with the mount parameter
vers(3).

Source: 0S/390 NFS client, module GFSCMNTD

System Action:  The mount command ended with an error. 0S/390
NFS client processing continue.

User Response: Verify that the server actually does not support
NFS version 3 protocol. Remove vers(3) from the mount parameter,
and reissue the mount command.

GFSC211E NFS SERVER <hostname > DOES NOT SUPPORT
'AUTH_UNIX" AUTHENTICATION.

Explanation: The VFS_MOUNT operation failed. The mount proc-
essing failed because the server does not do UNIX authentication.
(AUTH_UNIX). OS/390 does not support other authentication such
as Kerboros.

Source: OS/390 NFS client, module GFSCMNTD

System Action:  The mount command ended with an error.

User Response: Verify that the server actually does not support
AUTH_UNIX authentication. Notify the server system administrator.

GFSC300E MISSING LEFT PARENTHESIS IN text KEYWORD.

Explanation:  Specified keyword, text, is missing a left parenthesis.

In the message text:

text
The installation or mount parameter keyword.

Source: DFSMS/MVS NFS Client

Detecting Module:  GFSCPARS

System Action:  Network File System Client processing stops if the
error occurs in the DFSMS/MVS NFS client installation parameter.
The mount command failed if the error is in the mount parameter.

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: If the error is in the mount
parameter, correct the parameter, and reissue the mount command.
If the error occurs in the DFSMS/MVS NFS client installation param-
eter, correct the parameter, stop UNIX System Services, and restart
UNIX System Services.

GFSC301E PARSE FAILED ON NUMERIC FIELD FOR text
KEYWORD.

Explanation:
numeric field.

Specified keyword, text, contains alphabetic data in

In the message text:

text
The installation or mount parameter keyword.

Source: DFSMS/MVS NFS Client

Detecting Module:  GFSCPARS
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System Action:  Network File System Client processing stops if the
error is in the Network File System Client installation parameter. The
mount command failed if the error is in the mount parameter.

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: If the error is in the mount
parameter, correct the parameter, and reissue the mount command.
If the error occurs in the DFSMS/MVS NFS client installation param-
eter, correct the parameter, stop UNIX System Services, and restart
UNIX System Services.

GFSC302E MISSING RIGHT PARENTHESIS IN text KEYWORD.

Explanation:
thesis.

Specified keyword, text, is missing a right paren-

In the message text:

text
The installation or mount parameter keyword.

Source: DFSMS/MVS NFS Client
GFSCPARS

System Action:  Network File System Client processing stops if the
error is in the Network File System Client installation parameter. The
mount command failed if the error is in the mount parameter.

Detecting Module:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: If the error is in the mount
parameter, correct the parameter, and reissue the mount command.
If the error occurs in the DFSMS/MVS NFS client installation param-
eter, correct the parameter, stop UNIX System Services, and restart
UNIX System Services.

GFSC303E THE SPECIFIED VALUE d_digitl 1S NOT IN THE
RANGE OF d_digit? TO d_digit3 FOR text KEYWORD.

Explanation:  The value, d_digitl, specified in the keyword, text,
must be between the minimum value, d_digit2, and the maximum
value, d_digit3.

In the message text:

d_digit1
The value specified in the installation or mount parameter.

d digit2
The minimum allowed value.

d_digit3
The maximum allowed value.

text
The installation or mount parameter keyword.

Source: DFSMS/MVS NFS Client
Detecting Module: ~ GFSCPARS

System Action:  Network File System Client processing stops if the
error is in the Network File System Client installation parameter. The
mount command failed if the error is in the mount parameter.

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: If the error is in the mount
parameter, correct the parameter, and reissue the mount command.
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If the error occurs in the DFSMS/MVS NFS client installation param-
eter, correct the parameter, stop UNIX System Services, and restart
UNIX System Services.

GFSC304E PARSE FAILED ON ALPHABETIC FIELD FOR text
KEYWORD.

Explanation:  Specified keyword, text, contains numeric data for
alphabetic field.

In the message text:

text
The installation or mount parameter keyword.

Source: DFSMS/MVS NFS Client
GFSCPARS

System Action:  Network File System Client processing stops if the
error is in the Network File System Client installation parameter. The
mount command failed if the error is in the mount parameter.

Detecting Module:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: If the error is in the mount
parameter, correct the parameter, and reissue the mount command.
If the error occurs in the DFSMS/MVS NFS client installation param-
eter, correct the parameter, stop UNIX System Services, and restart
UNIX System Services.

GFSC305E INCORRECT OPTION textl SPECIFIED FOR text2
KEYWORD, VALID OPTION IS Y OR N.

Explanation:  An incorrect option, textl , was specified for the

keyword, text2.

In the message text:

text1 is one of the following:

Y Yes option for the installation or mount parameter keyword.
N  No option for the installation or mount parameter keyword.

text2
The installation or mount parameter keyword.

Source: DFSMS/MVS NFS Client

Detecting Module:  GFSCPARS

System Action:  Network File System Client processing stops if the
error is in the Network File System Client installation parameter. The
mount command failed if the error is in the mount parameter.

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: If the error is in the mount
parameter, correct the option for the keyword, text2, and reissue the
mount command. If the error occurs in the DFSMS/MVS NFS client
installation parameter, correct the option for the keyword, text2, stop
UNIX System Services, and restart UNIX System Services.

GFSC306E INCORRECT OPTION text SPECIFIED FOR DELIM
KEYWORD, VALID OPTION IS BINARY, NL, CR, LF,
CRLF, OR LFCR.

Explanation:  An incorrect option, text , has been specified for the
keyword, delim .

In the message text:
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text is one of the following:

binary
The binary option for the installation or mount delim param-
eter. Specifies that the access method does not add a
delimiter for each record on output and treats any delimiters
on input as data.

nl  The nl option for the installation or mount delim parameter.
Specifies the EBCDIC new line delimiter (X'15").

cr  The cr option for the installation or mount delim parameter.
Specifies the EBCDIC carriage return delimiter (X'0D").

If  The If option for the installation or mount delim parameter.
Specifies the EBCDIC line feed delimiter (X'25").

crif
The crlf option for the installation or mount delim param-
eter. Specifies the EBCDIC carriage return delimiter fol-
lowed by the EBCDIC line feed delimiter (X'0D25").

Ifcr
The Ifcr option for the installation or mount delim param-
eter. Specifies the EBCDIC line feed delimiter followed by
the EBCDIC carriage return delimiter (X'250D").

Source: DFSMS/MVS NFS Client
GFSCPARS

System Action:  Network File System Client processing stops if the
error is in the Network File System Client installation parameter. The
mount command failed if the error is in the mount parameter.

Detecting Module:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: If the error is in the mount
parameter, correct the option for the keyword, delim, and reissue the
mount command. If the error occurs in the DFSMS/MVS NFS client
installation parameter, correct the option for the keyword, delim, stop
UNIX System Services, and restart UNIX System Services.

GFSC309E  UNKNOWN KEYWORD ENCOUNTERED AROUND
POSITION d_digit.

Explanation: The keyword specified in position, d_digit, is not a

valid keyword.
In the message text:
d_digit
The installation or mount parameter keyword position.
Source: DFSMS/MVS NFS Client
GFSCPARS

System Action:  Network File System Client processing stops if the
error is in the Network File System Client installation parameter. The
mount command failed if the error is in the mount parameter.

Detecting Module:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: If the error is in the mount
parameter, correct the keyword, and reissue the mount command. If
the error occurs in the DFSMS/MVS NFS client installation param-
eter, correct the keyword, stop UNIX System Services, and restart
UNIX System Services.



GFSC3101 READAHEAD AND DELAYWRITE OPTIONS WILL

BE IGNORED AS DATACACHING IS OFF.

Explanation:  The keywords, readahead and delaywrite , will be
ignored because datacaching has been set off.

Source: DFSMS/MVS NFS Client
GFSCPARS
DFSMS/MVS NFS client continues processing.

Detecting Module:
System Action:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: Check parameters to make sure
that datacaching is supposed to be off.

GFSC310l « GFSC320E

reason_code
The error reason code.

Source: DFSMS/MVS NFS Client
GFSCPARS

The mount command failed.

Detecting Module:
System Action:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: Refer to OS/390 UNIX System
Services Messages and Codes for a description of the reason code
reason_code. Correct the mount path, and reissue the mount
command.

GFSC311l CLN_CCSID AND SRV_CCSID WILL BE IGNORED
AS XLAT OPTION IS OFF.

Explanation:  The keywords, cln_ccsid and srv_ccsid , will be
ignored because xlat has been set off.

Source: DFSMS/MVS NFS Client
GFSCPARS
DFSMS/MVS NFS client continues processing.

Detecting Module:
System Action:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response:
that xlat is supposed to be off.

Check parameters to make sure

GFSC312I ACREGMIN, ACREGMAX, ACDIRMIN, AND
ACDIRMAX OPTIONS WILL BE IGNORED AS
ATTRCACHING IS OFF.

Explanation:  The keywords, acregmin , acregmax , acdirmin and
acdirmax , will be ignored because attrcaching has been set off.

Source: DFSMS/MVS NFS Client
GFSCPARS
DFSMS/MVS NFS client continues processing.

Detecting Module:
System Action:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: Check parameters to make sure
that attrcaching is supposed to be off.

GFSC317E ERROR ENCOUNTERED WHILE PARSING
HOSTNAME, REASON CODE reason_code.

Explanation:  The specified hostname is not correct.

In the message text:

reason_code
The error reason code.

Source: DFSMS/MVS NFS Client
GFSCPARS

The mount command failed.

Detecting Module:
System Action:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: Refer to OS/390 UNIX System
Services Messages and Codes for a description of the reason code
reason_code. Correct the hostname, and reissue the mount
command.

GFSC313I RETRANS OPTION WILL BE IGNORED AS HARD

OPTION IS ON.

Explanation:  The keyword, retrans , will be ignored because hard
has been set on.

Source: DFSMS/MVS NFS Client
GFSCPARS
DFSMS/MVS NFS client continues processing.

Detecting Module:
System Action:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response:
that hard is supposed to be on.

Check parameters to make sure

GFSC319E text IS AN INCORRECT KEYWORD FOR NETWORK
FILE SYSTEM CLIENT INSTALLATION PARAM-

ETER.
Explanation:  text can only be specified as a mount parameter.

In the message text:

text
The incorrect installation parameter keyword.

Source: DFSMS/MVS NFS Client
GFSCPARS
Network File System Client processing stops.

Detecting Module:
System Action:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: Correct the Network File System
Client installation parameter, stop UNIX System Services, and restart
UNIX System Services.

GFSC315E ERROR ENCOUNTERED WHILE PARSING MOUNT
PATH, REASON CODE reason_code.

Explanation:  The specified mount path is not correct.

In the message text:

GFSC320E INCORRECT OPTION text SPECIFIED FOR DELIM
KEYWORD, VALID OPTION IS BINARY, CR, CRLF,
CRNL, LF, LFCR, OR NL.

Explanation:  An incorrect option, text, has been specified for the
keyword, delim .

In the message text, text is one of the following:

binary
The binary option for the installation or mount delim parameter.
Specifies that the access method does not add a delimiter for
each record on output and treats any delimiters on input as
data.
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cr  The cr option for the installation or mount delim parameter.
Specifies the EBCDIC carriage return delimiter (X'0D").

crif
The crlf option for the installation or mount delim parameter.
Specifies the EBCDIC carriage return delimiter followed by the
EBCDIC line feed delimiter (X'0D25").

crnl
The crnl option for the installation or mount delim parameter.
Specifies the EBCDIC carriage return delimiter followed by the
EBCDIC new line delimiter (X'0D15").

If  The If option for the installation or mount delim parameter.
Specifies the EBCDIC line feed delimiter (X'25").

Ifcr
The Ifcr option for the installation or mount delim parameter.
Specifies the EBCDIC line feed delimiter followed by the
EBCDIC carriage return delimiter (X'250D").

nl The nl option for the installation or mount delim parameter.
Specifies the EBCDIC new line delimiter (X'15").

Source: DFSMS/MVS NFS Client

Detecting Module: GFSCPARS

System Action:  Network File System Client processing stops if the
error is in the Network File System Client installation parameter. The
mount command failed if the error is in the mount parameter.

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: If the error is in the mount
parameter, correct the option for the keyword, delim, and reissue the
mount command. If the error occurs in the DFSMS/MVS NFS client
installation parameter, correct the option for the keyword, delim, stop
UNIX System Services, and restart UNIX System Services.

GFSC5001 CLIENT LOG DATA SET, text, FLUSHED.

Explanation: The data buffer of the active client log data set, text,
was flushed to disk.

In the message text:

text
The associated data set name of the active DFSMS/MVS NFS
Client log data set.

Source: DFSMS/MVS NFS Client
GFSCTLOG
Network File System Client processing continues.

Detecting Module:
System Action:

GFSC501lI

Explanation:

CLIENT LOG DATA SET text RE-INITIALIZED.
The error log data set is re-initialized.

In the message text:

text
The associated data set name of the active DFSMS/MVS NFS
Client log data set.

Source: DFSMS/MVS NFS Client
Detecting Module: GFSCTLOG

System Action:  Network File System Client processing continues.
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GFSC502E CANNOT OPEN CLIENT LOG DATA SET, textl, text2.

Explanation: DFSMS/MVS NFS client failed to open client log data

set.

In the message text:

textl
The DD associated with the client log data set which cannot be
opened.

text2
The failure reason of the C function, fopen.

Source: DFSMS/MVS NFS Client
GFSCTLOG
Network File System Client processing stops.

Detecting Module:
System Action:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: Fix client log data set and reply
to the UNIX System Services message to restart DFSMS/MVS NFS
client.

GFSC503E CLIENT LOGGING ENDED.

Explanation: DFSMS/MVS NFS client failed to manipulate the
client log data set. See previous operator console message for the
failure reason.

Source: DFSMS/MVS NFS Client
GFSCTLOG
Network File System Client processing continues.

Detecting Module:
System Action:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: Fix client log data set, stop
DFSMS/MVS NFS client, and reply to the UNIX System Services
message to restart DFSMS/MVS NFS client.

GFSC5041 CLIENT LOG DATA SET SWITCHED TO text.

Explanation: A "no space" or an I/O error condition was detected
while writing to the client log data set. Network File System Client
logging switched to the other log data set, text.

In the message text:

text
The associated data set name of the active DFSMS/MVS NFS
Client log data set.

Source: DFSMS/MVS NFS Client
Detecting Module:  GFSCTLOG

System Action:  Network File System Client processing continues.

GFSC505E MISSING DD STATEMENT OR INCORRECT DATA
SET ORGANIZATION FOR LOG DATA SET.

Explanation:  The error log data set has incorrect data set organ-
ization, or missing DD statement.

Source: DFSMS/MVS NFS Client
GFSCTLOG

System Action:  Network File System Client processing stops if the
error occurred during initialization time. Network File System Client
processing continues with client logging ended if the error occurred
after initialization time.

Detecting Module:



Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: Correct error log data set DD
statement or data set organization, stop DFSMS/MVS NFS client,
and reply to the UNIX System Services message to restart
DFSMS/MVS NFS client.

GFSC506E « GFSC705E

GFSCS506E textl FAILED FOR text2, text3.

Explanation: DFSMS/MVS NFS client failed to manipulate the
client log data set, text2.

In the message text:

textl1
The C function where the failure occurred.

text2
The associated data set name of the DFSMS/MVS NFS Client
log data set.

text3
The reason for the C function failure.

Source: DFSMS/MVS NFS Client
Detecting Module:  GFSCTLOG

System Action:  Network File System Client processing continues.

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: Fix client log data set, stop
DFSMS/MVS NFS client, and reply to the UNIX System Services
message to restart DFSMS/MVS NFS client.

GFSC702I NETWORK FILE SYSTEM CLIENT SHUTDOWN
COMPLETE.

Explanation: DFSMS/MVS NFS client has completed shutdown
processing.

Source: DFSMS/MVS NFS Client
Detecting Module: GFSCTERM

System Action:  Network File System and its associated subtasks
have ended.

GFSC703E NETWORK FILE SYSTEM CLIENT INITIALIZATION
FAILED: NETWORK FILE SYSTEM CLIENT IS
ALREADY STARTED.

Explanation:  Only one Network File System Client can be started
on an MVS system.

Source: DFSMS/MVS NFS Client
Detecting Module:  GFSCMAIN
System Action:  This Network File System Client ends.

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: A prior DFSMS/MVS NFS client
session has not ended. UNIX System Services MVS end processing
should have ended the DFSMS/MVS NFS client colony address
space. Collect installation parameters, dumps, DFSMS/MVS NFS
client log data sets, and contact IBM programming support per-
sonnel. Use the force command to end the DFSMS/MVS NFS client
colony address space and then restart UNIX System Services MVS.

GFSC7001 DFSMS/MVS version NETWORK FILE SYSTEM
CLIENT fmid STARTED

Explanation: The Network File System Client is initialized and
ready to process NFS requests.

In the message text:

version is one of the following:

VERSION 1
Version 1 of DFSMS/MVS.

fmid is one of the following:

(HDZ11SE)
DFSMS/MVS Network File System Client FMID started.

Source: DFSMS/MVS NFS Client
Detecting Module:  GFSCMAIN
System Action: DFSMS/MVS NFS client continues processing.

GFSC704E NETWORK FILE SYSTEM CLIENT INITIALIZATION
FAILED: DOWN LEVEL SECURITY PRODUCT.

Explanation: RACF MVS security product is down level.
Source: DFSMS/MVS NFS Client

Detecting Module: ~ GFSCMAIN

System Action:  The Network File System Client ends.

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: Check 0OS/390 Network File
System Customization and Operation to determine the required
RACF level.

GFSC701lI NETWORK FILE SYSTEM CLIENT SHUTDOWN IN
PROGRESS.

Explanation: DFSMS/MVS NFS client shutdown processing has
started.

Source: DFSMS/MVS NFS Client
Detecting Module: GFSCTERM

System Action: DFSMS/MVS NFS client shutdown processing
continues.

GFSC705E NETWORK FILE SYSTEM CLIENT INITIALIZATION
FAILED: MAIN STORAGE IS UNAVAILABLE.

Explanation:  The Network File System Client was not able to allo-
cate the necessary storage. The cause might be the value specified
on the bufhigh attribute is too large or the REGION size is too small.

Source: DFSMS/MVS NFS Client
Detecting Module: ~ GFSCMAIN
System Action:  The Network File System Client ends.

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: The requested memory is not
available during the DFSMS/MVS NFS client initialization. Do one or
both of the following before restarting the Network File System
Client:

¢ Increase the REGION size for the client procedure.

e Decrease the value specified for the bufhigh attribute of the
FILESYSTYPE parameter in the BPXPRMxx Parmlib member.
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GFSC707E NETWORK FILE SYSTEM CLIENT INITIALIZATION
FAILED: INCORRECT PARAMETER IN INSTALLA-
TION PARAMETERS.

Explanation: The DFSMS/MVS NFS client has detected an error in
the installation parameters.

Source: DFSMS/MVS NFS Client
GFSCMAIN
The Network File System Client ends.

Detecting Module:
System Action:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: Check previous console mes-
sages prefixed with GFSC. Correct the parameter, stop UNIX
System Services, and restart UNIX System Services.

GFSC711E NETWORK FILE SYSTEM CLIENT INITIALIZATION
FAILED: UNIX System Services KERNEL SERVICE
FAILED.

Explanation: The DFSMS/MVS NFS client has detected an error
during the second phase of initialization processing.

Source: DFSMS/MVS NFS Client
GFSCMAIN
The Network File System Client ends.

Operator Response:  Collect any dumps, DFSMS/MVS NFS client
log data sets, and notify the system programmer.

Detecting Module:

System Action:

System Programmer Response: Collect installation parameters,
dumps, DFSMS/MVS NFS client log data sets, and Contact IBM pro-
gramming support personnel.

GFSC708E NETWORK FILE SYSTEM CLIENT INITIALIZATION
FAILED: CDRA IS NOT INSTALLED OR NOT AVAIL-
ABLE RETURN CODE retc, REASON CODE
reason_code.

Explanation:
Source: 0OS/390 NFS client, module GFSCMAIN
System Action:

CDRA initialization request failed.

The Network File System Client ends.

Operator Response:  Record MVS operator console message and
notify the MVS system programmer.

System Programmer Response: Refer to 0S/390 MVS System
Messages, Vol 2 (ASB-EZM) for a description of the return code
return_code and the reason code reason_code to determine the cor-
rective action.

GFSC709E NETWORK FILE SYSTEM CLIENT INITIALIZATION
FAILED: NOT STARTED IN A STANDALONE
COLONY ADDRESS SPACE.

Explanation: The DFSMS/MVS NFS client has detected an error
during initialization processing. DFSMS/MVS NFS client was started
by some other means, other than UNIX System Services MVS
kernel.

Source: DFSMS/MVS NFS Client
GFSCMAIN
The Network File System Client ends.

Detecting Module:
System Action:

Operator Response:  Record the MVS operator console message
and notify the MVS system programmer.

System Programmer Response: The DFSMS/MVS NFS client
must be initialized by UNIX System Services MVS kernel.

GFSC712E NETWORK FILE SYSTEM CLIENT INITIALIZATION
FAILED: SOCKET CALL GETHOSTNAME FAILED,
RETURN CODE return_code.

Explanation:  The Network File System Client has detected an error
(return_code) during the initialization processing. This error may be
caused by UNIX System Services and TCP/IP connection failure.

In the message text:

return_code
The error return code.

Source: DFSMS/MVS NFS Client
GFSCMAIN
The Network File System Client ends.

Operator Response:  Collect any dumps, DFSMS/MVS NFS client
log data sets, and notify the system programmer.

Detecting Module:

System Action:

System Programmer Response: Collect installation parameters,
dumps, DFSMS/MVS NFS client log data sets, and Contact IBM pro-
gramming support personnel.

GFSC710E NETWORK FILE SYSTEM CLIENT INITIALIZATION
FAILED: ESTAE INITIALIZATION FAILED.

Explanation: The DFSMS/MVS NFS client has detected an error
during the initialization processing.

Source: DFSMS/MVS NFS Client
GFSCMAIN
The Network File System Client ends.

Operator Response:  Collect any dumps, DFSMS/MVS NFS client
log data sets, and notify the system programmer.

Detecting Module:
System Action:

System Programmer Response: Collect installation parameters,
dumps, DFSMS/MVS NFS client log data sets, and Contact IBM pro-
gramming support personnel.
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GFSC713E NETWORK FILE SYSTEM CLIENT LOGGING IS TER-
MINATED.

Explanation: The DFSMS/MVS NFS client has detected an error.
The Client Log daemon has ended.

Source: DFSMS/MVS NFS Client
GFSCSTAE
The Network File System ends.

Operator Response:  Collect any dumps, DFSMS/MVS NFS client
log data sets, and notify the system programmer.

Detecting Module:

System Action:

System Programmer Response: Collect installation parameters,
dumps, DFSMS/MVS NFS client log data sets, and Contact IBM pro-
gramming support personnel.

GFSC714E NETWORK FILE SYSTEM CLIENT SVC DUMP
REQUEST FAILED, RETURN CODE returncd
REASON CODE reason_code.

Explanation: A request to take an MVS SVC dump failed. Refer to
the description of the SDUMP macro in 0S/390 MV'S Programming:
Authorized Assembler Services Reference LLA-SDU, for the
meaning of the return code, return_code, and reason code,
reason_code.

In the message text:



return_code
The error return code.

reason_code
The error reason code.

Source: DFSMS/MVS NFS Client
GFSCSTAE
The Network File System Client ends.

Operator Response:  Collect the MVS console log, DFSMS/MVS
NFS client log data sets, and notify the system programmer.

Detecting Module:

System Action:

System Programmer Response: Collect installation parameters,
dumps, DFSMS/MVS NFS client log data sets, and Contact IBM pro-
gramming support personnel.

GFSC715E » GFSC716l

Source: DFSMS/MVS NFS Client
GFSCSTAE
The ESTAE processing stops. The DFSMS/MVS

Detecting Module:

System Action:
NFS client ends.

Operator Response:  Collect any dumps, the MVS console log,
DFSMS/MVS NFS client log data sets, and notify the system pro-
grammer.

System Programmer Response: Collect installation parameters,
dumps, the MVS console log, DFSMS/MVS NFS client log data sets,
and Contact IBM programming support personnel.

GFSC715E NETWORK FILE SYSTEM CLIENT ESTAE EXIT
UNABLE TO COMPLETE, ABEND CODE d_digit.

Explanation: The DFSMS/MVS NFS client recovery exit has
detected a recursive abend.

In the message text:

d_digit
The last abend code encountered by a secondary instance of
the ESTAE exit routine.

GFSC7161 NETWORK FILE SYSTEM CLIENT DAEMON TASK
RESTARTED.
Explanation: The DFSMS/MVS NFS client detected a stopped

asynchronous daemon task. The DFSMS/MVS NFS client has
restarted the stopped asynchronous daemon task.

Source: DFSMS/MVS NFS Client
GFSCSTAE

System Action:  The DFSMS/MVS NFS client daemon has
restarted. DFSMS/MVS NFS client processing continues.

Detecting Module:
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GOS Messages

GOso000l SOM/MVS SUBSYSTEM ssname:
PRODID=productid PRODLVL=productlvl
COMPID=compid (C) COPYRIGHT IBM CORP.
1995, 1997 ALL RIGHTS RESERVED. U.S. GOV-
ERNMENT USERS RESTRICTED RIGHTS - USE,
DUPLICATION, OR DISCLOSURE RESTRICTED BY

GSA ADP SCHEDULE CONTRACT WITH IBM CORP.

Explanation: ~ This is a proprietary statement concerning the use of
the SOMobjects product. The second line of the message indicates
the product id, product level, and component id of the product.

In the message text:

ssname
is the name of the SOMobjects subsystem.

productid
The SOMobjects product id.

productlvl
The SOMobjects product level.

compid
The SOMobjects component id.

Source: SOM

System Action:  SOMobjects subsystem processing continues.

GOSO006I SOM/MVS SUBSYSTEM JOBNAME jobname IS NOT
VALID.
Explanation: The SOMobjects procedure name, which is used as

the name of the subsystem, is not a valid 1-4 character name.

In the message text:

jobname
The name of the SOMobjects job or started procedure.

Source: SOM
System Action:  The SOMobjects address space ends.

System Programmer Response: Ensure that the SOMobjects job
name/procedure name is a valid subsystem name (1-4 characters).

GOS007I1 SOM/MVS ssname INPUT COMMAND PREFIX IS
NOT VALID. DEFAULT PREFIX USED.
Explanation: A command prefix value that was specified as input

to the SOMobjects subsystem ssname is not valid. The prefix value
is either greater than 8 characters, begins with an invalid symbol, or
contains an imbedded blank.

In the message text:

ssname
is the name of the SOMobjects subsystem.

Source: SOM

System Action:  SOMobjects subsystem initialization continues.
The specified command prefix value is ignored and as a default, the
subsystem name ssname is used as the command prefix.

Operator Response:  If the default command prefix is unaccept-
able, enter a CANCEL command prefixed by the ssname to cancel
the SOMobjects subsystem immediately. Then if the bad command
prefix was entered by you as a parameter on the START command
when you first started SOMobjects, re-enter the START command to
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restart the SOMobjects subsystem with a valid command prefix
value.

If the bad command prefix was not specified by you on the START
command, notify your system programmer.

System Programmer Response: If the bad command prefix was
specified as a parameter in the job procedure that was used to start
the SOMobjects subsystem, correct the command prefix parameter
in the procedure so the next time the subsystem is started, the
desired command prefix will be used.

GOsS008I SOM/MVS ssname COMMAND PREFIX IS cmdprefix

Explanation: The command prefix that is being used by the
SOMobjects subsystem ssname is cmdprefix. All commands entered
for the subsystem should begin with this prefix.

In the message text:

ssname
The name of the SOMobjects subsystem.

cmdprefix
is a 1-8 character command prefix.

Source: SOM

System Action:  SOMobjects subsystem initialization continues.

Operator Response:  Whenever you enter one of the commands
supported by the SOMobjects subsystem, you must begin the
command with the indicated command prefix (e.g., cmdprefix
STATUS).

GOS009I SOM/MVS ssname INITIALIZATION COMPLETE.

Explanation:
its initialization.

The SOMobjects subsystem ssname has completed

In the message text:

ssname
is the name of the SOMobjects subsystem.

Source: SOM

System Action:  The SOMobjects subsystem continues processing.
It is now ready to accept distributed SOM requests.

GOS010I

Explanation:
shutting down.

SOM/MVS ssname ENDED.

The SOMobjects subsystem ssname has completed

In the message text:

ssname
is the name of the SOMobjects subsystem.

Source: SOM

System Action:  The SOMobjects subsystem address space ends.

GOSO011l SOM/MVS ssname INITIALIZATION FAILED.

Explanation: The SOMobjects subsystem ssname could not be
successfully initialized. The specific initialization error is indicated by
a SOMobijects error message or abend that was issued just prior to
this message.

In the message text:

GOS-1
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ssname
is the name of the SOMobjects subsystem.

Source: SOM

System Action:  The SOMobjects subsystem ends.

System Programmer Response: Examine the SYSLOG to deter-
mine the error message or abend that caused initialization to fail and
then correct the condition that caused the error.

GOS0121

Explanation:  One instance of the SOMobjects subsystem ssname
already exists. Starting more than one SOMobjects subsystem is not
allowed.

SOM/MVS ssname ALREADY ACTIVE.

In the message text:

ssname
The name of the SOMobjects subsystem.

Source: SOM

System Action:
message ends.

The SOMobjects subsystem that issued this

Operator Response:  If you were restarting the SOMobjects sub-
system after an error situation, ensure that the first instance of the
subsystem ends before issuing the START command.

GOSO013lI SOM/MVS ssname IS NOT A VALID SUBSYSTEM.

Explanation: The SOMobjects subsystem ssname is not a defined
subsystem name known by the system.

In the message text:

ssname
The name of the SOMobjects subsystem.

Source: SOM

System Action:  The SOMobjects subsystem ends.

System Programmer Response: Ensure the SOMobjects sub-
system name ssname is defined as a valid subsystem name in the
IEFSSNxx SYS1.PARMLIB member that was used to IPL the
system.

GOSO019I INITIALIZATION COMPLETE FOR SOM/MVS
SERVER server_name WITH ALIAS alias_name
Explanation: A SOMobjects server has completed initialization. The

ALIAS for this server is aliasname.

In the message text:

server_name
The name of the SOMobjects server, which is specified on
DSOM server utility commands. See 0S/390 SOMobjects Con-
figuration and Administration Guide for a descriptions of those
commands.

alias_name
The alias of the SOMobjects server.

Source: SOM

System Action:  The SOMobjects server continues processing. It is
ready to accept requests from distributed SOM clients.
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GOS021I SOM/MVS ssname SUBSYSTEM FUNCTIONS DISA-
BLED.
Explanation: In the process of ending either normally or abnor-

mally, the SOMobjects subsystem ssname disabled the subsystem
functions it normally provides for jobs that use Distributed SOM
(DSOM) services via the SOMobjects subsystem.

In the message text:

ssname
is the name of the SOMobjects subsystem.

Source: SOM

System Action:  The SOMobjects subsystem ends. Distributed
SOM requests will no longer be processed. Any usage of servers,
clients, and DSOM utilities will be affected.

GOS0221 SOM/MVS ssname SUBSYSTEM FUNCTION
DISABLEMENT FAILED.
Explanation: In the process of ending either normally or abnor-

mally, the SOMobjects subsystem ssname attempted to disable the
subsystem functions it normally provides for jobs that use Distributed
SOM (DSOM) services via the SOMobjects subsystem. However, a
failure occurred that prevented the subsystem from completely disa-
bling all the subsystem functions it supports.

In the message text:

ssname
The name of the SOMobjects subsystem.

Source: SOM

System Action:  The SOMobjects subsystem ends. Any jobs,
managed by the subsystem shown in the message text, that try to
use DSOM services might abnormally end.

GOS023| SOM/MVS SUBSYSTEM ssname ALTERED TO USE
THE PRIMARY SUBSYSTEM.
Explanation: The SOMobjects subsystem is to be started only

under the primary subsystem. The system issues this message if
your installation specifies the SOMobjects subsystem initialization
routine, GOSAMSSI, on the initialization statement for the
SOMobjects subsystem in the IEFSSNxx parmlib member. The
SOMobjects subsystem initialization routine will always force the
specified SOMobjects subsystem is to be initialized under only the
primary subsystem. This message is written to hardcopy only.

In the message text:

ssname
The name of the SOMobjects subsystem.

Source: SOM

System Action: ~ System initialization continues.

GOS024l SOM/MVS ssname cmdname COMMAND ERROR --
SPECIFIED KEYWORD IS NOT VALID.
Explanation:  The command entered, cmdname, specified a

keyword that is not supported.

In the message text:

ssname
The name of the SOMobjects subsystem.

cmdname
The name of the command that was entered.

Source: SOM



System Action:
command.

The SOMobjects subsystem stops processing the

Operator Response:  If the keyword was misspelled, enter the
command again with the correct keyword specified. Otherwise, if the
keyword should not have been specified, enter the command again
without the unsupported keyword.

GOS025I MVS/DSOM ssname cmdname COMMAND ERROR --
NOT AUTHORIZED TO ISSUE COMMAND.
Explanation:  The operator/console is not authorized to enter the

command, cmdname.

In the message text:

ssname
The name of the SOMobjects subsystem.

cmdname
The name of the command that was entered.

Source: SOM

System Action:
command.

The SOMobjects subsystem stops processing the

Operator Response:  Contact your installation's security adminis-
trator to ensure both you and the console are properly authorized to
enter the command that you were attempting.

GOS0261 MVS/DSOM ssname STOP INITIATED.

Explanation:  In response to a STOP command, the SOMobjects
subsystem ssname has initiated stop processing.

In the message text:

ssname
The name of the SOMobjects subsystem.

Source: SOM

System Action:  The SOMobjects subsystem quiesces its proc-
essing and ends processing for servers that are in running. When all
server activity ends, the SOMobjects subsystem ends normally.

GOS0271 hh.mm.ss ssname HELP INFO MVS/DSOM
COMMAND SYNTAX:

... STOP DAEMON

... CANCEL DAEMON

..... Not Supported

Explanation:  This message is a multiline message issued in
response to the HELP command. It displays a summary of the
syntax for the commands supported by the SOMobjects subsystem
shown in the message text.

In the message text:

hh.mm.ss
The time in hours (00-23), minutes (00-59), and seconds
(00-59).

ssname
The name of the SOMobjects subsystem.

Source: SOM

System Action:  Processing continues.

GOS0251 « GOS041l

GOS031l SOM/MVS ssname INITIALIZATION OF DAEMON
SUBTASK FAILED.
Explanation: The SOMobjects subsystem ssname could not prop-

erly initialize the SOM subsystem subtask. More error information
may be available from the SYSPRINT output, if available, or from the
TRACE log, if available.

In the message text:

ssname
is the name of the SOMobjects subsystem.

Source: SOM

System Action:  The SOMobjects subsystem ends.

Operator Response:  Contact the system programmer.

System Programmer Response: Examine the SYSLOG or the
job's log or the SYSPRINT data set for the job to determine the error
message or abend that caused initialization to fail. Analyze the
TRACE log, if one was requested. Ensure that the correct data sets
are specified for the GOSRTL1 DD. Correct the condition that
caused the error.

G0OS032I SYSDSOM COMPONENT TRACE FAILED.
DIAG1: nnnnnnnn XxXxxxxxx
Explanation: The SYSDSOM (SOMobjects) component tried to ini-

tialize component tracing using default options. The system is now
running without component tracing for SYSDSOM.

In the message text:

nnnnnnnn
Used by IBM for problem determination.

XXXXXXXX
Used by IBM for problem determination.

Source: SOM

System Action:  Initialization continues without component tracing
for SYSDSOM. The system issues component trace messages
(prefix ITT) explaining the problem.

Operator Response:  See the operator response for the component
trace messages (prefix ITT) accompanying this message.

System Programmer Response: See the system programmer
response for component trace messages (prefix ITT) accompanying
this message.

GOS033| DSOM TRACE REQUEST FAILED. OPTIONS ARE
NOT ALLOWED.
Explanation:  The system rejected the request to trace the system

object model (SOM). The TRACE command specified options, but
options are not allowed.

Source: SOM
System Action:  The system rejects the request to trace SOM.

Operator Response:
specifying any options.

Enter the TRACE command again without

GOS041I SOM/MVS ssname WAITING FOR SERVERS TO
END.
Explanation: In the process of ending either normally or abnor-

mally, the SOMobjects subsystem ssname must wait for distributed
SOM (DSOM) servers to end before the subsystem is ended.

In the message text:
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ssname
The name of the SOMobjects subsystem. GOS042| SOM/MVS ssname WAITING FOR OMVS TO START.
Explanation: In the process of initialization, the SOMobjects sub-
system ssname must wait for the OS/390 UNIX address space to
System Action:  The SOMobjects subsystem will wait for the initialize before completing subsystem initialization.

servers to end. If the servers do not end, the SOMobjects subsystem
stops waiting and finishes ending. After that time, servers may end
abnormally. ssname

The name of the SOMobjects subsystem.

Source: SOM

In the message text:

Source: SOM

System Action:  The SOMobjects subsystem waits for the OMVS
address space to initialize.
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GPMOO1I PM OF OS/390 DATA SERVER ACTIVE

Explanation: The PM of OS/390 data server has been initialized
and is ready to receive connection requests from PWS clients.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

System Action:  Processing continues.

GPMO002I
Explanation:

PM OF 0OS/390 DATA SERVER TERMINATED
The PM of OS/390 data server has ended.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

System Action:  System processing continues.

GPMO0O03I PM OF OS/390 IDLE TIME EXCEEDED

Explanation:  The time specified by the MAXIDLE parameter for the
PM of OS/390 data server has elapsed without any transaction

requests.
System Action:  The PM of OS/390 data server ends processing.
Operator Response:  Restart the PM of OS/390 data server.

System Programmer Response:
period for the MAXIDLE parameter.

If needed, specify a longer

GPMOO4E LIBRARY IS NOT IN APF TABLE

Explanation:  The PM of OS/390 data server resides in a load
library without APF authorization.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

The PM of OS/390 data server ends processing.
Ensure that the PM of OS/390

System Action:

System Programmer Response:
load library is APF authorized.

GPMOO5E  INVALID COMMAND FOR PM OF OS/390

Explanation:  An unsupported MODIFY command has been entered
for the PM of OS/390 data server.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

System Action:  Processing continues.

GPMOO6E  TCP/IP PORT NUMBER NOT SPECIFIED

Explanation: The PM of OS/390 data server has been started
without a valid TCP/IP port parameter.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

The PM of OS/390 data server ends processing.

Operator Response:  Specify a valid TCP/IP port number with the
START command of the PM of OS/390 data server.

System Action:
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GPM050I GPMSERVE CANNOT FIND MEMBER member IN
PARMLIB
Explanation: The DDS host server address space cannot find the

specified PARMLIB member. It continues processing and uses
defaults parameters.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

System Action:  The host server continues the initialization using
default parameters.

Operator Response:  Inform the system programmer.

System Programmer Response: Make sure that a valid
GPMSRVxx PARMLIB member exists in the parameter library
(usually the PARMLIB concatenation).

GPMO0511  TCP/IP IS NOT ACTIVE ON THE OS/390 HOST

Explanation:  The TCP/IP component of OS/390 is not active on
the OS/390 host. The GPMSERVE address space has detected that
TCP/IP services are not available.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

System Action:  The host server continues without listening to
TCP/IP sockets and can only be accessed using UNIX domain
sockets.

Operator Response:  Inform the system programmer.

System Programmer Response: Make sure that:

¢ Either the TCP/IP component of OS/390 is active before the
DDS host server is started.

¢ No access to the DDS host server address space via TCP/IP is
needed.

GPMO0521 TRACE IS NOW (IN)ACTIVE

Explanation:  This message is issued in response to the MODIFY
command for the GPMSERVE address space with the TRACEON or
TRACEOFF option.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

System Action: I the trace is active, GPMSERVE will put its trace
output to DDNAME SYSOUT. If the trace is inactive, GPMSERVE
will no longer write trace output to DDNAME SYSOUT.

GPMO054I PERMANENT ERROR IN TCP/IP SESSION SERVER

Explanation: The DDS host server has detected that an important
component of the server address space has encountered a perma-
nent error. In this case, the component that accepts incoming TCP/IP
session requests has abnormally terminated. The most probable
cause for this problem is, that TCP/IP is inactive or has produced an
error.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

System Action:  The component is restarted. After 5 unsuccessful
requests. the component is deactivated.

System Programmer Response: Make sure that all required pre-
requisites for the component are active and operational (for example,
TCP/IP).
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Make sure that the specified port in the GPMSRVxx PARMLIB
member (SESSION_PORT option) is free and can be used by the
DDS host server.

GPMO055I SESSION WITH partner ABNORMALLY TERMI-
NATED
Explanation: A session with the specified partner has been termi-

nated because of a timeout or an error condition. The specified
partner may be specified as

¢ An IP address such as "9.164.181.128"
¢ A symbolic host name such as "smith.boeblingen.ibm.com"
¢ A unix path name such as "tmp/GPMServe.C00"

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

System Action:  The session is terminated immediately.

System Programmer Response: Make sure that all required pre-
requisites for the component are active and operational (for example,
TCP/IP).

Make sure that the timeout option in the GPMSRVxx PARMLIB
member (TIMEOUT option) is set properly, and that the DDS host
server is active.

GPMO056I SYNTAX ERROR IN GPMSRVNN MEMBER. LINE: /I
NEAR TEXT 'tttttt’
Explanation: A syntax error was detected in the GPMSRVxx

member. The error was detected in the line that is indicated in the
message, and the string indicates the erroneous text.

Source: Resource Measurement Facility (RMF) - Performance Moni-

toring of OS/390 (PM of OS/390)
System Action:  The server is terminated immediately.

System Programmer Response:  Correct the erroneous option

member.

GPMO057I SPECIFIED HOSTNAME ‘'hostname’' CANNOT BE
RESOLVED

Explanation: The ACCEPT_DATAGRAM parameter in the

GPMSRVxx member contains a hostname, that can not be resolved
by the name server.

Source: Resource Measurement Facility (RMF) - Performance Moni-

toring of OS/390 (PM of OS/390)
System Action:  The indicated hostname is discarded.

System Programmer Response:  Correct the erroneous option

member.
GPMO058I /0 ERROR READING PARMLIB MEMBER name
Explanation: The DDS host server address space detected an I/O

error reading the specified PARMLIB member. It continues proc-
essing and uses default parameters.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

System Action:  The server is terminated immediately.

Operator Response:  Inform the system programmer.

System Programmer Response: Make sure that a valid
GPMSRVxx PARMLIB member exists in the parameter library
(usually the PARMLIB concatenation).
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GPMO059I COMMAND ‘cccec’ IS NOT VALID

Explanation: ~The MODIFY command that was issued against the
DDS data server is not a valid command.

Source: Resource Measurement Facility (RMF) - Performance Moni-

toring of OS/390 (PM of 0OS/390)
System Action:  The command is ignored.

User Response:  Specify a valid command.

GPMO060I DDS SERVER READY FOR COMMANDS
Explanation: The DDS server is now accepting commands from
the console.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

User Response:  None.

GPMO0611 OPTIONS IN EFFECT: options
Explanation:  This message lists the currently active options for the
DDS server.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

User Response:  None.

GPMO062I

Explanation:  This message displays the status of an active compo-
nent of the DDS server. The component may be:

component last_status

RMF-REFR The automatic data refresher

DGR-SERV The datagram server

INET-LIS Task that listens for incoming TCP/IP requests
CMD-HNDL MODIFY command handler

INET-CLI TCP/IP client

UNIX-CLI UNIX client

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

System Action:  None

User Response: None

GPM063I PERMANENT ERROR IN TCP/IP DATAGRAM
SERVER
Explanation: The DDS host server has detected that an important

component of the server address space has encountered a perma-
nent error. In this case, the component that processes incoming per-
formance request datagrams has abnormally terminated. The most
probable cause for this problem is, that TCP/IP is inactive or has
produced an error.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

System Action:  The component is restarted. After 5 unsuccessful
requests. the component is deactivated.

System Programmer Response: Make sure that all required pre-
requisites for the component are active and operational (for example,
TCP/IP).

Make sure that the specified port in the GPMSRVxx PARMLIB
member (DATAGRAM_PORT option) is free and can be used by the
DDS host server.
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GPMO064I PERMANENT ERROR IN UNIX SESSION SERVER

Explanation: The DDS host server has detected that an important
component of the server address space has encountered a perma-
nent error. In this case, the component that accepts incoming
session requests via UNIX domain sockets (for example, PM of
0S/390 APPC clients) has abnormally terminated.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

System Action:  The component is restarted. After 5 unsuccessful
requests. the component is deactivated.

System Programmer Response: Make sure that all required pre-
requisites for the component are active and operational (mainly
0S/390 UNIX System Services).

Make sure that the pathname
/tmp/gpmserve/pmos390
is free and can be used by the DDS server.

If more than one instance of the DDS host server is started, this
message will appear for all instances but the first one, because the
UNIX socket pathname cannot be shared by different servers. In this
case, always the first server will handle incoming UNIX session
requests.

GPMO065I  SERVER NOT STARTED FROM AN AUTHORIZED
LIBRARY
Explanation: The DDS host server has not been started from an

APF-authorized library, but APF authorization is necessary for the
GPMDDSRYV host server module.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

System Action:  The host server is terminated.

System Programmer Response: Make sure that the library, where
the GPMDDSRY module resides (usually SYS1.SERBLINK) is
APF-authorized.

GPMO066I

Explanation:

DDS SERVER TERMINATED
The DDS host server has terminated.

Source: Resource Measurement Facility (RMF) - Performance Moni-
toring of OS/390 (PM of OS/390)

System Action:  None

System Programmer Response: None

GPMO0671

Explanation:  The specified option value is not allowed or outside
the allowed range for the option.

VALUE xxxx'IS NOT ALLOWED FOR OPTION yyyyy

Source: Resource Measurement Facility (RMF) - Performance Moni-

toring of OS/390 (PM of OS/390)
System Action:  The server is terminated immediately.

System Programmer Response:
member.

Correct the erroneous option
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IAR Messages

IAR0O02A  ‘REAL = xxxx' IS TOO LARGE, MAXIMUM AVAIL-
ABLE IS yyyy. RESPECIFY OR PRESS ENTER FOR
THE DEFAULT

Explanation: ~ The system cannot allocate the requested V=R area

because it would overlap the virtual storage allocated for the
common service area (CSA).

In the message text:

XXXX The kilobytes of central (real) storage specified.
vy The maximum kilobytes of central storage allowed.
Source: Real storage manager (RSM)

Detecting Module:  IARMS
System Action:  The system waits for the operator to reply.

Operator Response:  Reenter the parameter with a value equal to
or less than yyyy or press ENTER to get the default. The default
value for the REAL parameter is the smaller of the following two
values:

e 76 kilobytes

e The amount of storage available for a V=R area that does not
overlap the CSA

IAROO3W AN INVALID SEGMENT TABLE ENTRY WAS FOUND
FOR THE area AREA

Explanation:  During system initialization, the real storage manager
(RSM) attempted to page protect an area. RSM found an incorrect
segment table entry (SGTE) for this area.

In the message text, area identifies the area to be page protected
and is one of the following:

MLPA Modified link pack area
EXTENDED MLPA

READ-ONLY NUCLEUS

NUCMAP Nucleus map

PLPA Pageable link pack area
EXTENDED PLPA

BLDL Build directory entry list

FLPA Fixed link pack area
EXTENDED FLPA

Source: Real storage manager (RSM)
Detecting Module:  IARMN
System Action:  The system enters wait state X'A21'.

Operator Response:
X'A21"'.

See the operator response for wait state code

System Programmer Response:  See the system programmer
response for wait state code X'A21"'.

IARO04I THE RSU PARAMETER WAS NOT COMPLETELY
SATISFIED
Explanation:  During system initialization, the real storage manager

(RSM) found that system storage requirements and the REAL
parameter have not left enough central storage to satisfy the recon-
figuration storage units (RSU) parameter. The REAL and RSU
parameters are in the IEASYSxx parmlib member.

Source: Real storage manager (RSM)

Detecting Module:  IARMT
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IAROO2A < IAROO7I

System Action:  The system makes available as many storage
units as possible for reconfiguration, but the RSU parameter is not
completely satisfied.

Operator Response:  Enter a Display M command to determine
which storage units are available for reconfiguration. Notify the
system programmer.

System Programmer Response:
IEASYSxx before the next IPL.

Change the parameters in

IAROO5E PREFERRED AREA HAS EXPANDED,
RECONFIGURABILITY AND PERFORMANCE MAY
BE IMPAIRED. CHECK RSU VALUE.

Explanation:  The real storage manager (RSM) converted one or

more nonpreferred frames to preferred frames. The system may no
longer be able to reconfigure all or part of the storage in the nonpre-
ferred area. If this expansion involves frames below 16 megabytes,
the system can page fix these frames, which might lead to perform-
ance problems.

Source: Real storage manager (RSM)
IARUC

System Action:  The system can use the newly designated frames
as preferred storage for additional long term resident pages.

Detecting Module:

Operator Response:  Enter a Display M command to determine the
number of frames remaining in the nonpreferred area.

System Programmer Response: Check that the reconfigurable
storage unit (RSU) value specified in the IEASYSxx parmlib member
is appropriate for your installation. See OS/390 MVS Initialization and
Tuning Reference for more information about the IEASYSxx parmlib
member.

IAROOGA INVALID {VRREGN|REAL|RSU} PARM - RESPECIFY
OR PRESS ENTER FOR THE DEFAULT
Explanation: The VRREGN, REAL, or RSU parameter contains a

value that is not valid.
Source: Real storage manager (RSM)
IARMU, IARMS, IARMT
The system waits for the operator to reply.
Reenter the VRREGN, REAL, or RSU param-

Detecting Module:
System Action:

Operator Response:
eter with a valid value.

IAROO7I RSM COMPONENT TRACE DATA SPACE IS NAMED
"SYSIARNN".
Explanation:  The operator started the real storage manager (RSM)

component trace using the TRACE CT operator command and
requested that RSM use a data space for its trace buffers.

If the TRACE command specified NODMPOFF but not DMPREC,
the system does not dump these buffers. The operator has to
request a dump.

In the message text:

SYSIARNn The name and number of the data space.
Source: Real storage manager (RSM)

IARQC

System Action:  The system starts the RSM component trace. RSM
uses data space SYSIARnn to contain the trace data.

Detecting Module:
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Operator Response:  Use the data space name in this message to
obtain the RSM trace buffers in an SVC dump requested by a DUMP
command or in a stand-alone dump. However, to obtain the dump
when the RSM trace is turned off or through the use of the DMPREC
option, the data space name is unnecessary.

IAROOSE RSM TRACE TERMINATED, text

Explanation:  The operator attempted to start the real storage
manager (RSM) component trace using the TRACE CT operator
command. RSM did not start the trace.

In the message text, text tells why RSM did not start the trace, as
follows:

ENVIRONMENTAL ERROR.

INSUFFICIENT STORAGE FOR TRACE BUFFERS.
INSUFFICIENT STORAGE FOR TRACE INITIALIZATION.
INVALID PARAMETER SPECIFIED FOR BUFF= OPTION.
PREVIOUS INVOCATION TERMINATION HAS NOT COM-
PLETED.

THE RSM TRACE DATA SPACE COULD NOT BE CREATED.
TOTAL SIZE OF BUFFERS EXCEEDS TRACE DATA SPACE
SIZE.

UNIDENTIFIED OPTION.

Source: Real storage manager (RSM)
IARQC
The system does not start the RSM component

Detecting Module:

System Action:
trace.

Operator Response:
following:

INVALID PARAMETER SPECIFIED FOR BUFF= OPTION or UNI-
DENTIFIED OPTION
One of the options is incorrect. Correct the error. Reenter the
TRACE command.

Depending on the value of text, do one of the

PREVIOUS INVOCATION TERMINATION HAS NOT COMPLETED
Wait a few minutes and reenter the TRACE command. If the
error occurs again, contact the IBM Support Center.

System Programmer Response:
do one of the following:

Depending on the value of text,

ENVIRONMENTAL ERROR or THE RSM TRACE DATA SPACE
COULD NOT BE CREATED
An unexpected error occurred during trace initialization. Contact
the IBM Support Center.

INSUFFICIENT STORAGE FOR TRACE BUFFERS
There is not enough fixed common service area (CSA) storage
for trace buffers. First, ensure that the size specified on the
BUFF option is correct. If the BUFF option was specified cor-
rectly, then either reduce the amount specified or increase the
amount of CSA available to the system.

INSUFFICIENT STORAGE FOR TRACE INITIALIZATION
There is not enough system queue area (SQA) virtual or central
storage available for trace initialization; a request failed for a rel-
atively small amount of SQA storage. Increase the size of SQA
virtual or central storage.

TOTAL SIZE OF BUFFERS EXCEEDS TRACE DATA SPACE SIZE
The size of the trace buffers that reside in fixed CSA storage is
larger than the size of the trace data space. The size of the
fixed trace buffers must be smaller than the data space size so
they can be copied to the data space. Respecify the size of the
fixed buffers and the size of the trace data space.
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IAR009I RSM COMPONENT TRACE HAS LOST AN ENTRY
BECAUSE ALL BUFFERS WERE FULL.
Explanation:  The operator started the real storage manager (RSM)

component trace and requested that a trace data space be used to
contain the trace data. RSM lost some of the trace entries because it
was creating trace entries faster than it could copy them from central
storage to the trace data space.

Source: Real storage manager (RSM)
IARQZ

System Action:  The RSM component trace continues. Trace
entries continue to be lost until RSM finishes copying the trace
buffers to the data space. RSM then re-uses the buffers for newer
trace entries.

Detecting Module:

Operator Response:  Notify the system programmer.

System Programmer Response: If the RSM trace successfully
captured enough data to diagnose the problem, the message indi-
cates no problem. When the trace is turned off, examine the trace
entries in the dump. The trace data gives the number of entries lost.

If the trace did not capture enough data to diagnose the problem,
re-create the problem and ask the operator to start the trace again
and either:

¢ Increase the size of the central storage trace buffers, using the
BUFF option

¢ Decrease the need for buffers by specifying fewer RSM trace
functions and events

IARO10I RSM COMPONENT TRACE HAS WRAPPED AN
ALREADY FULL BUFFER.
Explanation:  The operator started the real storage manager (RSM)

component trace and requested that the trace data be collected in
central storage buffers. RSM overlaid some older trace entries with
newer trace entries when the central storage buffers filled up.

Source: Real storage manager (RSM)
IARQZ

System Action: The RSM component trace continues. Newer trace
entries continue to overlay older trace entries.

Detecting Module:

Operator Response:  Notify the system programmer.

System Programmer Response: This message almost always
appears when the RSM component trace is being used without a
trace data space. It usually does not indicate a problem. When the
trace is turned off, examine the trace entries in the dump. If the trace
did not capture enough data to diagnose the problem, re-create the
problem and ask the operator to start the trace again and either:

¢ Increase the size of the central storage trace buffers

» Use a trace data space

IARO11l RSM COMPONENT TRACE EXTERNAL WRITER
MAY HAVE LOST ENTRIES
Explanation:  The operator started the real storage manager (RSM)

component trace and requested that the system write the trace
entries to a trace data set through the external writer. The system
could not write the trace entries to the data set for one of the fol-
lowing reasons:

e The operator did not start the external writer before connecting
the RSM component trace to the external writer.

¢ RSM reused the full trace buffer before the system could write
the trace entries out to the trace data set. Some older trace
entries have been lost.



Source: Real storage manager (RSM)

System Action:
nent trace.

The system continues processing the RSM compo-

System Programmer Response: Do one of the following:

¢ If you did not start the external writer, start it before connecting
the RSM component trace to the external writer,

e Use IPCS to examine the trace entries that the system collected.
If the trace did not collect enough data to successfully diagnose
the problem, start the trace again and either:

— Use more trace buffers.
— Increase the size of the trace buffers.

IARO11W A PAGE WITHIN FLPA IS NOT PAGE FIXED.

Explanation:  The real storage manager (RSM) detected pageable
storage within the range of the fixed link pack area (FLPA) or the
EXTENDED FLPA.

Source: Real storage manager (RSM)
IARQZ

The system enters wait state X'A20'.

Detecting Module:

System Action:

IARO11W e |ARO12W

Operator Response:  See the operator response for wait state
X'A20'.

System Programmer Response:
response for wait state X'A20'.

See the system programmer

IARO12W A PAGE WITHIN PLPA OR MLPA HAS NO COPY ON
AUXILIARY STORAGE
Explanation:  The real storage manager (RSM) detected a page

within the range of the pageable link pack area (PLPA), EXTENDED
PLPA, the modified link pack area (MLPA), or the EXTENDED MLPA
that has never been paged to auxiliary storage. Ranges of system
storage that are page protected must have a copy on auxiliary
storage so the system can refresh the page if necessary.

Source: Real storage manager (RSM)

Detecting Module:  IARMN
System Action:  The system enters wait state X'A2A".

Operator Response:  See the operator response for wait state
X'A2A".

System Programmer Response:
response for wait state X'A2A".

See the system programmer

IAR Messages |AR-3
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ICP Messages

ICP050D SHOULD jobname WRITE TO LEVEL xxx IOCDS?
REPLY ‘YES’, ‘NO’, OR ‘CANCEL’
Explanation: A job processed the input/output configuration

program (IOCP) with a WRTCDS option other than NO on the PARM
parameter of an EXEC statement.

In the message text:

jobname  The jobname.

XXX The specified level.
Source: Input/output configuration program (IOCP)
ICPPCNTL

System Action:  IOCP issues this message to request permission
from the system operator for the job to write to the specified level
input/output configuration data set (IOCDS) in the processor con-
troller. If two or more jobs are allowed to update concurrently the
specified level IOCDS, the outcome could be an IOCDS that is log-
ically inconsistent with the input from any one job. Using this IOCDS
at power-on reset or SYSIML CLEAR could produce undesirable
results.

Detecting Module:

Operator Response: A reply of “YES’ allows the job to continue
processing and, if no errors are encountered, to replace the
input/output configuration data in the specified level IOCDS in the
processor controller with the input/output configuration data gener-
ated by this job. Use the IOCDSM frame to ensure the level IOCDS
is not write-protected.

A reply of ‘NO’ allows the job to continue generating input/output
configuration data in storage and to produce reports, but does not
permit the job to replace the input/output configuration data in the
level IOCDS in the processor controller.

A reply of ‘CANCEL’ ends the job immediately with system com-
pletion code X'222'.

ICPO0O56I IOCP JOB jobname FAILED. DID NOT BUILD LEVEL
xxx I0CDS.
Explanation: A job processed the input/output configuration

program (IOCP) with the WRTCDS= option on the PARM parameter
of an EXEC statement.

In the message text:
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ICPO50D « ICP0O57I

Jjobname  The jobname.

XXX The specified level.

Source: Input/output configuration program (IOCP)
ICPPCNTL

System Action:  IOCP abnormally ends the job with return code 8.
IOCP issues this message to inform the system operator, who had
previously responded to message ICPO50D, that this job failed to
build the level indicated input/output configuration data set (IOCDS).

Detecting Module:

Operator Response:
failed.

Notify the system programmer that the job

System Programmer Response: Review the messages on the job
listing, and take the necessary actions.

ICPO571 IOCP JOB jobname SUCCESSFUL. LEVEL xxx
I0CDS REPLACED.
Explanation: A job was processing the input/output configuration

program (IOCP) with the WRTCDS= option on the PARM parameter
of an EXEC statement.

In the message text:
Jjobname  The jobname.

XXX The specified level.

Source: Input/output configuration program (IOCP)
ICPPCNTL

System Action:  IOCP abnormally ends the job with a return code
of 4. I0CP issues this message to inform the system operator, who
had previously granted permission to write the IOCDS in response to
message ICP050D, that this job successfully replaced the level indi-
cated input/output configuration data set (IOCDS).

Detecting Module:

Operator Response:  Follow the installation procedures.

ICP-1
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ICT Messages

ICTO10I CRYPTOGRAPHY SYSTEM MASTER KEY HAS
BEEN SET
Explanation:  The key generator utility program has successfully set

the host master key. If there are any control statements requesting
updates to the secondary key-encrypting keys, these statements are
processed at this time.

Note: The security administrator must ensure that an authorized
person was running the key generator utility program. More
information about the requester is recorded in SMF record
type 82.

Source: Programmed Cryptographic Facility (PCF)

System Action:  Key generator utility processing continues.

ICTO11I CRYPTOGRAPHY KEY UPDATE STARTED

Explanation:  The key generator utility program, has successfully
updated the cryptographic key data set (CKDS) to reflect a new,
changed, or deleted secondary key-encrypting key. This message is
issued only for the first update to the CKDS for a secondary key-
encrypting key although the job may contain several update
requests.

Note: The security administrator must ensure that an authorized
person was running the key generator utility program. More
information about the requester is recorded in SMF record

type 82.
Source: Programmed Cryptographic Facility (PCF)

System Action:  Key generator utility processing continues.

ICTO12I ERROR IN EXECUTING KEY GENERATOR UTILITY

Explanation:  The key generator utility program did not complete
successfully. A message identifying the nature of the problem is
routed to the data set defined by the SYSPRINT DD statement.

Note: The security administrator must ensure that an authorized
person was running the key generator utility program. More
information about the requester is recorded in SMF record
type 82.

Source: Programmed Cryptographic Facility (PCF)

System Action:  Key generator utility processing ends.

Application Programmer Response: Respond to the problem
identified by the message appearing in the data set defined by the
SYSPRINT DD statement.

ICTO020I

Explanation: A physical I/O error occurred while the key manager
was attempting to read the cryptographic key data set (CKDS).

synad message from VSAM while processing CKDS

Source: Programmed Cryptographic Facility (PCF)

Operator Response:  Notify the system programmer.

System Programmer Response: See the explanation of the
accompanying VSAM physical I/O error message. If the volume
caused the error, use a backup copy of the CKDS on a different
volume. (If you do not want to re-IPL the system, be ensure that the
new copy of the CKDS uses the same host master key as the old
copy.) If the device caused the error, move the volume containing
the CKDS to an alternate device. To change the volume or device,
stop the Programmed Cryptographic Facility (via IPL or an operator
STOP command) and restart it (via an operator START command),
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ICTO10I » ICTO23I

specifying an alternate data set name on the START command, if
required. Rerun the job.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICTO21I VIOLATION ON RETKEY BY text text is USER
(userid) GROUP (groupid) JOB (jj) STEP (sss)
Explanation:  An unauthorized program has issued the RETKEY

SVC requesting that a data-encrypting key enciphered under a cross
key be enciphered again under the host master key. The RACF
(Resource Access Control Facility) user (userid) and group name
(groupid) are given if they are available. Otherwise, the job name (jjj)
and step name (sss) are supplied. The REMKEY field in SMF record
type 82 contains the label of the cross key.

Note: The security administrator must determine if an attempted
security violation occurred. Follow the security procedures
established by your installation.

Source: Programmed Cryptographic Facility (PCF)

System Action:  Key manager processing ends.

Operator Response:  Notify the security administrator.

ICT022I xxx ABEND DURING [GENKEY | RETKEY ] PROC-
ESSING
Explanation:  An error occurred during processing of either the

GENKEY or RETKEY function of the key manager. In the message,

xxx indicates the system completion code.

Source: Programmed Cryptographic Facility (PCF)
System Action:  Key manager processing ends.
Operator Response:  Notify the system programmer.

Application Programmer Response:
grammer.

Notify the system pro-

System Programmer Response:
fied by the system completion code.

Respond to the problem identi-

To ensure that a dump is produced for this problem, run the job
again with a SYSABEND DD statement.

ICTO23I KEY label HAS INCORRECT PARITY

Explanation:  The key-encrypting key identified by label has been
read from the cryptographic key data set (CKDS) by the key
manager and the key manager has determined that the clear form of
the key has bad parity.

This situation can occur if there is a problem with the CKDS. It can

also occur when the CKDS used to initialize the host master key in

storage has been replaced by a CKDS that contains a different host
master key but storage was not reinitialized. Storage is initialized the
first time you start the Programmed Cryptographic Facility or run the
key generator utility program after an IPL. It is reinitialized when the
key generator utility program is used to change the host master key

(CHGM function).

Source: Programmed Cryptographic Facility (PCF)
System Action:  Key manager processing ends.
Operator Response:  Notify the system programmer.

System Programmer Response: If the CKDS was replaced,
compare the two output listings produced by running the key gener-
ator utility program: one when setting the host master key in the

ICT-1
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CKDS that is currently on the system and the other when setting the
host master key in the CKDS that was used to initialize storage.

If the listings indicate that the host master key values are not the
same, do one of the following:

¢ Replace the CKDS on the system with a CKDS that contains the
same host master key as the one in storage. To replace the
data set, stop the Programmed Cryptographic Facility and restart
it with an operator START command that specifies the name of
the CKDS that contains the correct value for the host master
key. Rerun the job that failed.

¢ Reinitialize storage so that the value of the host master key in
storage matches the value in the CKDS currently on the system.
To reinitialize storage, you can re-IPL the system and restart the
Programmed Cryptographic Facility with an operator START
command that specifies the name of the CKDS currently on the
system. Or, you can reinitialize storage with the key generator
utility program, using the CHGM function and specifying a host
master key value that matches the value on the current CKDS.
To run the key generator utility program, stop the Programmed
Cryptographic Facility, run the utility when there are no
cryptographic sessions or jobs running on the system, and
restart the facility. Rerun the job that failed.

If host master keys are identical, or if the CKDS was not replaced,
use a backup copy of the CKDS. Stop the Programmed
Cryptographic Facility and restart it specifying the name of the
backup CKDS in the START command. Do not use the original data
set again. Rerun the job that failed.

ICTO0241 UNEXPECTED VSAM ERROR CODE rc [FDBK code]

Explanation: ~ An error occurred when the key manager attempted
to read the cryptographic key data set (CKDS). In the message, rc is
the return code that identifies the error. If rc identifies a logical error,
then FDBK code indicates the specific logical error that has
occurred. For an explanation of the return code and feedback code,

see the description of the VSAM macro.

Source: Programmed Cryptographic Facility (PCF)
System Action:  Key manager processing ends.
Operator Response:  Notify the system programmer.

System Programmer Response: See the explanation of the
accompanying VSAM physical I/O error message. Correct the
problem and rerun the job.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICTO30I CRYPTOGRAPHY INITIALIZATION UNABLE TO
LOCATE name in LPA
Explanation:  The Programmed Cryptographic Facility installation

process invoked by the operator START command or the key gener-
ator utility program was unable to locate the routine specified by
name in a search of the active link pack area queue and the link
pack area directory.

Source: Programmed Cryptographic Facility (PCF)

System Action:
processing ends.

Programmed Cryptographic Facility initialization

Operator Response:  Notify the system programmer.

Application Programmer Response: Determine if the GENKEY or
RETKEY installation exit routine (module ICTMGR90 or ICTMGR95)
is properly link edited into SYS1.LPALIB. If the module has been
replaced since the Programmed Cryptographic Facility was installed,
check the linkage editor output from the most recent change. If it has
not been replaced, check the output of the install process (SMP or
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SYSGEN) to see that the module was properly installed. Correct the
problem and reissue the operator START command or rerun the key
generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICTO31I INVALID CRYPTOGRAPHY USER SVC NUMBER
SPECIFIED
Explanation:  The Programmed Cryptographic Facility initialization

process invoked by the operator START command or the key gener-
ator utility program has determined that the options module,
ICTOPTNS, contains a user SVC number that is not valid.

Source: Programmed Cryptographic Facility (PCF)

System Action:
processing ends.

Programmed Cryptographic Facility initialization

Operator Response:  Notify the system programmer.

System Programmer Response: Update the installation options
module, ICTOPTNS, to reflect a valid user SVC number in the range
of 200 through 255. See the Programmed Cryptographic Facility
Program Directory for information on how to modify the options
module. When the update is complete, reissue the operator START
command or rerun the key generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICTO032I CRYPTOGRAPHY INITIALIZATION UNABLE TO
OPEN ddname
Explanation:  The Programmed Cryptographic Facility initialization

process invoked by the operator START command or the key gener-
ator utility program was unable to open the data set identified by
ddname. For a VSAM data set, this message is accompanied by a
VSAM error message that further identifies the problem.

Source: Programmed Cryptographic Facility (PCF)

System Action:
processing ends.

Programmed Cryptographic Facility initialization

Operator Response:  Notify the system programmer.

System Programmer Response:  Verify that the specified ddname
has been included in the JCL for the START procedure or in the JCL
for the key generator utility program. For a VSAM data set, see the
accompanying VSAM error message for additional information.
Correct the problem and reissue the operator START command or
rerun the key generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICTO33I LOAD FAILED FOR CRYPTOGRAPHY INSTALLA-
TION OPTIONS MODULE
Explanation: The Programmed Cryptographic Facility initialization

process invoked by the operator START command or the key gener-
ator utility program was unable to load the installation options
module, ICTOPTNS.

Source: Programmed Cryptographic Facility (PCF)

System Action:
processing ends.

Programmed Cryptographic Facility initialization

Application Programmer Response: Check the output of the
install process (SMP) to verify that the installation options module
was properly installed in SYS1.LINKLIB. Correct the problem and
reissue the operator START command or rerun the key generator
utility program.



To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICTO34lI CRYPTOGRAPHY INITIALIZATION UNABLE TO
ESTABLISH ESTAE CODE xxx
Explanation: The Programmed Cryptographic Facility initialization

process invoked by the operator START command or the key gener-
ator utility program was unable to establish an ESTAE recovery envi-
ronment. The code from ESTAE processing is specified by xxx.

Source: Programmed Cryptographic Facility (PCF)

System Action:
processing ends.

Programmed Cryptographic Facility initialization

Operator Response:  If the code is 14, reissue the operator START
command. For all other codes, contact your system programmer.
When the problem is corrected, reissue the START command.

Application Programmer Response: If the code is 14, rerun the
key generator utility program. For all other codes, contact your
system programmer. When the problem is corrected, or rerun the
utility program.

System Programmer Response: Search problem reporting data
bases for a fix for the problem. If no fix exists, contact the IBM
Support Center.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICTO35I

Explanation: A physical I/O error occurred during Programmed
Cryptographic Facility initialization processing while reading the host
master key from the cryptographic key data set (CKDS).

synad message from VSAM while processing CKDS

Source: Programmed Cryptographic Facility (PCF)

System Action:
processing ends.

Programmed Cryptographic Facility initialization

Operator Response:  Notify the system programmer.

System Programmer Response: See the explanation of the
accompanying VSAM physical 1/0 error message. Correct the
problem and rerun the job. If the volume caused the error, use a
backup copy of the CKDS on a different volume. (If you do not want
to re-IPL the system, ensure that the new copy of the CKDS uses
the same host master key as the old copy.) If the device caused the
error, move the volume containing the CKDS to an alternate device.
To change the volume or device, stop the Programmed
Cryptographic Facility, if it is active (via IPL or an operator STOP
command). Make the required change and then reissue the START
command or rerun the key generator utility program. If applicable,
specify the alternate data set name.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICTO36I UNEXPECTED VSAM ERROR PROCESSING CKDS
CODE rc [FDBK code]
Explanation:  An error occurred during Programmed Cryptographic

Facility initialization processing while reading the host master key
from the cryptographic key data set (CKDS). In the message, rc is
the return code that identifies the error. If rc identifies a logical error,
then FDBK code indicates the specific logical error that has
occurred.

Source: Programmed Cryptographic Facility (PCF)

ICTO34l1 « ICTO43I

System Action:
processing ends.

Programmed Cryptographic Facility initialization

Operator Response:  Notify the system programmer.

System Programmer Response: For an explanation of the return
code and feedback code, see the description of the VSAM macro.
Correct the problem and reissue the operator START command or
rerun the key generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICTO040I1 CRYPTOGRAPHY FACILITY HAS BEEN
DEACTIVATED: REQUESTS FOR NEW
CRYPTOGRAPHY SESSIONS WILL BE REJECTED

Explanation:  An operator STOP command has successfully deacti-

vated the Programmed Cryptographic Facility. All current sessions or
jobs using the EMK or CIPHER functions of the facility can continue
processing. All new sessions or jobs requesting the facility (using a
GENKEY or RETKEY macro instruction) will be rejected.

Source: Programmed Cryptographic Facility (PCF)

System Action:  System processing continues.

ICTO41I CRYPTOGRAPHY FACILITY HAS BEEN ACTIVATED

Explanation: ~ An operator START command has successfully acti-
vated the Programmed Cryptographic Facility. All functions of the
facility are currently operational.

Source: Programmed Cryptographic Facility (PCF)

System Action:  The Programmed Cryptographic Facility is active.

ICTO42I START CRYPTO TERMINATED

Explanation: The START command procedure ended abnormally
when attempting to start the Programmed Cryptographic Facility.
Another message that explains the nature of the error precedes this
message.

Source: Programmed Cryptographic Facility (PCF)

System Action:  START command processing ends. The Pro-

grammed Cryptographic Facility is not active.
Operator Response:  Notify the system programmer.

System Programmer Response: Respond to the problem
described by the preceding message.

ICTO43I UNABLE TO OPEN SYSCKDS

Explanation: The START command procedure used to start the
Programmed Cryptographic Facility was not able to open the
cryptographic key data set (CKDS) defined by the SYSCKDS DD
statement. This message is accompanied by a VSAM error message
that further identifies the problem.

Source: Programmed Cryptographic Facility (PCF)

System Action: START command processing ends.

Operator Response:  Notify the system programmer.

System Programmer Response: Verify that a DD statement has
been included in the START procedure for the CKDS with the
ddname SYSCKDS. Check the accompanying VSAM error message
for additional information. Correct the problem and reissue the oper-
ator START command.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT Messages ICT-3
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ICTO441 START CRYPTO UNABLE TO ESTABLISH ESTAE
CODE xxx
Explanation: The START procedure used to start the Programmed

Cryptographic Facility was unable to establish an ESTAE recovery
environment. The return code from ESTAE processing is specified by
XXX.

Source: Programmed Cryptographic Facility (PCF)

System Action:  START command processing ends.

Operator Response:  If the code is 14, reissue the operator START
command. When the problem is corrected, reissue the START
command. For all other codes, contact your system programmer.

System Programmer Response: Search problem reporting data
bases for a fix for the problem. If no fix exists, contact the IBM
Support Center.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICTO45I START CRYPTO OR KEY GENERATOR ALREADY
IN PROGRESS
Explanation: ~ An operator START command was issued to start the

Programmed Cryptographic Facility but the facility has already been
started, the START command procedure is currently running, or the
key generator utility program is running.

Source: Programmed Cryptographic Facility (PCF)

System Action:  The START command is ignored.

Operator Response: If a START command was issued when the
Programmed Cryptographic Facility is already active or the START
command procedure is already running, an operator STOP command
must be issued before another START command can be accepted. If
the key generator utility program is currently running, reissue the
START command when the utility program ends.

ICTOA46I STOP CRYPTO IN PROGRESS

Explanation:  An operator STOP for the Programmed Cryptographic
Facility has been accepted. STOP command processing waits until
all outstanding requests to access the cryptographic key data set
(CKDS) are finished before closing the CKDS and stopping the Pro-
grammed Cryptographic Facility task. (Requests to access the CKDS
are made by the GENKEY or the RETKEY macro instructions.) Once
the STOP command is accepted, all new sessions or jobs requesting
the Programmed Cryptographic Facility are rejected.

Source: Programmed Cryptographic Facility (PCF)

System Action:
is not being used.

STOP command processing waits until the CKDS

ICT1001 WEAK KEY SPECIFIED

Explanation: A weak clear key value was specified on a LOCAL,
REMOTE, or CROSS control statement for the key generator utility
program. The control statement containing the weak key precedes
this message.

Source: Programmed Cryptographic Facility (PCF)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Supply a new clear key
value on the control statement or remove the KEY parameter com-
pletely to let the key generator utility program generate a clear key
value. See “Security Highlights and Requirements” in OS/VS1 and
0OS/VS2 MVS Programmed Cryptographic Facility: Installation Refer-
ence Manual for a description of weak key values. Rerun the utility
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program, specifying the CHGK function on the EXEC statement and
providing the corrected control statement as input.

ICT1002

Explanation: A verb that was specified on a control statement for
the key generator utility program was not valid. The control state-
ment containing the error precedes this message.

INVALID VERB

Source: Programmed Cryptographic Facility (PCF)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Correct the verb on the
control statement. The valid verbs are LOCAL, REMOTE, CROSS,
EXTRA-LOCAL, EXTRA-REMOTE, EXTRA-CROSS, and INSTDAT.
The verb must be preceded and followed by a blank. Rerun the key
generator utility program, specifying the CHGK function on the EXEC
statement and providing the corrected control statement as input.

ICT1003 SYNTAX ERROR IN KEY

Explanation:  The clear key value specified on a LOCAL, REMOTE,
or CROSS control statement for the key generator utility program
was not valid. The control statement containing the error precedes
this message.

Source: Programmed Cryptographic Facility (PCF)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Supply a valid clear key
value on the control statement. A valid value consists of 16
hexadecimal digits. (Valid hexadecimal digits are 0 through 9 and A
through F.) Rerun the key generator utility program, specifying the
CHGK function on the EXEC statement and providing the corrected
control statement as input.

ICT1004 SYNTAX ERROR IN LABEL

Explanation: A label specified on a LOCAL, REMOTE, or CROSS
control statement for the key generator utility program was not valid.
The control statement containing the error precedes this message.

Source: Programmed Cryptographic Facility (PCF)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Supply a valid label on the
control statement. A valid label consists of 1 to 8 alphameric charac-
ters. Valid alphameric characters are A through Z and 0 through 9.
Rerun the key generator utility program, specifying the CHGK func-
tion on the EXEC statement and providing the corrected control
statement as input.

ICT1005 INVALID OR REDUNDANT KEYWORD SPECIFIED

Explanation: A keyword parameter specified on a LOCAL,
REMOTE, or CROSS control statement for the key generator utility
program was redundant or not valid. The control statement con-
taining the error precedes this message.

Source: Programmed Cryptographic Facility (PCF)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Correct the keyword param-
eter or remove the redundant keyword parameter on the control
statement. Rerun the key generator utility program, specifying the
CHGK function on the EXEC statement and providing the corrected
control statement.
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ICT1006 INVALID VALUE SPECIFIED ON EXTRA STATE-
MENT
Explanation:  One of the following conditions was encountered on

an EXTRA-LOCAL, EXTRA-CROSS, or EXTRA-REMOTE control
statement for the key generator utility program:

e The first through fourth characters of the value for label-base
were not alphameric.

¢ The fifth through eighth characters of the value for label-base
were not numeric.

¢ An incorrect number of additional keys was requested.
The control statement containing the error precedes this message.
Source: Programmed Cryptographic Facility (PCF)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: If the alphameric portion of
the label-base is incorrect, supply a valid value on the control state-
ment. A valid value consists of 4 alphameric characters. Valid alpha-
meric characters are A through Z and 0 through 9.

Otherwise, correct the numerical portion of the label-base and/or the
number of additional keys requested on the control statement. The
sum of these two values must not exceed 9999.

Rerun the key generator utility program, specifying the CHGK func-
tion on the EXEC statement and providing the corrected control
statement.

ICT1007 STATEMENT REJECTED BY INSTALLATION EXIT

Explanation: A control statement was rejected by the key gener-
ator utility program installation exit routine. The rejected control state-
ment precedes this message.

Source: Programmed Cryptographic Facility (PCF)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Follow local procedures for
errors detected by the key generator utility program installation exit
routine. Correct the error and, if necessary, rerun the utility program.
Specify the CHGK function on the EXEC statement and provide the
corrected control statement.

ICT1008 REQUIRED PARAMETER INFORMATION MISSING

Explanation:  The key generator utility program found that the value
for the SETM, CHGM, or SEED parameter on the EXEC statement is
missing.

Source: Programmed Cryptographic Facility (PCF)

System Action:  Key generator utility processing ends.

Application Programmer Response: Supply the missing value in
the PARM field of the EXEC statement and rerun the key generator
utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT1009 DUPLICATE LABEL; KEY NOT ADDED

Explanation: A user requested the key generator utility program to
add a label and its associated secondary key-encrypting key to the
cryptographic key data set (CKDS), but the specified label was
already defined in the CKDS. The rejected control statement pre-
cedes this message.

Source: Programmed Cryptographic Facility (PCF)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Assign a unique label to the
key and rerun the key generator utility program, specifying the CHGK
function on the EXEC statement and providing the corrected control
statement.

ICT1010 LABEL NOT FOUND; NOT PROCESSED

Explanation: A user requested the key generator utility program to
update a secondary key-encrypting key or to delete a label and its
associated key from the cryptographic key data set (CKDS), but the
specified label was not defined in the CKDS. The rejected control
statement precedes this message.

Source: Programmed Cryptographic Facility (PCF)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Supply the correct label and
rerun the key generator utility program, specifying the CHGK function
on the EXEC statement.

ICT1011

Explanation: A physical I/O error occurred when the key generator
utility program attempted to access the SYSCKDS or SYSNCKDS
data set.

synad I/O error message from VSAM

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO0, ICTMKGO01

Key generator utility processing ends.

Detecting Module:
System Action:

System Programmer Response: See the explanation of the
accompanying VSAM physical 1/O error message. If the volume
caused the error, use a backup copy of the CKDS on a different
volume. (If you do not want to re-IPL the system, ensure that the
new copy of the CKDS uses the same host master key as the old
copy.) If the device caused the error, move the volume containing
the CKDS to an alternate device.

Rerun the key generator utility program as follows. If the SETM or
CHGM function was requested and the host master key was not set
(message ICT010! was not issued), rerun the entire job. Otherwise,
use this listing to determine which control statements were proc-
essed successfully. Then rerun the utility program using the CHGK
function to process the remaining control statements.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT1012 PROCESSING TERMINATES DUE TO INSTALLA-
TION EXIT REQUEST
Explanation: The key generator utility program stops processing at

the request of the installation exit routine. If the problem occurred
while the utility program was processing a change to the host master
key, the contents of the PARM field of the EXEC statement precede
this message. If the problem occurred while the utility program was
processing a SYSIN control statement, the control statement pre-
cedes this message.
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Source: Programmed Cryptographic Facility (PCF)
ICTMKGO0, ICTMKGO1

Key generator utility processing ends.

Detecting Module:
System Action:

Application Programmer Response: Follow local procedures.

ICT1013 PROCESSING ENDED DUE TO ESTAE OR STAE
RETURN CODE xxx
Explanation:  The key generator utility program attempted to use

the ESTAE system service, but the error code xxx was returned.
Source: Programmed Cryptographic Facility (PCF)
ICTMKGO0, ICTMKGO01

System Action:  Key generator utility processing ends. No control
statements are processed.

Detecting Module:

Application Programmer Response: If the code is 14, run the key
generator utility program again. For all other codes, contact your
system programmer. When the problem is corrected, rerun the utility
program.

System Programmer Response: Search problem reporting data
bases for a fix for the problem. If no fix exists, contact the 1BM
Support Center.

ICT1014 SYSIN DATA SET EMPTY; NO PROCESSING
OCCURRED
Explanation: The CHGK function of the key generator utility

program was requested but no control statements could be found.
Source: Programmed Cryptographic Facility (PCF)

ICTMKGO1
Key generator utility processing ends.

Application Programmer Response: Add the desired control
statements to the SYSIN data set and rerun the key generator utility
program.

Detecting Module:
System Action:

ICT1015  UNABLE TO [OPEN | CLOSE | ddname [CODE rc]

Explanation:  The key generator utility program was unable to open
or close the data set defined by the DD statement identified by
ddname.

If the data set is a VSAM data set (SYSCKDS or SYSNCKDS), the
VSAM return code rc is included to help identify the error.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO00, ICTMKGO01

Key generator utility processing ends.

Detecting Module:
System Action:

Application Programmer Response: If the problem occurred while
trying to open a data set, check the JCL. Be sure the required DD
statements were included, that they have the correct ddnames, and
that they define the correct data sets. The following ddnames are
valid: SYSCKDS, SYSNCKDS, SYSIN, and SYSMKDS.

An open failure can also occur if the SYSCKDS or SYSNCKDS data
set was defined without the proper parameters. See “Defining
Storage for the CKDS and the MKDS” in OS/VS1 and OS/VS2 MVS
Programmed Cryptographic Facility: Installation Reference Manual
for instructions on using the access method services DEFINE
CLUSTER command.

Correct the problem and rerun the key generator utility program as
follows. If the SETM or CHGM function was requested and the host
master key was not set, (message ICT010l was not issued), rerun
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the entire job. Otherwise, use this listing to determine which control
statements were processed successfully. Then rerun the utility
program using the CHGK function to process the remaining control
statements.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT1016 INSUFFICIENT SPACE ON CKDS

Explanation:  The key generator utility program could not complete
a request to update the cryptographic key data set (CKDS) because
there is insufficient space on the target data set. The target data set
is defined by the SYSNCKDS DD statement if the CHGK function
was requested.

If the problem occurred while the utility program was processing a
change to the host master key, the contents of the PARM field of the
EXEC statement precede this message. If the problem occurred
while the utility program was processing a SYSIN control statement,
the control statement precedes this message.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO0, ICTMKGO01
Key generator utility processing ends.

Application Programmer Response: If the SETM or CHGM func-
tion was requested and the host system master key was not set (the
contents of the PARM field precede this message), define a larger
target data set for the CKDS and rerun the job. Otherwise, the key
generator utility program failed while processing a SYSIN control
statement and one of the following must be done:

Detecting Module:
System Action:

¢ Reorganize the target CKDS to force more efficient space utili-
zation.

¢ Define a larger data set for use as the new target CKDS and
copy the contents of the original target CKDS to the larger data
set.

Then, use this listing to determine which control statements were
processed successfully and rerun the key generator utility program
using the CHGK option to process the remaining control statements.

For information on defining and reorganizing the CKDS, see
“Defining Storage for the CKDS and MKDS” in OS/VS1 and OS/VS2
MVS Programmed Cryptographic Facility: Installation Reference
Manual. The commands needed to define, reorganize and copy the
data set are described in your VSAM catalog administration books.

Notify the security administrator.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT1017 CRYPTOGRAPHY STARTED; INVALID KEY GENER-
ATOR REQUEST
Explanation:  The key generator utility program was unable to run

because the Programmed Cryptographic Facility was active.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO00

Key generator utility processing ends.

Detecting Module:
System Action:

Application Programmer Response: When the Programmed
Cryptographic Facility is stopped and there are no cryptographic ses-
sions or jobs running in the system, rerun the key generator utility
program to change the host master key. Restart the Programmed
Cryptographic Facility by entering an operator START command.
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ICT1018
Explanation:

TOD CLOCK ERROR
SEED NOT SUPPLIED

An error was encountered when the key generator utility program
attempted to read the time-of-day (TOD) clock, the TOD clock was
inoperative, or a seed value was not supplied on the EXEC state-
ment. Processing continues; however, no keys can be generated.

KEY GENERATION NOT ALLOWED - text

In the message, text is one of the following:

Source: Programmed Cryptographic Facility (PCF)
ICTMKGOO, ICTMKGO01

Key generator utility processing continues.

Detecting Module:
System Action:

Application Programmer Response: If the problem involves the
TOD clock, contact your service representative. If a seed value was
not supplied, ignore this message unless message ICT1025 also
appears. If message ICT1025 appears, see the description of
message ICT1025.

ICT1019 CRYPTOGRAPHY SYSTEM MASTER KEY HAS
BEEN SET
Explanation:  The key generator utility program has successfully set

the host master key. If there are any control statements requesting
updates to the secondary key-encrypting keys, they are processed at
this time.

Source: Programmed Cryptographic Facility (PCF)

Detecting Module:  ICTMKGO00

System Action:  Key generator utility processing continues.

ICT1020 INVALID KEYWORD SPECIFIED IN PARM FIELD

Explanation: A keyword parameter specified in the PARM field of
the EXEC statement for the key generator utility program was not
valid.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO0

Key generator utility processing ends.

Detecting Module:
System Action:

Application Programmer Response: Supply a valid keyword
parameter in the PARM field. The valid keyword parameters are
SETM, CHGM, CHGK, and SEED. Rerun the key generator utility
program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT1021

Explanation: A weak value for the new host master key was speci-
fied in the PARM field of the EXEC statement for the key generator
utility program.

WEAK SYSTEM MASTER KEY SPECIFIED

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO0

Key generator utility processing ends.

Detecting Module:
System Action:

Application Programmer Response: Supply a new host master
key value and its complement in the PARM field of the EXEC state-
ment. See “Security Highlights and Requirements” in OS/VS1 and
0OS/VS2 MVS Programmed Cryptographic Facility: Installation Refer-
ence Manual for a description of weak key values. Rerun the key
generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT1022
Explanation:

CURRENT MASTER KEY
NEW MASTER KEY
NEW MASTER KEY COMPLEMENT SEED

An incorrect value was specified for the SETM, CHGM, or SEED
parameter in the PARM field of the EXEC statement for the key gen-
erator utility program.

INVALID SYNTAX FOR text

In the message, text is one of the following:

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO0

Key generator utility processing ends.

Detecting Module:
System Action:

Application Programmer Response: Correct the value in the
PARM field of the EXEC statement. A valid value consists of 16
hexadecimal digits. (Valid hexadecimal digits are 0 through 9 and A
through F.) Rerun the key generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT1023 INVALID RETURN CODE FROM INSTALLATION
EXIT; PROCESSING TERMINATES
Explanation: A return code provided by the key generator utility

program installation exit was not valid. If the problem occurred while
the utility program was processing a change to the host master key,
the contents of the PARM field of the EXEC statement precede this
message. If the problem occurred while the utility program was proc-
essing a SYSIN control statement, the control statement precedes
this message.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO00, ICTMKGO01

Key generator utility processing ends.

Detecting Module:
System Action:

Application Programmer Response: Check the installation exit
routine to determine if there are any problems in the module and
make any necessary corrections. Link edit the key generator utility
program with the corrected exit routine. (See “Adding User-Written
Exit Routines” in OS/VS1 and OS/VS2 MVS Programmed
Cryptographic Facility: Installation Reference Manual.) Rerun the key
generator utility program as follows. Rerun the entire job if the SETM
or CHGM function was requested and the host master key was not
set (the contents of the PARM field precede this message).

Otherwise, use this listing to determine which control statements
were processed successfully. Then rerun the utility program using
the CHGK function to process the remaining control statements.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT1024 REQUIRED OPERANDIS] MISSING; STATEMENT
IGNORED
Explanation: ~ While scanning a SYSIN control statement, the key

generator utility program could not find one or more required param-
eters. LOCAL, REMOTE, and CROSS control statements require a
label. EXTRA-LOCAL, EXTRA-REMOTE, and EXTRA-CROSS
control statements require a number and a label-base. The REASGN
control statement requires an existing label and a new label. The
control statement containing the error precedes this message.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO1

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Detecting Module:
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Application Programmer Response: Correct the control state-
ment. Rerun the key generator utility program, specifying the CHGK
function on the EXEC statement and providing the corrected control
statement.

ICT1025 REQUIRED INPUTS FOR KEY GENERATION NOT
AVAILABLE
Explanation:  The key generator utility program attempted to gen-

erate a key for a control statement and either a problem occurred
with the time-of-day (TOD) clock or a valid seed value was not sup-
plied on the EXEC statement. Message ICT1018, which identifies the
specific problem, and the control statement being processed when
the problem occurred, precede this message.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO1

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Detecting Module:

Application Programmer Response: Respond as follows:

¢ If message ICT1018 stated that there is a problem involving the
TOD clock, contact your service representative.

¢ If message ICT1018 stated that a seed value was supplied, add
a seed value to the EXEC statement.

Rerun the key generator utility program specifying the CHGK func-
tion on the EXEC statement and providing the control statement that
was being processed when the problem occurred.

ICT1026 UNEXPECTED VSAM ERROR CODE rc [FDBK code]

Explanation:  An error occurred when the key generator utility
program attempted to read from or write to the cryptographic key
data set (CKDS). In the message, rc is the return code that identifies
the error. If rc identifies a logical error, then FDBK code indicates the
specific logical error that has occurred.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGOO0, ICTMKGO01
Key generator utility processing ends.

Detecting Module:
System Action:

System Programmer Response: For an explanation of the return
code and feedback code, see the description of the VSAM macro.
Correct the problem and rerun the utility program as follows. If the
SETM or CHGM function was requested and the host master key
was not set (message ICT010l was not issued), rerun the entire job.
Otherwise, use this listing to determine which control statements
were processed successfully. Then rerun the utility program using
the CHGK function to process the remaining control statements.

Notify the security administrator.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT1027 SYSTEM MASTER KEY PREVIOUSLY SET; INVALID
KEY GENERATOR REQUEST
Explanation:  An attempt was made to use the SETM function of

the key generator utility program to set host master key, but the host
master key has already been set. Any change to it must be
requested using the CHGM function of the utility program.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO00
Key generator utility processing ends.

Detecting Module:
System Action:
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Application Programmer Response: If you want to change the
host master key and secondary key-encrypting keys, rerun the key
generator utility program specifying CHGM on the EXEC statement.
If you want to change secondary key-encrypting keys only, rerun the
utility program specifying CHGK on the EXEC statement.

ICT1028 SYSTEM MASTER KEY

Explanation: When attempting to change the host master key, the
key generator utility program encountered an incorrect current host
master key value in the PARM field of the EXEC statement.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGOO0
Key generator utility processing ends.

Detecting Module:
System Action:

Application Programmer Response: Correct the value of the
current host master key in the EXEC statement and rerun the key
generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT1029 INVALID PARITY IN NEW MASTER KEY

Explanation: A value specified for the new host master key in the
PARM field of the EXEC statement for the key generator utility
program was not valid.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO0O0
Key generator utility processing ends.

Detecting Module:
System Action:

Application Programmer Response: Supply a valid value for the
new host master key and the complement of the value in the EXEC
statement. The new key value must contain odd parity in each byte.
Rerun the key generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT1030 INVALID SMF DATA LENGTH FROM INSTALLATION
EXIT; PROCESSING TERMINATES
Explanation:  The key generator installation exit routine returned

the SMF buffer with a value greater than 64 in the length field.
Source: Programmed Cryptographic Facility (PCF)
ICTMKGO0, ICTMKGO01

System Action:  The key generator utility program does not include
the installation-defined data in the SMF record. The program writes
the SMF record to the SMF data set and stops processing.

Detecting Module:

Application Programmer Response: Check the installation exit
routine to determine if there are any problems in the module and
make any necessary corrections. Link edit the key generator utility
program with the corrected exit routine. (See “Adding User-Written
Exit Routines” in OS/VS1 and OS/VS2 MVS Programmed
Cryptographic Facility: Installation Reference Manual.) Rerun the key
generator utility program as follows. If the SETM or CHGM function
was requested and the host master key was not set (message
ICTO10I was not issued), rerun the entire job. Otherwise, use this
listing to determine which control statements were processed suc-
cessfully. Then rerun the utility program using the CHGK function to
process the remaining control statements. Notify the security admin-
istrator.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.



ICT1031 INVALID DELIMITER IN PARM FIELD

Explanation: ~ While scanning the PARM field of the EXEC state-
ment, the key generator utility program did not find an expected
delimiter or encountered an unexpected delimiter.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO0

Key generator utility processing ends.

Detecting Module:
System Action:

Application Programmer Response: The valid delimiters are
comma, right and left parentheses, and blank. Correct the error and
rerun the key generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT1032 CRYPTOGRAPHY EMK FUNCTION FAILED - CODE
XX
Explanation:  An error occurred during the processing of an EMK

macro instruction issued by the key generator utility program. In the
message text, xx is the error return code from the EMK macro. The
values of xx and their explanations are as follows:

Code Explanation

4 The Programmed Cryptographic Facility has not been ini-
tialized.

8 The operation requested was not valid; the macro was not
EMK.

12 An ESTAE recovery environment could not be established.

32 The address of the clear key-encrypting key or the address
of the enciphered key-encrypting key was specified as
zero.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO0, ICTMKGO01
Key generator utility processing ends.

Detecting Module:
System Action:

Application Programmer Response: Contact your programming
support personnel. When the problem has been corrected, rerun the
key generator utility program as follows. If the SETM or CHGM func-
tion was requested and the host master key was not set, (message
ICTO010I was not issued), rerun the entire job. Otherwise, use this
listing to determine which control statements were processed suc-
cessfully. Then rerun the utility program using the CHGK function to
process the remaining control statements.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT1033 CRYPTOGRAPHY CIPHER FUNCTION FAILED -
CODE xx
Explanation: ~ An error occurred during the processing of a CIPHER

macro instruction issued by the key generator utility program. In the
message text, xx is the error return code from the macro. The values
of xx and their explanations are as follows:

Code Explanation

4 The Programmed Cryptographic Facility has not been ini-
tialized. The data could not be enciphered or deciphered.

8 The operation requested was not valid; the macro was not
CIPHER.
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12 An ESTAE recovery environment could not be established.

16 The length of the data to be enciphered or deciphered was
specified as zero or as a negative number.

20 The BRANCH=YES parameter was specified, but the
program issuing the macro is not running in supervisor
state.

32 The address of the clear data or the enciphered data was

specified as zero.
Source: Programmed Cryptographic Facility (PCF)
ICTMKGO00

Key generator utility processing ends.

Detecting Module:
System Action:

Application Programmer Response: Contact your system pro-
grammer. When the problem has been corrected, rerun the key gen-
erator utility program as follows. If the SETM or CHGM function was
requested and the host master key was not set (message ICT010I
was not issued), rerun the entire job. Otherwise, use this listing to
determine which control statements were processed successfully.
Then rerun the utility program using the CHGK function to process
the remaining control statements.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICT1034 CRYPTOGRAPHY KEY TRANSLATION FAILED -
CODE xx
Explanation:  An error has occurred during key translation proc-

essing. The translation was requested by the key generator utility
program. In the message text, xx is the error return code from the
key translation process. The values of xx and their explanations are
as follows:

Code Explanation

4 The Programmed Cryptographic Facility has not been ini-
tialized.

8 The operation requested was not valid.

12 An ESTAE recovery environment could not be established.

24 Bad parity was detected in the local, remote, or cross key.

28 The program requesting the key translation function is not

APF-authorized or in supervisor state or running under
storage protect key 0 through 7.

32 The address of the enciphered data-encrypting key or the
address of the enciphered key-encrypting key was speci-
fied as zero.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO0, ICTMKGO01

Key generator utility processing ends.

Detecting Module:
System Action:

Application Programmer Response: Contact your programming
support personnel. When the problem has been corrected, rerun the
key generator utility program as follows. If the SETM or CHGM func-
tion was requested and the host master key was not set (message
ICTO010I was not issued), rerun the entire job. Otherwise, use this
listing to determine which control statements were processed suc-
cessfully. Then rerun the utility program using the CHGK function to
process the remaining control statements.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.
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ICT1035

Explanation: ~ An 1/O error occurred while the key generator utility
program was processing the non-VSAM data set defined by the
SYSMKDS or SYSIN DD statement.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO0, ICTMKGO01

Key generator utility processing ends.

synad message for non-VSAM

Detecting Module:
System Action:

Application Programmer Response: For the format and explana-
tion of the message, see the description of the SYNADAF macro
instruction in your data administration macro instruction book.
Correct the problem and rerun the key generator utility program as
follows. If the SETM or CHGM function was requested and the host
master key was not set (message ICT010! was not issued), rerun the
entire job. Otherwise, use this listing to determine which control
statements were processed successfully. Then rerun the utility
program using the CHGK function to process the remaining control
statements. Notify the security administrator.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.
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ICT1036 CKDS ENTRY SUCCESSFULLY DELETED

Explanation: The key generator utility program has successfully
deleted an entry from the cryptographic key data set (CKDS). The
control statement that was processed precedes this message.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO1

Processing continues.

Detecting Module:

System Action:

ICT1037 INVALID VALUE FOR NEW SYSTEM MASTER KEY
COMPLEMENT
Explanation:  An incorrect new host master key or its complement

value was specified on the PARM field of the EXEC statement for
the key generator utility program.

Source: Programmed Cryptographic Facility (PCF)
ICTMKGO0
Key generator utility processing ends.

Application Programmer Response: Check both the new host
master key and its complement value to determine which one was
not correct. Supply the correct new host master key value or its com-
plement value on the EXEC statement and rerun the key generator
utility program.

Detecting Module:
System Action:

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.
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ICuo10l CRYPTOGRAPHY SYSTEM MASTER KEY HAS
BEEN SET
Explanation:  The key generator utility program has successfully set

the host master key. If there are any control statements requesting
updates to the secondary key-encrypting keys, these statements are
processed at this time.

Note: The security administrator must ensure that an authorized
person was running the key generator utility program. More
information about the requester is recorded in SMF record
type 82.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing continues.
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System Action:  Key generator utility processing continues.

ICUO11lI CRYPTOGRAPHY KEY UPDATE STARTED IN KEY
GENERATOR UTILITY job name
Explanation:  The key generator utility program, identified by

Jjobname, has successfully updated the cryptographic key data set
(CKDS) to reflect a new, changed, or deleted secondary key-
encrypting key. This message is issued only for the first update to
the CKDS for a secondary key-encrypting key although the job may
contain several update requests.

Note: The security administrator must ensure that an authorized
person was running the key generator utility program. More
information about the requester is recorded in SMF record
type 82.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing continues.

ICU012I ERROR IN EXECUTING KEY GENERATOR UTILITY
Jjobname
Explanation:  The key generator utility program, identified by

jJjobname, did not complete successfully. A message identifying the
nature of the problem is routed to the data set defined by the
SYSPRINT DD statement.

Note: The security administrator must ensure that an authorized
person was running the key generator utility program. More
information about the requester is recorded in SMF record
type 82.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: Respond to the problem
identified by the message appearing in the data set defined by the
SYSPRINT DD statement.

ICUO013I KEY GENERATOR UTILITY jobname STARTED AT
time
Explanation:  The key generator utility job, indicated by jobname,

began running at the time shown in the message.

Note: The security administrator must ensure that an authorized
person was running the key generator utility program. More
information about the requester is in SMF record type 82.

Source: Cryptographic Unit Support Program (CUSP)
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ICUO014l KEY GENERATOR UTILITY jobname ENDED AT time

Explanation: The key generator utility job, indicated by jobname,
completed processing at the time shown in the message.

Note: The security administrator must ensure that an authorized
person was running the key generator utility program. More
information about the requester is in SMF record type 82.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response:
sages that were issued.

Respond to any error mes-

ICU020I

Explanation: A physical I/O error occurred while the key manager
was attempting to read the cryptographic key data set (CKDS).

synad message from VSAM while processing CKDS

Source: Cryptographic Unit Support Program (CUSP)

Operator Response:  Notify the system programmer.

System Programmer Response: See the explanation of the
accompanying VSAM physical I/O error message in your VSAM
macro instruction book. If the volume caused the error, use a backup
copy of the CKDS on a different volume. (If you do not want to
re-IPL the system, ensure that the new copy of the CKDS uses the
same host master key as the old copy.) If the device caused the
error, move the volume containing the CKDS to an alternate device.
To change the volume or device, stop the Cryptographic Unit
Support (via IPL or an operator STOP command) and restart it (via
an operator START command), specifying an alternate data set
name on the START command, if required. Rerun the job.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU021I
Explanation:

USER (userid) GROUP (groupid)
JOB (jobname) STEP (stepname)

An unauthorized program has issued the RETKEY SVC requesting
that a data-encrypting key enciphered under a cross key be enci-
phered again under the host master key. The RACF (Resource
Access Control Facility) user (userid) and group name (groupid) are
given if they are available. Otherwise, the job name (jobname) and
step name (stepname) are supplied. The REMKEY field in SMF
record type 82 contains the label of the cross key.

VIOLATION ON RETKEY BY ftext
text is

Note: The security administrator must determine if an attempted
security violation occurred. Follow the security procedures
established by your installation.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key manager processing ends.

Operator Response:  Notify the security administrator.

ICU-1



ICUO022| » ICUOS1I

ICU022I xxx ABEND DURING [GENKEY | RETKEY ] PROC-
ESSING
Explanation: ~ An error occurred during processing of either the

GENKEY or RETKEY function of the key manager. In the message,

xxx indicates the system completion code.

Source: Cryptographic Unit Support Program (CUSP)
System Action:  Key manager processing ends.
Operator Response:  Notify the system programmer.

System Programmer Response:
fied by the system completion code.

Respond to the problem identi-

To ensure that a dump is produced for this problem, run the job
again with a SYSABEND DD statement.

ICU024I UNEXPECTED VSAM ERROR CODE rc [FDBK code]

Explanation: ~ An error occurred when the key manager attempted
to read the cryptographic key data set (CKDS). In the message, rc is
the return code that identifies the error. If rc identifies a logical error,
then FDBK code indicates the specific logical error that has

occurred.

Source: Cryptographic Unit Support Program (CUSP)
System Action:  Key manager processing ends.
Operator Response:  Notify the system programmer.

System Programmer Response: For an explanation of the return
code and feedback code, see the description of the VSAM macro.
Correct the problem and rerun the job.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU025I

Explanation: The key manager has determined that the secondary
key-encrypting key, stored in the cryptographic key data set (CKDS)
entry indicated by xxxxxxxx, has been changed since it was stored in
the CKDS. The key authentication procedure, using the test pattern
in the CKDS entry, detected the problem.

ENTRY xxxxxxxx FAILS AUTHENTICATION TEST

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing stops for this request.

Operator Response:  Notify the system programmer.

System Programmer Response: Ensure that the CKDS and
MKDS that are mounted are the current versions of the data sets.
Rerun the job.

ICU026I INTERNAL CKDS LOOKUP FAILED AND DISABLED.
ERROR CODE xx yy
Explanation: A failure occurred in the cryptographic key table

(CKT). xx and yy are the return and reason codes for the error. An
error was encountered when ICUMKM18 attempted to locate a
CKDS record from the in-core cryptographic key table (CKT).

Source: Cryptographic Unit Support Program (CUSP)

Return Reason

Code Code Description
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8 8 CKT address not passed by ICUMKM14.
16 CKT information passed from ICUMKM14
was not valid.
20 Invalid CKT record key passed by
ICUMKM14.
24 Invalid record buffer passed by ICUMKM14.
28 No entries in CKT to retrieve.
32 Invalid CKT RKP passed by ICUMKM14.
40 CKT record failed modification detection
check (MDC). CKT has become corrupted.
12 36 Recovery environment could not be estab-

lished in ICUMKM18.

System Action:
resumes.

Access to the cryptographic key data set (CKDS)

Operator Response:  Respond according to the specific return and

reason codes.

ICUO030I CRYPTOGRAPHY INITIALIZATION UNABLE TO
LOCATE name IN LPA
Explanation: The Cryptographic Unit Support installation process

invoked by the operator START command or the key generator utility
program was unable to locate the routine specified by name in a
search of the active link pack area queue and the link pack area
directory.

Source: Cryptographic Unit Support Program (CUSP)

System Action:
ends.

Cryptographic Unit Support initialization processing

Operator Response:  Notify the system programmer.

System Programmer Response: Determine if the GENKEY or
RETKEY installation exit routine (module ICUMGR90 or ICUMGR95)
is properly link edited into SYS1.LPALIB. If the module has been
replaced since the Cryptographic Unit Support was installed, check
the linkage editor output from the most recent change. If it has not
been replaced, check the output of the install process (SMP) to see
that the module was properly installed. Correct the problem and
reissue the operator START command or rerun the key generator
utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICUO31I INVALID CRYPTOGRAPHY USER SVC NUMBER
SPECIFIED
Explanation:  The Cryptographic Unit Support initialization process

invoked by the operator START command or the key generator utility
program has determined that the options module, ICUOPTN2, con-
tains an user SVC number that is not valid.

Source: Cryptographic Unit Support Program (CUSP)

System Action:
ends.

Cryptographic Unit Support initialization processing

Operator Response:  Notify the system programmer.

System Programmer Response: Update the installation options
module, ICUOPTN2, to reflect a valid user SVC number in the range
of 200 through 255. See the Cryptographic Unit Support Program
Directory for information on how to modify the options module. When
the update is complete, reissue the operator START command or
rerun the key generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.



ICU033lI LOAD FAILED FOR CRYPTOGRAPHY INSTALLA-
TION OPTIONS MODULE
Explanation:  The Cryptographic Unit Support initialization process

invoked by the operator START command or the key generator utility
program was unable to load the installation options module,
ICUOPTN2.

Source: Cryptographic Unit Support Program (CUSP)

System Action:
ends.

Cryptographic Unit Support initialization processing

Application Programmer Response: Check the output of the
install process (SMP) to verify that the installation options module
was properly installed in SYS1.LINKLIB. Correct the problem and
reissue the operator START command or rerun the key generator
utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.
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Operator Response:  Notify the system programmer.

System Programmer Response: Respond to the problem
described by the preceding message.

ICU034I CRYPTOGRAPHY INITIALIZATION UNABLE TO
ESTABLISH ESTAE CODE xxx
Explanation:  The Cryptographic Unit Support initialization process

invoked by the operator START command or the key generator utility
program was unable to establish an ESTAE recovery environment.
The code from ESTAE processing is specified by xxx. See 0S/390
MVS Programming: Assembler Services Reference for further infor-
mation.

Source: Cryptographic Unit Support Program (CUSP)

System Action:
ends.

Cryptographic Unit Support initialization processing

Operator Response:  If the code is 14, reissue the operator START
command. For all other codes, contact your system programmer.
When the problem is corrected, reissue the START command.

Application Programmer Response: If the code is 14, run the key
generator utility program again. For all other codes, contact your
system programmer. When the problem is corrected, run the key
generator utility program again.

System Programmer Response:  Search problem reporting data
bases for a fix for the problem. If no fix exists, contact the IBM
Support Center.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU0411 CRYPTOGRAPHY FACILITY HAS BEEN ACTIVATED

Explanation: ~ An operator START command has successfully acti-
vated the Cryptographic Unit Support. All functions of the facility are
currently operational.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  The Cryptographic Unit Support is active.

ICU042I START jobname TERMINATED

Explanation: The START command procedure, identified by
jobname, ended abnormally when attempting to start the
Cryptographic Unit Support. One or more messages that explain the
nature of the error precede this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  START command processing ends. The
Cryptographic Unit Support is not active.

ICU043I UNABLE TO OPEN SYSCKDS

Explanation: The START command procedure used to start the
Cryptographic Unit Support was not able to open the cryptographic
key data set (CKDS) defined by the SYSCKDS DD statement. This
message is accompanied by a VSAM error message that further
identifies the problem.

Source: Cryptographic Unit Support Program (CUSP)

System Action: START command processing ends.

Operator Response:  Notify the system programmer.

System Programmer Response:  Verify that a DD statement has
been included in the START procedure for the CKDS with the
ddname SYSCKDS. Check the accompanying VSAM error message
for additional information. Correct the problem and reissue the oper-
ator START command.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICUO044l START jobname UNABLE TO ESTABLISH ESTAE
CODE xxx
Explanation: The START procedure used to start the

Cryptographic Unit Support, identified by jobname, was unable to
establish an ESTAE recovery environment.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  START command processing ends.

Operator Response:  If the code is 14, reissue the operator START
command. For all other codes, notify your system programmer.
When the problem is corrected, reissue the START command.

System Programmer Response:  The return code from ESTAE
processing is specified by xxx. See 0S/390 MVS Programming:
Assembler Services Reference for further information.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICUO045I CRYPTOGRAPHIC UNIT SUPPORT OR KEY GENER-
ATOR OR PROGRAMMED CRYPTOGRAPHIC
FACILITY ALREADY IN PROGRESS

Explanation:  An operator START command was issued to start the

Cryptographic Unit Support but a cryptographic function is already in
progress. The cryptographic function could be the Cryptographic Unit
Support, the key generator for the Cryptographic Unit Support, the
Programmed Cryptographic Facility, or the key generator for the Pro-
grammed Cryptographic Facility.

Source: Cryptographic Unit Support Program (CUSP)

System Action: The START command is ignored.

Operator Response: If a START command was issued when the
Cryptographic Unit Support is already active or the START command
procedure is already running, an operator STOP command must be
issued before another START command can be accepted. If the key
generator utility program is currently running, reissue the START
command when the utility program ends.
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ICU0471 MODIFY CRYPTOGRAPHY COMMAND REJECTED

Explanation:  An operator MODIFY command was issued to
change the configuration of cryptographic units, but the configuration
established by the MODIFY command does not include any
cryptographic units available to the Cryptographic Unit Support.

Source: Cryptographic Unit Support Program (CUSP)

System Action;:  MODIFY command processing ends. System proc-
essing continues with the configuration that existed before the
MODIFY command was issued.

Operator Response:  Ensure that the cryptographic units specified
in the command are physically online. Reissue the MODIFY
command.

ICU048I MODIFY CRYPTOGRAPHY -- NEW DEVICE CONFIG-
URATION IS device-addr
Explanation:  An operator MODIFY command has successfully

changed the configuration of cryptographic units. In the message,
device-addr identifies the cryptographic unit now available to the
Cryptographic Unit Support.

Source: Cryptographic Unit Support Program (CUSP)

ICUO050I USER-SUPPLIED KEY AND DEVICE device-addr KEY
DO NOT MATCH
Explanation:  The host master key supplied as input to the key gen-

erator does not have the same value as the host master key
installed in the cryptographic unit identified by device-addr.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing continues if another cryptographic unit
is available. Otherwise, processing ends.

Operator Response:  Notify the security administrator.

Application Programmer Response: If a cryptographic unit was
not available to continue processing, rerun the key generator utility
program.

Security Administrator Response:  Ensure that the host master key
installed in the cryptographic unit and the value supplied in the
PARM field of the EXEC statement are the same.

ICUO51I KEY USED TO CREATE DATA SET ddname AND
DEVICE device-addr KEY DO NOT MATCH
Explanation:  The host master key installed in the cryptographic

unit, identified by device-addr, is not the same value as the host
master key whose variants were used to encipher entries on the
cryptographic key data set (CKDS), identified in the message by
ddname.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  If another cryptographic unit is available, proc-
essing continues. Otherwise, processing ends.

Operator Response:  Notify the system programmer.

System Programmer Response: Ensure that the CKDS, defined
by the specified ddname, is the current version of the data set. If a
cryptographic unit was not available to continue processing, rerun
the key generator utility program. Notify the security administrator.
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ICUO052I DATA SETS ddname-1 AND ddname-2 NOT
CREATED WITH SAME MASTER KEY
Explanation:  The entries on the cryptographic key data set

(CKDS), identified in the message by ddname-1, were not enci-
phered under the host master key variants that are stored on the
master key variant data set (MKDS), identified in the message by
ddname-2.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Operator Response:  Notify the system programmer.

System Programmer Response: Ensure that the CKDS and
MKDS that are defined on the specified DD statements are the
current versions of the data sets. Rerun the key generator utility
program. Notify the security administrator.

ICU053I USER-SUPPLIED KEY AND KEY USED TO CREATE
ddname DO NOT MATCH
Explanation:  The value supplied to the key generator as the old

host master key (for a CHGM request) is not the value whose vari-
ants were used to encipher the entries on the cryptographic key data
set (CKDS), identified in the message by ddname.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Operator Response:  Notify the system programmer.

System Programmer Response: Ensure that the CKDS that is
defined on the specified DD statement is the current version of the
data set. Ensure that the value supplied to the key generator is the
value that was in the cryptographic unit just before the most recent
change. Rerun the key generator utility program. Notify the security
administrator.

ICU054I1 KEY VERIFICATION NOT EXECUTED. INVALID
INPUT.
Explanation:  The code that indicates which of the key verification

tests is to be performed was not valid. The code did not indicate any
of the defined key verification tests.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  The program that requested key verification (either
the key generator utility, START command processing, or MODIFY
command processing) ends.

Operator Response:  Notify the system programmer. When the
problem has been corrected, issue the START or MODIFY command
again.

Application Programmer Response: Notify the system pro-
grammer. When the problem has been corrected, run the key gener-
ator utility again.

ICU055I KEY VERIFICATION TEST FAILED DUE TO I/O
ERROR
Explanation: A cryptographic unit failed the key verification test

because of an I/O error. This error can occur following the invoca-
tion of the cryptographic unit access routine.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  If another cryptographic unit is available, proc-
essing continues. Otherwise, processing ends. A logrec data set
record is written.

Operator Response:
administrator.

Contact hardware support. Notify the security



System Programmer Response:
problem device.

Run OLTEP diagnostics for the

ICUO060I » ICUO74I

ICU060I INTERNAL CKDS LOAD FAILURE - ERROR CODE
XX yy
Explanation: A module attempted but failed to load the

cryptographic key table (CKT). The module returns xx and yy, the
return and reason codes for the error. An error was encountered
when ICUMKM17 attempted to load the CUSP cryptographic key
data set (CKDS) into an in-core tabular image of the file called the
cryptographic key table (CKT).

Source: Cryptographic Unit Support Program (CUSP)

Return Reason
Code Code Description
4 20 Error closing the CUSP CKDS.
12 4 Error opening the CUSP CKDS.
12 Unable to get storage for CKT (in subpool
231).
16 Error occurred during VSAM GET on CUSP
CKDS. If the error is a VSAM physical error,
this message is preceded by message
ICUO020I. If the error is a VSAM logical error,
this message is preceded by message
ICU0241.
28 Recovery environment could not be estab-

lished in ICUMKM17.

System Action:  Processing associated with creating the
cryptographic key table (CKT) ends.

Operator Response:  Respond according to the specific return and

reason codes.

ICUO061I CRYPTOGRAPHY FACILITY HAS BEEN TERMI-
NATED
Explanation:  An operator STOP command has successfully deacti-

vated the Cryptographic Unit Support. All current sessions and all
new sessions will fail.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  System processing continues.

ICU062I INITIALIZATION OF CRYPTOGRAPHY FACILITY
AND OPEN SYSCKDS SUCCESSFUL
Explanation:  An operator START command has successfully initial-

ized the Cryptographic Unit Support and has opened the
cryptographic key data set defined by the SYSCKDS DD statement.
Key verification must still be performed on the cryptographic unit(s)
before all functions of the Cryptographic Unit Support are opera-
tional.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  System processing continues.

ICUO070I INTERNAL BUFFER BAD ON DEVICE device-addr

Explanation:  The internal buffer of the cryptographic unit identified
by device-addr is not functioning properly.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  If at least one other cryptographic unit is available,
processing continues. Otherwise, processing ends.

Operator Response:
administrator.

Contact hardware support. Notify the security

ICUO71I I/l0 PROCESSING FAILED ON DEVICE device-addr

Explanation:  The cryptographic unit, identified by device-addr, was
unable to process input/output data because of a hardware error.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  If another cryptographic unit is available, proc-
essing continues. Otherwise, processing ends.

Operator Response:
administrator.

Contact hardware support. Notify the security

ICU072I NO DEVICE PATH TO DEVICE device-addr

Explanation:  There is no physical I/O path to the cryptographic unit
identified by device-adar.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  If another cryptographic unit is available, proc-
essing continues. Otherwise, processing ends.

Operator Response:  Notify the system programmer.

System Programmer Response: Ensure that the cryptographic
unit is physically online and logically online (by means of a VARY
command) and that the cryptographic unit's physical key is locked.
Then issue a MODIFY command to add this unit to the configuration
of cryptographic units, or issue a START command after the
Cryptographic Unit Support is stopped.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICUO073I INTERNAL LINE BUFFER TEST UNABLE TO
GETMAIN STORAGE
Explanation:  The test to determine if the internal buffer is func-

tioning properly could not be performed because the routine could
not obtain sufficient storage.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  If another cryptographic unit is available, proc-
essing continues. Otherwise, processing ends.

Operator Response:  Notify the system programmer.

System Programmer Response: Ensure that sufficient storage is
available in subpool 252. Reissue the START command or rerun the
key generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU074I UNABLE TO DYNAMICALLY ALLOCATE DEVICE
device-addr CODE xxxx
Explanation: = Dynamic allocation failed with code xxxx while

attempting to allocate or deallocate the cryptographic unit identified
by device-addr.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  If another cryptographic unit is available, proc-
essing continues. Otherwise, processing ends.

Operator Response:  Notify the system programmer.

System Programmer Response: See 0S/390 MV'S Programming:
Authorized Assembler Services Guide for the explanation of the error
code. Correct the problem and reissue the START command or
rerun the key generator utility.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.
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ICU0771 DEVICE device-addr PREVIOUSLY ALLOCATED TO
ANOTHER JOB OR TASK
Explanation:  The Cryptographic Unit Support attempted to allocate

the cryptographic unit identified by device-addr, but the unit is allo-
cated to another job or task in the system.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  If another cryptographic unit is available, proc-
essing continues. Otherwise, processing ends.

Operator Response:
administrator.

Notify the system programmer and security

System Programmer Response: Ensure that all access to any
cryptographic unit is controlled by the Cryptographic Unit Support to
benefit from the authorization checks it performs to ensure the secu-
rity of the cryptographic unit.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU078I DEVICE device-addr UNAVAILABLE - OFFLINE AND
IN USE BY A SYSTEM COMPONENT
Explanation:  The Cryptographic Unit Support attempted to allocate

the cryptographic unit identified by device-addr, but the unit was des-
ignated as not allocatable (UCBNALOC=0N).

Source: Cryptographic Unit Support Program (CUSP)

System Action:  If another cryptographic unit is available, proc-
essing continues. Otherwise, processing ends.

Operator Response:
administrator.

Notify the system programmer and security

System Programmer Response: Ensure that all access to any
cryptographic unit is controlled by the Cryptographic Unit Support to
benefit from the authorization checks it performs to ensure the secu-
rity of the cryptographic unit.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICu080I I/0 INITIALIZATION UNABLE TO ESTABLISH ESTAE
CODE xxx
Explanation:  The Cryptographic Unit Support 1/O initialization

routine, invoked by the operator START command or the key gener-
ator utility program, was unable to establish a recovery environment.
The return code from ESTAE processing is specified by xxx. See
0S/390 MVS Programming: Assembler Services Reference for
further information.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  The Cryptographic Unit Support I/O initialization or
key generator utility ends.

Operator Response:  If the code is 4, reissue the operator START
command or rerun the key generator utility program. For all other
codes, contact your system programmer. When the problem is cor-
rected, reissue the START command or rerun the key generator.

Application Programmer Response: If the code is 4, rerun the
key generator utility program. For all other codes, contact your
system programmer. When the problem is corrected, reissue the
START command or rerun the key generator.

System Programmer Response: Search problem reporting data
bases for a fix for the problem. If no fix exists, contact the IBM
Support Center.
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To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU081I I/O INITIALIZATION UNABLE TO GETMAIN SP227
STORAGE
Explanation:  The Cryptographic Unit Support 1/O initialization

routine, invoked by the operator START command or the key gener-
ator utility program, was unable to obtain sufficient storage from
subpool 227.

Source: Cryptographic Unit Support Program (CUSP)

System Action:
processing ends.

START command or key generator utility program

Operator Response:  Notify the system programmer.

System Programmer Response: Ensure that sufficient storage is
available in subpool 227. Reissue the START command or rerun the
key generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU082I NO 3848 CRYPTOGRAPHIC UNITS SYSGENED INTO
ELIGIBLE DEVICE TABLE
Explanation:  No entries with UNITNAME=3848 were found in the

eligible device table. An entry with UNITNAME=3848 must exist for
each cryptographic unit defined in the configuration, and at least one
such entry must exist for successful initialization of the Cryptographic
Unit Support.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  START command or key generator utility proc-

essing ends.

Operator Response:  Notify the system programmer.

System Programmer Response: Ensure that at least one
cryptographic unit is defined during system generation. Reissue the
START command or rerun the key generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU084l IEFAB4UV UNABLE TO GETMAIN SP230 STORAGE

Explanation:  The allocation unit verification routine (IEFAB4UV)
that is used by the /O initialization routine, invoked by the operator
START command or the key generator utility program, was unable to
obtain sufficient storage from subpool 230.

Source: Cryptographic Unit Support Program (CUSP)

System Action:
essing ends.

START command or key generator utility proc-

Operator Response:  Notify the system programmer. When the
problem is corrected, issue the START command again.

Application Programmer Response: Notify the system pro-
grammer. When the problem is corrected, run the key generator
utility program again.

System Programmer Response: Ensure that sufficient storage is

available in subpool 230.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.



ICU085I NO CRYPTOGRAPHIC UNITS AVAILABLE
Explanation:  All cryptographic units failed with one of the following
errors:

e Key verification test failed
¢ Internal buffer test failed

e Sufficient storage to perform the internal buffer test could not be
obtained.

e The cryptographic unit could not be opened.
One or more messages that explain the error precede this message.
Source: Cryptographic Unit Support Program (CUSP)

System Action:
ends.

START command or key generator processing

Operator Response:  Notify the system programmer.

System Programmer Response: Respond to the problem
described by the preceding message.

ICU1001 WEAK KEY SPECIFIED

Explanation: A weak clear key value was specified on a LOCAL,
LOCAL-GROUP, REMOTE, or CROSS control statement for the key
generator utility program. The control statement containing the weak
key precedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Supply a new clear key
value on the control statement or remove the KEY parameter com-
pletely to let the key generator utility program generate a clear key
value. See DFSMS/MVS Using Data Sets for a description of weak
key values. Rerun the utility program, specifying the CHGK function
on the EXEC statement and providing the corrected control state-
ment as input.

ICU1002 INVALID VERB

Explanation: A verb specified on a control statement for the key
generator utility program was not valid. The control statement con-
taining the error precedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Correct the verb on the
control statement. The valid verbs are LOCAL, LOCAL-GROUP,
REMOTE, CROSS, EXTRA-LOCAL, EXTRA-REMOTE,
EXTRA-CROSS, REASGN, and INSTDAT. The verb must be pre-
ceded and followed by a blank. Rerun the key generator utility
program, specifying the CHGK function on the EXEC statement and
providing the corrected control statement as input.

ICU1003 SYNTAX ERROR IN KEY

Explanation:  An incorrect clear key value was specified on a
LOCAL, LOCAL-GROUP, REMOTE, or CROSS control statement for
the key generator utility program. The control statement containing
the error precedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Supply a valid clear key
value on the control statement. A valid value consists of 16
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hexadecimal digits. (Valid hexadecimal digits are O through 9 and A
through F.) Rerun the key generator utility program, specifying the
CHGK function on the EXEC statement and providing the corrected
control statement as input.

ICU1004 SYNTAX ERROR IN LABEL

Explanation:  An incorrect label was specified on a LOCAL,
LOCAL-GROUP, REMOTE, CROSS, or REASGN control statement
for the key generator utility program. The control statement con-
taining the error precedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Supply a valid label on the
control statement. A valid label consists of 1 to 8 alphameric charac-
ters. Valid alphameric characters are A through Z and 0 through 9.
Rerun the key generator utility program, specifying the CHGK func-
tion on the EXEC statement and providing the corrected control
statement as input.

ICU1005 INVALID OR REDUNDANT KEYWORD SPECIFIED

Explanation: ~ An incorrect or redundant keyword parameter was
specified on a LOCAL, LOCAL-GROUP, REMOTE, CROSS, or
REASGN control statement for the key generator utility program. The
control statement containing the error precedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Correct the keyword param-
eter or remove the redundant keyword parameter on the control
statement. Rerun the key generator utility program, specifying the
CHGK function on the EXEC statement and providing the corrected
control statement.

ICU1006 INVALID VALUE SPECIFIED ON EXTRA STATE-
MENT
Explanation:  One of the following conditions was encountered on

an EXTRA-LOCAL, EXTRA-CROSS, or EXTRA-REMOTE control
statement for the key generator utility program:

¢ The first through fourth characters of the value for label-base
were not alphameric.

e The fifth through eighth characters of the value for label-base
were not numeric.

¢ An incorrect number of additional keys was requested.
The control statement containing the error precedes this message.
Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: If the alphameric portion of
the label-base is incorrect, supply a valid value on the control state-
ment. A valid value consists of 4 alphameric characters. Valid alpha-
meric characters are A through Z and 0 through 9.

Otherwise, correct the numerical portion of the label-base and/or the
number of additional keys requested on the control statement. The
sum of these two values must not exceed 9999.

Rerun the key generator utility program, specifying the CHGK func-
tion on the EXEC statement and providing the corrected control
statement.
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ICU1007 STATEMENT REJECTED BY INSTALLATION EXIT

Explanation: A control statement was rejected by the key gener-
ator utility program installation exit routine. The rejected control state-
ment precedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Follow local procedures for
errors detected by the key generator utility program installation exit
routine. Correct the error and, if necessary, rerun the utility program.
Specify the CHGK function on the EXEC statement and provide the
corrected control statement.

ICU1008 REQUIRED PARAMETER INFORMATION MISSING

Explanation: The key generator utility program found that the value
for the SETM, CHGM, or SEED parameter on the EXEC statement is
missing.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: Supply the missing value in
the PARM field of the EXEC statement and rerun the key generator
utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1009 DUPLICATE LABEL; KEY NOT ADDED

Explanation: A user requested the key generator utility program to
add a label and its associated secondary key-encrypting key to the
cryptographic key data set (CKDS), but the specified label was
already defined in the CKDS. The rejected control statement pre-
cedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Assign a unique label to the
key and rerun the key generator utility program, specifying the CHGK
function on the EXEC statement and providing the corrected control
statement.

ICU1010 LABEL NOT FOUND; NOT PROCESSED

Explanation: A user requested the key generator utility program to
update a secondary key-encrypting key or to delete a label and its
associated key from the cryptographic key data set (CKDS), but the
specified label was not defined in the CKDS. The rejected control
statement precedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Supply the correct label and
rerun the key generator utility program, specifying the CHGK function
on the EXEC statement.
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ICU1011

Explanation: A physical I/O error occurred when the key generator
utility program attempted to access the SYSCKDS or SYSNCKDS
data set.

synad I/O error message from VSAM

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

System Programmer Response: See the explanation of the
accompanying VSAM physical I/O error message in your VSAM
macro instruction book. If the volume caused the error, use a backup
copy of the CKDS on a different volume. (If you do not want to
re-IPL the system, ensure that the new copy of the CKDS uses the
same host master key as the old copy.) If the device caused the
error, move the volume containing the CKDS to an alternate device.

Rerun the key generator utility program as follows. If the SETM or
CHGM function was requested and the host master key was not set
(message ICU010I was not issued), rerun the entire job. Otherwise,
use this listing to determine which control statements were proc-
essed successfully. Then rerun the utility program using the CHGK
function to process the remaining control statements.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1012 PROCESSING TERMINATES DUE TO INSTALLA-
TION EXIT REQUEST
Explanation:  The key generator utility program stops processing at

the request of the installation exit routine. If the problem occurred
while the utility program was processing a change to the host master
key, the contents of the PARM field of the EXEC statement precede
this message. If the problem occurred while the utility program was
processing a SYSIN control statement, the control statement pre-
cedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: Follow local procedures.

ICU1013 PROCESSING ENDED DUE TO ESTAE OR STAE
RETURN CODE xxx
Explanation: The key generator utility program attempted to use

the ESTAE system service, but the error code xxx was returned.
Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends. No control
statements are processed.

Application Programmer Response: If the code is 14, run the key
generator utility program again. For all other codes, contact your
system programmer. When the problem is corrected, run the key
generator utility program again.

System Programmer Response: Search problem reporting data
bases for a fix for the problem. If no fix exists, contact the IBM
Support Center.
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ICU1014 SYSIN DATA SET EMPTY; NO PROCESSING
OCCURRED
Explanation: The CHGK function of the key generator utility

program was requested but no control statements could be found.
Source: Cryptographic Unit Support Program (CUSP)
System Action:  Key generator utility processing ends.

Application Programmer Response: Add the desired control
statements to the SYSIN data set and rerun the key generator utility
program.

ICU1015  UNABLE TO [OPEN | CLOSE | ddname [CODE rc]

Explanation:  The key generator utility program was unable to open
or close the data set defined by the DD statement identified by
ddname.

If the data set is a VSAM data set (SYSCKDS or SYSNCKDS), the
VSAM return code rc is included to help identify the error. For the
explanation of the return code, see the description of the VSAM
macro. This message is accompanied by a VSAM error message
that further identifies the problem.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: If the problem occurred while
trying to open a data set, check the JCL. Be sure the required DD
statements were included, that they have the correct ddnames, and
that they define the correct data sets. The following ddnames are
valid: SYSCKDS, SYSNCKDS, SYSIN, and SYSMKDS.

Note: An open failure can also occur if the SYSCKDS or
SYSNCKDS data set was defined without the proper parame-
ters on the access method services DEFINE CLUSTER
command.

Correct the problem and rerun the key generator utility program as
follows. If the SETM or CHGM function was requested and the host
master key was not set, (message ICU010I was not issued), rerun
the entire job. Otherwise, use this listing to determine which control
statements were processed successfully. Then rerun the utility
program using the CHGK function to process the remaining control
statements.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1017 CRYPTOGRAPHY STARTED; INVALID KEY GENER-
ATOR REQUEST
Explanation:  The key generator utility program was unable to run

because the Cryptographic Unit Support was active.
Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: When the Cryptographic Unit
Support is stopped and there are no cryptographic sessions or jobs
running in the system, rerun the key generator utility program to
change the host master key. Restart the Cryptographic Unit Support
by entering an operator START command.

ICU1018 KEY GENERATION NOT ALLOWED - text
text is
TOD CLOCK ERROR
SEED NOT SUPPLIED
Explanation:  An error was encountered when the key generator

utility program attempted to read the time-of-day (TOD) clock, the
TOD clock was inoperative, or a seed value was not supplied on the
EXEC statement. Processing continues; however, no keys can be
generated.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing continues.

Application Programmer Response: If the problem involves the
TOD clock, contact your service representative. If a seed value was
not supplied, ignore this message unless message ICU1025 also
appears. If message ICU1025 appears, see the description of
message ICU1025.

ICU1019 CRYPTOGRAPHY SYSTEM MASTER KEY HAS
BEEN SET
Explanation:  The key generator utility program has successfully set

the host master key. If there are any control statements requesting
updates to the secondary key-encrypting keys, they are processed at
this time.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing continues.

ICU1020 INVALID KEYWORD SPECIFIED IN PARM FIELD

Explanation: A keyword parameter specified in the PARM field of
the EXEC statement for the key generator utility program was not
valid.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: Supply a valid keyword
parameter in the PARM field. The valid keyword parameters are
SETM, CHGM, CHGK, and SEED. Rerun the key generator utility
program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1021 WEAK SYSTEM MASTER KEY SPECIFIED

Explanation: A weak value for the new host master key was speci-
fied in the PARM field of the EXEC statement for the key generator
utility program.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: Supply a new host master
key value and its complement in the PARM field of the EXEC state-
ment. See DFSMS/MVS Using Data Sets for a description of weak
key values. Rerun the key generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.
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ICU1023 INVALID RETURN CODE FROM INSTALLATION
EXIT; PROCESSING TERMINATES
Explanation: A return code provided by the key generator utility

program installation exit was not valid. If the problem occurred while
the key generator utility program was processing a change to the
host master key, the contents of the PARM field of the EXEC state-
ment precede this message. If the problem occurred while the utility
program was processing a SYSIN control statement, the control
statement precedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: Check the installation exit
routine to determine if there are any problems in the module and
make any necessary corrections. Link edit the key generator utility
program with the corrected exit routine. (See DFSMS/MV'S Using
Data Sets.) Rerun the key generator utility program as follows. Rerun
the entire job if the SETM or CHGM function was requested and the
host master key was not set (the contents of the PARM field precede
this message).

Otherwise, use this listing to determine which control statements
were processed successfully. Then rerun the utility program using
the CHGK function to process the remaining control statements.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1024 REQUIRED OPERANDIS] MISSING; STATEMENT
IGNORED
Explanation: ~ While scanning a SYSIN control statement, the key

generator utility program could not find one or more required param-
eters. LOCAL, LOCAL-GROUP, REMOTE, and CROSS control
statements require a label. EXTRA-LOCAL, EXTRA-REMOTE, and
EXTRA-CROSS control statements require a number and a label-
base. The REASGN control statement requires an existing label and
a new label. The control statement containing the error precedes this
message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Correct the control state-
ment. Rerun the key generator utility program, specifying the CHGK
function on the EXEC statement and providing the corrected control
statement.

ICU1025 REQUIRED INPUTS FOR KEY GENERATION NOT
AVAILABLE
Explanation:  The key generator utility program attempted to gen-

erate a key for a control statement and either a problem occurred
with the time-of-day (TOD) clock or a valid seed value was not sup-
plied on the EXEC statement. Message ICU1018, which identifies
the specific problem, and the control statement being processed
when the problem occurred, precede this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

¢ If message ICU1018 stated that there is a problem involving the
TOD clock, contact your service representative.

¢ If message ICU1018 stated that a seed value was supplied, add
a seed value to the EXEC statement.
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Rerun the key generator utility program specifying the CHGK func-
tion on the EXEC statement and providing the control statement that
was being processed when the problem occurred.

ICU1030 INVALID SMF DATA LENGTH FROM INSTALLATION
EXIT; PROCESSING TERMINATES
Explanation: The key generator installation exit routine returned

the SMF buffer with a value greater than 64 in the length field.
Source: Cryptographic Unit Support Program (CUSP)

System Action:  The key generator utility program does not include
the installation-defined data in the SMF record. The program writes
the SMF record to the SMF data set and stops processing.

Application Programmer Response: Check the installation exit
routine to determine if there are any problems in the module and
make any necessary corrections. Link edit the key generator utility
program with the corrected exit routine. See DFSMS/MVS Using
Data Sets Rerun the key generator utility program as follows. If the
SETM or CHGM function was requested and the host master key
was not set (message ICU010l was not issued), rerun the entire job.
Otherwise, use this listing to determine which control statements
were processed successfully. Then rerun the utility program using
the CHGK function to process the remaining control statements.
Notify the security administrator.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1031 INVALID DELIMITER IN PARM FIELD

Explanation: ~ While scanning the PARM field of the EXEC state-
ment, the key generator utility program did not find an expected
delimiter or encountered an unexpected delimiter.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: The valid delimiters are
comma, right and left parentheses, and blank. Correct the error and
rerun the key generator utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1032 CRYPTOGRAPHY EMK FUNCTION FAILED - CODE
XX
Explanation:  An error occurred during the processing of an EMK

macro instruction issued by the key generator utility program. In the
message text, xx is the error return code from the EMK macro. The
values of xx and their explanations are as follows:

Code Explanation

4 The Cryptographic Unit Support has not been initialized.

8 An incorrect operation was requested; the macro was not
EMK.

12 An ESTAE recovery environment could not be established
or an unrecoverable I/O error occurred.

32 The address of the clear key-encrypting key or the address
of the enciphered key-encrypting key was specified as
zero.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: Contact your programming
support personnel. When the problem has been corrected, rerun the
key generator utility program as follows. If the SETM or CHGM func-
tion was requested and the host master key was not set, (message



ICUO010I was not issued), rerun the entire job. Otherwise, use this
listing to determine which control statements were processed suc-
cessfully. Then rerun the utility program using the CHGK function to
process the remaining control statements.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1033 CRYPTOGRAPHY CIPHER FUNCTION FAILED -
CODE xx
Explanation:  An error occurred during the processing of a CIPHER

macro instruction issued by the key generator utility program. In the
message text, xx is the error return code from the macro. The values
of xx and their explanations are as follows:

Code Explanation

4 The Cryptographic Unit Support has not been initialized.
The data could not be enciphered or deciphered.

8 An incorrect operation was requested; the macro was not
CIPHER.

12 An ESTAE recovery environment could not be established

or an unrecoverable I/O error occurred.

16 The length of the data to be enciphered or deciphered was
specified as zero or as a negative number, or exceeded
the maximum specified in the installation options module.

20 The BRANCH=YES parameter was specified, but the
program issuing the macro is not running in supervisor
state.

32 The address of the clear data or the enciphered data was
specified as zero.

40 A retry of the CIPHER request was required but could not
be performed because the input area and output area
overlapped.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: Contact your programming
support personnel. When the problem has been corrected, rerun the
key generator utility program as follows. If the SETM or CHGM func-
tion was requested and the host master key was not set (message
ICUO010I was not issued), rerun the entire job. Otherwise, use this
listing to determine which control statements were processed suc-
cessfully. Then rerun the utility program using the CHGK function to
process the remaining control statements.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1034 CRYPTOGRAPHY KEY TRANSLATION FAILED -
CODE xx
Explanation: ~ An error has occurred during key translation proc-

essing. The translation was requested by the key generator utility
program. In the message text, xx is the error return code from the
key translation process. The values of xx and their explanations are
as follows:

Code Explanation

4 The Cryptographic Unit Support has not been initialized.
8 The operation requested was not valid.
12 An ESTAE recovery environment could not be established

or an unrecoverable 1/O error occurred.

24 Bad parity was detected in the local, remote, or cross key.
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28 The program requesting the key translation function is not
APF-authorized or in supervisor state or running under
storage protect key 0 through 7.

32 The address of the enciphered data-encrypting key or the
address of the enciphered key-encrypting key was speci-
fied as zero.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: Contact your programming
support personnel. When the problem has been corrected, rerun the
key generator utility program as follows. If the SETM or CHGM func-
tion was requested and the host master key was not set (message
ICUO010I was not issued), rerun the entire job. Otherwise, use this
listing to determine which control statements were processed suc-
cessfully. Then rerun the utility program using the CHGK function to
process the remaining control statements.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1035

Explanation:  An 1/O error occurred while the key generator utility
program was processing the non-VSAM data set defined by the
SYSMKDS or SYSIN DD statement. The format and explanation of
the message is in the description of the SYNADAF macro in your
VSAM macro instruction book.

synad message for non-VSAM

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: See DFSMS/MVS Macro
Instructions for Data Sets for the explanation of the message.
Correct the problem and rerun the key generator utility program as
follows. If the SETM or CHGM function was requested and the host
master key was not set (message ICU010I was not issued), rerun
the entire job. Otherwise, use this listing to determine which control
statements were processed successfully. Then rerun the utility
program using the CHGK function to process the remaining control
statements.

Notify the security administrator.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1036 CKDS ENTRY SUCCESSFULLY DELETED

Explanation:  The key generator utility program has successfully
deleted an entry from the cryptographic key data set (CKDS). The
control statement that was processed precedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing continues.

ICU1038 NO CRYPTOGRAPHIC UNITS ARE AVAILABLE
WITH A VERIFIED KEY
Explanation:  The key generator has determined that either key ver-

ification has not completed successfully for any of the cryptographic
units that are online or that key verification has completed success-
fully for a cryptographic unit but the master key in the cryptographic
unit has been changed.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: Notify the security adminis-
trator. Determine if message ICU050I, ICUO51I, ICUO52I, ICUO053I,
ICUO054l, or ICUO55I was issued; if so, refer to that message for the
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appropriate response and rerun the job. If not, then the cryptographic
unit was tampered with while the key generator was running. Ensure
that the master key in the cryptographic unit is properly installed.
Then rerun the key generator as follows. If the SETM or CHGM func-
tion was requested and the host master key was not set (message
ICUO010I was not issued), rerun the entire job. Otherwise, use this
listing to determine which control statements were processed suc-
cessfully. Then rerun the utility program using the CHGK function to
process the remaining control statements.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1039 LABEL IS A RESERVED KEY WORD

Explanation:  The label supplied for a cryptographic key data set
(CKDS) entry is not valid. The following key words cannot be used
for labels: LOCAL, REMOTE, CROSS, REASGN, ADD, UPDATE,
DELETE, KEY, IKEY, KEYLOC, IKEYLOC, KEYREM, IKEYREM.
The control statement containing the error precedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Correct the label on the
control statement. Rerun the key generator utility program, specifying
the CHGK function on the EXEC statement providing the corrected
control statement.

ICU1040 LOCAL-GROUP STATEMENT CONTAINS TOO
MANY LABELS
Explanation: =~ The maximum number of labels that can be specified

on a LOCAL-GROUP control statement is 64. The control statement
containing the error precedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Rerun the key generator
utility program, specifying the CHGK function on the EXEC state-
ment. Provide more than one LOCAL-GROUP control statement as
necessary so that each does not specify more than 64 labels.

ICU1041 CONTINUATION CARD EXPECTED AND NOT
FOUND
Explanation: A LOCAL-GROUP or CROSS control statement was

expected to continue (that is, it ended with a comma) but did not.
The control statement containing the error precedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Correct the format of the
control statement or add the continuation card. Rerun the key gen-
erator utility program, specifying the CHGK function on the EXEC
statement and providing the corrected control statement.
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ICU1042 INVALID CHANGE REQUESTED

Explanation: A control statement requests a change to an entry in
the cryptographic key data set (CKDS); however, the change con-
flicts with the existing entry. For a REASGN control statement, if the
new label already exists on the CKDS, it must contain the same type
of key-encrypting key as the existing label entry. For a LOCAL,
REMOTE, or CROSS control statement, the updated or deleted entry
must have the same type of key-encrypting key as the old CKDS
entry. That is, to update or delete a local key, use a LOCAL control
statement; to update or delete a remote key, use a REMOTE control
statement; and to update or delete cross keys, use a CROSS control
statement. The control statement containing the error precedes this
message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Processing ends for this control statement. Proc-
essing continues for any other control statements.

Application Programmer Response: Correct the control statement
in error. Rerun the key generator utility program, specifying the
CHGK function on the EXEC statement and providing the corrected
control statement.

ICU1043 CKDS RECORD WITH VERIFICATION PATTERNS
NOT FOUND
Explanation:  The key generator has searched the cryptographic

key data set (CKDS) and cannot locate the records that contain the
verification patterns. (These verification patterns are derived when
the CKDS is created and are used in the key verification procedure.)
The records are expected to have labels of
X'DACBEDFCEDCCFEEL' and X'DACBEDFCEDCCFEE2'.
Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: Notify the security adminis-
trator. The CKDS is probably not usable. If a back-up copy of the
CKDS is available, use it; otherwise, the CKDS must be recreated.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1044 THE ATTACH OF TASK ICUMKGO04 FAILED WITH
CODE xx
Explanation:  An error occurred when the key generator issued the

ATTACH macro instruction for ICUMKGO04. The module could not be
found in SYS1.LINKLIB. This module is invoked when the key gener-
ator has determined that the cryptographic unit has been tampered
with. ICUMKGO04 will try to locate another cryptographic unit that is
available to the Cryptographic Unit Support.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: Notify the security adminis-
trator. Ensure that the module ICUMKGO04 is properly loaded in
SYSL1.LINKLIB and rerun the key generator utility.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.



ICU1045 INSUFFICIENT SPACE ON ddname

Explanation:  The key generator utility program could not complete
a request to build or update the data set defined in the message by
ddname because there is insufficient space on the target data set.

If the problem occurred while the utility program was processing a
change to the host master key, the contents of the PARM field of the
EXEC statement precede this message. If the problem occurred
while the utility program was processing a SYSIN control statement,
the control statement precedes this message.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response:
grammer.

Notify your system pro-

System Programmer Response: If the SETM or CHGM function
was requested and the host system master key was not set (the con-
tents of the PARM field precede this message), define a larger target
data set for the CKDS and rerun the entire job. Otherwise, the key
generator utility program failed while processing a SYSIN control
statement and one of the following must be done.

* Reorganize the target CKDS to force more efficient space utili-
zation.

¢ Define a larger data set for use as the new target CKDS and
copy the contents of the original target CKDS to the larger data
set.

Then, use this listing to determine which control statements were
processed successfully and rerun the key generator utility program
using the CHGK option to process the remaining control statements.

For information on defining and reorganizing the CKDS, see
DFSMS/MVS Access Method Services for VSAM. The commands
needed to define, reorganize, and copy the data set are described in
DFSMS/MVS Access Method Services for VSAM and DFSMS/MVS
Macro Instructions for Data Sets.

Notify the security administrator.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1046 INVALID SYNTAX FOR {OLD MASTER KEY | NEW
MASTER KEY | SEED}
Explanation:  An incorrect value for the SETM, CHGM, or SEED

parameter was found in the PARM field of the EXEC statement for
the key generator utility program.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

Application Programmer Response: Correct the value in the

ICU1045 » ICU1048

PARM field of the EXEC statement. A valid value consists of 16
hexadecimal digits. (Valid hexadecimal digits are 0 through 9 and A
through F.) Rerun the key generator utility program.

ICU1047 UNEXPECTED VSAM ERROR ON ddname CODE rc
[FDBK code]
Explanation:  An error occurred when the key generator utility

program attempted to read from or write to the data set identified by
ddname in the message. In the message, rc is the return code that
identifies the error. If rc identifies a logical error, then FDBK code
indicates the specific logical error that has occurred.

Source: Cryptographic Unit Support Program (CUSP)

System Action:  Key generator utility processing ends.

System Programmer Response: For an explanation of the return
code and feedback code, see the description of the VSAM macro.
Correct the problem and rerun the utility program as follows. If the
SETM or CHGM function was requested and the host master key
was not set (message ICU010I was not issued), rerun the entire job.
Otherwise, use this listing to determine which control statements
were processed successfully. Then rerun the utility program using
the CHGK function to process the remaining control statements.
Notify the security administrator.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.

ICU1048 INCORRECT VALUE SPECIFIED ON PARM CARD
FOR OLD SYSTEM MASTER KEY
Explanation: ~ When attempting to change the host master key

(CHGM), the key generator utility encountered a incorrect old host
master key value in the PARM field on the EXEC statement.
Source: Cryptographic Unit Support Program (CUSP)

System Action: ~ Key generator utility processing ends.

Application Programmer Response: Correct the value of the old
host master key in the EXEC statement and rerun the key generator
utility program.

To ensure that you have all the messages issued for this problem,
specify MSGLEVEL=(1,1) for the job.
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IDA Messages

IDAQO1 « IDAOOG

IDA0O1
Explanation:

INVALID POSITIONAL PARAMETER, prm - IGNORED
The specified positional parameter is not valid.

In the message text:

prm Indicates the specified positional parameter.

Source: DFSMSdfp

Detecting Module:  IDAMDVRP

System Action:  The system ignores the positional parameter. The
system expands the macro normally.

Application Programmer Response: This is probably an error in
the calling program. Correct the positional parameter. Submit the job
again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input for the job.

IDA002

Explanation:

keyword KEYWORD REQUIRED - NOT SPECIFIED
The caller omitted a required keyword.

In the message text:

keyword

Source: DFSMSdfp

System Action:

The keyword.

The system does not expand the macro.

Application Programmer Response: This is probably an error in
the calling program. Provide the required keyword and value. Submit
the job again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input for the job.

IDA003 INVALID VALUE, value, SPECIFIED FOR keyword
KEYWORD

Explanation:  The value specified for the indicated keyword was

incorrect.

In the message text:
value The specified value.
keyword
Source: DFSMSdfp
Detecting Module:

The keyword.

IDAMDVRP

System Action:  The system does not expand the macro.

Application Programmer Response: This is probably an error in
the calling program. Correct the erroneous value. Submit the job
again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input associated with the job.

© Copyright IBM Corp. 1988, 1999

IDA004 keyword KEYWORD NOT VALID FOR EXECUTE
FORM - IGNORED
Explanation:  The indicated keyword is not valid for the execute

form of the macro.

In the message text:
keyword
Source: DFSMSdfp

System Action:  The system ignores the keyword. The system
expands the macro normally.

The keyword.

Application Programmer Response: This is probably an error in
the calling program. Remove the keyword from the execute form of
the macro. Specify the keyword on the list form, which is referred to
by the execute form.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input associated with the job.

IDA005 INVALID OR DUPLICATE SUBLIST ITEM FOR
keyword KEYWORD, xxx
Explanation:  The specified sublist item is not valid or is duplicated

for the keyword.

In the message text:
keyword  The keyword.

XXX The name of the sublist item.
Source: DFSMSdfp

System Action:  The system does not expand the macro.

Application Programmer Response: This is probably an error in
the calling program. Correct the sublist item. Resubmit the job.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input for the job.

IDAO06 keyword VALUE, value, NOT VALID FOR LIST FORM

Explanation:  The specified value for the keyword is not valid for
the list form of the macro.

In the message text:

keyword  The keyword.

value The specified value.
Source: DFSMSdfp

System Action:  The system does not expand the macro.

Application Programmer Response: This is probably an error in
the calling program. Correct the erroneous value. Submit the job
again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input for the job.

IDA-1
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IDAOO7

Explanation:

LOGIC ERROR IN MACRO mac
The system detected a logic error in the macro.
In the message text:
mac The name of the macro.
Source: DFSMSdfp
System Action:  The system does not expand the macro.

Application Programmer Response: Determine where the error
occurs in the macro. Correct the error. Run the job again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input for the job.

IDAO08 INCOMPATIBLE SUBLIST ITEMS. xxx AND yyy, FOR
keyword KEYWORD

Explanation:  The sublist items specified for the keyword are incom-

patible.

In the message text:

XXX

Yy The specified sublist names.

keyword  The keyword.

Source: DFSMSdfp

System Action:  The system does not expand the macro.

Application Programmer Response: Remove one of the incom-

patible sublist items. Run the job again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input for the job.

IDAO09 nnn CONTROL BLOCK KEYWORDS SPECIFIED -
ONLY ONE ALLOWED
Explanation:  The caller specified more than one control block for a

TESTCB macro. This is an error.

In the message text:

nnn The number of control block keywords specified.
Source: DFSMSdfp

System Action:  The system does not expand the macro.

Application Programmer Response: Remove all but one of the
control block keywords. Run the job again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input for the job.

IDA010 EXIT ADDRESS REQUIRED FOR keyword
KEYWORD - NOT SPECIFIED

Explanation:  An exit address required for the keyword was not

specified.

In the message text:
keyword
Source: DFSMSdfp

The keyword.
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System Action:  The system does not expand the macro.

Application Programmer Response:
address. Run the job again.

Supply the required exit

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input for the job.

IDAO11 keyword IS NOT A VALID xxx KEYWORD - IGNORED
Explanation:  The specified keyword is not valid for the control
block.

In the message text:

keyword  The keyword.

XXX The control block.

Source: DFSMSdfp

System Action:  The system ignores the incorrect keyword. The
system expands the macro normally.

Application Programmer Response: Remove the incorrect

keyword. Run the job again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input for the job.

IDA018 VTAM KEYWORD, keyword, SPECIFIED WITHOUT
SPECIFYING AM=VTAM
Explanation: The specified VTAM keyword is not valid because

AM=VTAM was not specified.
In the message text:

keyword
Source: DFSMSdfp
System Action:

The keyword.

The system does not expand the macro.

Application Programmer Response: Either remove the incorrect
keyword or specify AM=VTAM. Run the job again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input for the job.

IDA019 KEYWORDS keywordl AND keywd2 ARE INCOM-
PATIBLE
Explanation:  The indicated keywords cannot be specified together.

In the message text:

keyword1

keyword2 The specified keywords.
Source: DFSMSdfp
Detecting Module:  IDA0192V
System Action:  The system does not expand the macro.

Application Programmer Response: Correct the error by speci-
fying compatible keywords. Run the job again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.



Provide the program listing, the assembly listing, and the source
input for the job.

IDA020 « IDAO26

Provide the program listing, the assembly listing, and the source
input for the job.

IDA020 VTAM SUBLIST ITEM, xxx, SPECIFIED FOR keyword
KEYWORD WITHOUT SPECIFYING AM=VTAM
Explanation: The VTAM sublist item specified for the keyword is

not valid because AM=VTAM was not specified.
In the message text:

XXX The specified sublist item.

keyword
Source: DFSMSdfp
Detecting Module:

The keyword.

IDA0200T

System Action:  The system does not expand the macro.

Application Programmer Response: Specify AM=VTAM. Run the

job again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input for the job.

IDA021 keyword1l AND keywd2 KEYWORDS MUST BE SPEC-
IFIED TOGETHER BUT ONE IS MISSING
Explanation:  The keywords specified in the message text form a

pair. One cannot be specified without the other.
In the message text:

keyword1

keyword2 The keywords.

Source: DFSMSdfp

System Action:  The system does not expand the macro.

Application Programmer Response: Supply the missing keyword
or remove the one specified. Run the job again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input for the job.

IDA022 CONFLICTING SUBLIST ITEMS WERE SPECIFIED
FOR keyword KEYWORD

Explanation:  The keyword was specified with conflicting sublist

items.

In the message text:
keyword
Source: DFSMSdfp
System Action:

The keyword.

The system does not expand the macro.

Application Programmer Response: Correct the sublist item or
items that are in conflict. Run the job again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.

IDA024 keyword, A VSAM KEYWORD SPECIFIED FOR A
NON-VSAM CONTROL BLOCK
Explanation:  The specified keyword is a VSAM keyword, but it is

being specified for a non-VSAM control block.
In the message text:

keyword
Source: DFSMSdfp

System Action:

The keyword.

The system does not expand the macro.

Application Programmer Response: Correct the error by speci-
fying a non-VSAM keyword. Run the job again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input for the job.

IDA025 www, xxx, yyy CONFLICTING SUBPARAMETERS IN
keyword KEYWORD, www ASSUMED
Explanation: More than one subparameter was specified for the

indicated keyword. This is an error.

In the message text:

www
XXX

yyy The specified subparameters.
keyword  The keyword.

Source: DFSMSdfp

System Action:
default.

The system expands the macro using www as the

Application Programmer Response: Specify one of the conflicting
subparameters for the keyword. Run the job again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the program listing, the assembly listing, and the source
input for the job.

IDA026 keyword1l CONFLICTS WITH keywd2. keywd1
IGNORED.
Explanation:  The meaning of the first keyword specified either con-

flicts with or repeats the meaning of the second keyword specified.
In the message text:

keyword1

keyword2 The specified keywords.

Source: DFSMSdfp

System Action:  The macro expands, using keyword2.

Application Programmer Response: Remove one of the
keywords from the macro. Run the job again.
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Application Programmer Response: Probable user error. All of

IDA027 ALL FOUR PARAMETERS: _keywordl, keywad2, the listed keywords must be specified. Check the spelling.

keywd3, AND keywd4 MUST BE SPECIFIED.

Explanation:  The indicated keywords must be specified in the
macro.

Source: DFSMSdfp
Detecting Module:  IDAMDVRP

System Action:  The request ends unsuccessfully.
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IDC Messages

IDCO001I  FUNCTION COMPLETED, HIGHEST CONDITION
CODE WAS cde
Explanation:  The system issues this message upon completion of

any functional command. If an error has occurred, the condition code
is not 0. If an error has occurred, it will be indicated by error mes-
sages that precede the completion message.

In the message text:
cde The highest condition code of the completed function.
Source: DFSMSdfp

Detecting Module:  IDCALO1, IDCBIO1, IDCCCO01, IDCDEO1,
IDCDLO1, IDCLCO1, IDCLRO1, IDCMPO1, IDCPMO01, IDCPRO1,
IDCRCO01, IDCRMO01, IDCRPO1, IDCRSO01, IDCVY01, IDCXP01

System Action:  The system sets the last condition code (LASTCC)
to cde. The system sets the maximum condition code (MAXCC) if
cde is greater than the current MAXCC value.

IDCO001I » IDCO063I

cde The condition code, as follows:
4 Attention message. The system will complete
processing.
8 Serious error. The system completed proc-
essing.
12 Abnormal error. The system abnormally ends

the command.
Source: DFSMSdfp

Detecting Module:  IDCALO1, IDCBIO1, IDCCCO01, IDCDEO1,
IDCDLO1, IDCLCO1, IDCMPO1, IDCRMO01, IDCRSO05, IDCVYO01,
IDCXPO1

System Action:  The system either completes or abnormally ends
processing depending on the condition code.

Application Programmer Response: Determine the cause of the
error. Correct the error. Run the job again.

IDCO0002I IDCAMS PROCESSING COMPLETE. MAXIMUM
CONDITION CODE WAS cde
Explanation: The system issues this message at the completion of

the job. If an error occurred, the condition code is not 0.

In the message text:

cde The highest condition code of the completed job.
Source: DFSMSdfp

System Action:  The system places the highest condition code
(MAXCC) set during the step in register 15.

IDCO005I

Explanation: The system issues this message to indicate the
number of records processed by the job.

NUMBER OF RECORDS PROCESSED WAS nnn

In the message text:
nnn Depending on the command, nnn indicates the following:

¢ For the catalog reload function of the REPRO
command, the number of records read from the
input data set.

e For EXPORT and all other REPRO and PRINT
commands, the number of records written to the
output data set. If input records were selectively
processed, the number includes only those actually
written to the output data set. If the Access Method
Services Cryptographic Option Program Product is
installed and the ENCIPHER parameter of the
REPRO command was used, then the number
includes one or more header records.

Source: DFSMSdfp
Detecting Module:  IDCPRO1

System Action:  The system continues processing.

IDC0014lI LASTCC=cde

Explanation:  The system issues this message when a nonzero
condition code is returned by any functional command upon its com-
pletion. If the condition code is greater than O, error messages
precede this message.

In the message text:

© Copyright IBM Corp. 1988, 1999

IDC0018I

Explanation:
Source: IDCAMS
Detecting Module:

MAXIMUM NUMBER OF CVOL ENTRIES EXCEEDED
Only 1455 CVOL entries may be referenced.

IDCSA02
JOB COMPLETES

Operator Response:  None

System Action:

User Response: None
Application Programmer Response: None

System Programmer Response: None

IDC0038I IDC0038I COMPRESSION INTERFACE USED, DATA
TRANSFER COMPLETE.
Explanation:  This message may be issued after doing a REPRO of

a compressed data set to another compressed data set and no
decompress conditions were met.

Source: IDCAMS

Detecting Module:  IDCRPO1

IDC00611 CARTRIDGE c¢sn EJECTED

Explanation:  Either a scratch cartridge or an old or defective data
cartridge was ejected from the Mass Storage Facility.

In the message text:
csn The cartridge.
Source: DFSMSdfp

System Action:  The command continues processing.

IDC0063I CARTRIDGE LABELS AND INVENTORY RECORD
RESTORED
Explanation:  The system restored the cartridge labels and Inven-

tory data set to original status after an error had been encountered
while relabeling a Mass Storage Volume.

Source: DFSMSdfp
Detecting Module:  IDCAVO01, IDCMVO01

System Action:  The command continues processing.

IDC-1
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Application Programmer Response:
the command that failed:

Take the following action for

e If a rename operation failed for ADDV and if the volume is inac-
tive, run ADDV to back out or retry the rename operation. If the
volume is active, run MODIFYV or STOREV to either back out
or retry the rename operation.

If the ADDV, MODIFYV, or STOREV commands are run to
recover from a rename failure, specify a DD statement for the
volume with deferred mounting.

The values specified for the VOLUME and NEWSERIAL param-
eters depend upon how the volume record is recorded in the
Inventory data set. If the cartridge labels have been updated, the
volume record will be identified by the new volume serial
number, as follows:

— For the VOLUME parameter, specify the volume serial
number as recorded in the cartridge labels and the volume
record.

— For the NEWSERIAL parameter, specify the desired volume
serial number. Note that the security check for non-VSAM
status and password protected data sets is bypassed only if
the NEWSERIAL parameter specifies the same volume
serial number as recorded in the Inventory data set for the
volume label.

If ADDV, MODIFYV, or STOREV abnormally ends without indi-
cating the status of the rename operation, run LISTMSVI to
determine if the volume is flagged for recovery purposes. If the
mismatch flag is set in the volume record, LISTMSVI not only
lists the standard information for the volume but also highlights
the volume report with a note that a rename operation failed for
the preceding volume and that the serial number is recorded in
the volume label of the volume.

¢ |f a rename operation failed for MODIFYV, recover from a
MODIFYV rename failure by:

— If the volume is inactive and has no volume serial mismatch
condition, run ADDV to activate the volume.

— If the volume is inactive and has a volume serial mismatch
condition, run ADDV to activate the volume and to complete
the rename operation.

— If the volume is active and has a mismatch condition, run
MODIFYV to complete or retry the rename operation.

— If the volume is active and a duplicate volume serial number
is desired, run STOREYV to complete or retry the rename
operation.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Search problem reporting data bases for a fix for the
problem. If no fix exists, contact the IBM Support Center. Provide the
job control language (JCL), the SYSOUT output, and all output data
sets related to the problem.

IDC0064I text UPDATED IN CARTRIDGE LABELS AND INVEN-

TORY RECORD

Explanation:  text is one of the following:

SERIAL
OWNER
SERIAL, OWNER

The volume serial number, the owner name, or both was updated in
the label of the data cartridges assigned to the Mass Storage
Volume and in the volume record in the Inventory data set. However,
the data may not yet be updated in the software volume label.
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Source: DFSMSdfp
Detecting Module:  IDCAVO01, IDCMVO01, IDCSR01

System Action:  The command continues processing.

IDC0068I  nnn BACKUP COPIES EXIST BEYOND MAXIMUM
BACKUP
Explanation:  The number of backup copies exceeds the backup

number specified through the use of the CREATEV or MODIFYV
command.

In the message text:

nnn The number of backup copies that exceed the maximum.
Source: DFSMSdfp
Detecting Module:  IDCCO01, IDCMVO01
System Action:  The command continues processing.

Application Programmer Response:
are scratched by:

The excess backup copies

e The next COPYV command processed to create a new backup
copy. The oldest backup copies will be scratched.

e Specify the SCRATCHV command for each backup copy to be
scratched.

IDC0073I VOLUME ATTRIBUTES CHANGED TO AGREE WITH

GROUP grpname
Explanation:  The attributes of a general use volume were changed
to match the attributes defined at the group level for all general use
volumes belonging to the group. If the caller did not explicitly
request the attribute change, the attributes are changed implicitly
because:

e The volume is being assigned to a different group

¢ A volume that does not belong to a group is being assigned to a
group

e The group level attributes were changed while a general use
volume was inactive and is now being activated

Source: DFSMSdfp

Detecting Module:  IDCAVO01, IDCMV01

System Action:  The command continues processing.

IDCO083E  csn [csn] EJECTED; VOL volser - jobname sss

Explanation: One or both cartridges assigned to the Mass Storage
Volume were ejected from the Mass Storage Facility.

In the message text:

csn The cartridge serial number.
volser The volume serial number.
jobname  The jobname.

Sss The stepname.

Source: DFSMSdfp
System Action:  The command continues processing.

Operator Response: Remove the ejected cartridge or cartridges
from the cartridge access station of the Mass Storage Facility.

IDC0085I CARTRIDGES csn [csn] EJECTED

Explanation:  The cartridges assigned to a Mass Storage Volume
were ejected from the Mass Storage Facility.

In the message text:



msn The cartridge serial numbers of the sequence one and
sequence two cartridges.

Source: DFSMSdfp

Detecting Module:  IDCEV01, IDCCO01, IDCSR01

System Action:  The system continues processing.

IDC00861  text UPDATED IN VOLUME LABEL
Explanation:  textis one of the following:
SERIAL
OWNER

SERIAL, OWNER

The volume serial number, the owner name, or both was changed in
the volume label.

Source: DFSMSdfp
Detecting Module:  IDCAV01, IDCMV01, IDCSR01

System Action:  The command continues processing.

IDC0088I CARTRIDGES csn [csn] SCRATCHED FOR COPY
yyddd
Explanation:  The cartridges assigned to the copy volume were

successfully scratched. If only one cartridge was in the Mass Storage
Facility (MSF), the single cartridge serial number identifies the
seguence one or sequence two cartridge that was scratched. If both
cartridges were in the MSF, both cartridges were scratched, and the
cartridge serial numbers of the sequence one and sequence two car-
tridges are listed.

In the message text:
csn The cartridge serial number.
yyddd
Source: DFSMSdfp
Detecting Module:

The date on which the cartridges were scratched.

IDCCOO01, IDCSVO01

System Action;: The command continues processing.

IDC0098I  ** LOCATION OF VOLUME: location

Explanation:  The location information recorded in the Inventory
data set and assigned to the Mass Storage Volume is listed. See the
preceding message for the cartridge serial numbers of these car-
tridges.

In the message text:
location
Source: DFSMSdfp
Detecting Module:

The location in the Inventory data set.

IDCCOO01, IDCRVO1, IDCSV01

System Action:  The system abnormally ends the command.

Application Programmer Response: Insert the missing cartridges
when the Mass Storage Volume Control portion of the Mass Storage
System Communicator is enabled. Run the command again. If the
cartridges assigned to the volume are lost, use the REMOVEVR
command to delete the volume record from the Inventory data set
before running the command again.

IDCO0861 » IDC01071

IDC0102I  NO ACTIVE NON-GROUPED VOLUMES IN THE
INVENTORY DATA SET
Explanation:  There are no non-grouped, active mass storage

volumes in the inventory data set.
Source: DFSMSdfp
Detecting Module:  IDCLDO1, IDCSDO0O1

System Action:  The system abnormally ends the command. The
system returns a reason code from the Mass Storage Volume
Control functions.

IDC0104l  NO ACTIVE VOLUMES IN THE INVENTORY DATA
SET
Explanation:  Either there are no base volume records in the Inven-

tory data set or there are no base volume records with the active flag
on in the Inventory data set. The Mass Storage Volume Control func-
tions returned a reason code of either X'208' or X'223".

Source: DFSMSdfp
Detecting Module:  IDCLDO1, IDCSD01

System Action:  The system abnormally ends the command.

IDCO0105I NO ACTIVE VOLUMES IN GROUP grpname

Explanation:  Either there are no mass storage volumes in the
group or there are no base volume records with the active flag on in
the group.

In the message text:
grpname
Source: DFSMSdfp
Detecting Module:

The group name.

IDCLDO1, IDCSD01

System Action:  If any groups remain to be processed, the system
continues processing with the next group. Otherwise, the system
abnormally ends the command.

IDC01061  NO ACTIVE GENERAL USE VOLUMES IN GROUP
grpname
Explanation:  Either there are no mass storage volumes in the indi-

cated group or there are no base volume records in the Inventory
data set that have the active and general-use flags on.

Source: DFSMSdfp
Detecting Module:  IDCLDO1, IDCSD01

System Action:  If any groups remain to be processed, the system
continues processing with the next group. Otherwise, the system
abnormally ends the command.

IDC01071  NO DATA SETS ELIGIBLE FOR SELECTION ON
VOLUME volser
Explanation: No data sets on the indicated volume met the criteria

specified on the command for either listing or scratching.
Source: DFSMSdfp
Detecting Module:  IDCLDO1, IDCSD01

System Action:  If there are more volumes to be processed, the
system processes the next volume. Otherwise, the system abnor-
mally ends the command.
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IDCO112I dsname SCRATCHED

Explanation: The data set was successfully scratched from the
volume table of contents (VTOC).

Source: DFSMSdfp
Detecting Module:  IDCSDO1

System Action:  If other data sets remain to be scratched, the
system continues processing with the next data set. Otherwise, the
system abnormally ends the command.

IDCO01171  VOL volser IN GROUP grpname NOT PROCESSED
BY SIS
Explanation:  The system-initiated scratch function scheduled for

processing an entry that indicated the volume in a group. The entry
was found:

¢ when modifying the group status with the OFFT or OFFP param-
eter

e when scratching the group scratch record
e when removing a volume from the group.
In the message text:
volser The volume serial number.
grpname
Source: DFSMSdfp

Detecting Module:

The group name.

IDCMVO01, IDCSRO1

System Action:  The system continues processing; however, the
system does not process the volume.

Application Programmer Response: Use the SCRDSET
command as required to perform necessary scratch processing for
the volume. The volume is not scheduled for system-initiated scratch
processing.

IDC01401  ALIASES ARE NOT EXPORTED FOR VSAM
MASTER CATALOGS
Explanation:  An integrated catalog facility catalog is being

exported, but its user catalog pointer entry is in a virtual storage
access method (VSAM) master catalog. Therefore, EXPORT will not
export the aliases of this integrated catalog facility catalog.

Source: DFSMSdfp

System Action:  The system continues processing with the export
of the integrated catalog facility catalog.

IDC0144l VOLUME SERIAL FOR catname DURING EXPORT
DISCONNECT WAS volser
Explanation:  This is an informational message indicating the

volume serial number for the volume that contains the catalog being
disconnected.

In the message text:

catname  The name of the catalog being disconnected.
volser The volume serial number.
Source: DFSMSdfp

System Action:  The system continues processing.
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IDC0180I  PASSWORD SPECIFICATION FOR entrynme MAY
BE INEFFECTIVE
Explanation:  During an access method services ALTER or DEFINE

operation, the system found that one or more passwords were speci-
fied. Since the object entry name is managed by the Storage Man-
agement Subsystem (SMS), these passwords will be ineffective for
the protection of that object.

In the message text:
entrynme
Source: DFSMSdfp
Detecting Module:

The entry name.

IDCALO1, IDCDEO1, IDCMPO1
System Action:  The system maintains the passwords.

Application Programmer Response: Do not specify passwords.

IDC0181l

Explanation: The Storage Management Subsystem (SMS) con-
struct was specified in an access method services DEFINE or
IMPORT command. The construct name was the construct actually
used during processing of the command. The values for construct
and constnme may be one of the following:

* DATACLASS
¢ MANAGEMENTCLASS
* STORAGECLASS.

For each specific command, the value of the construct may differ
from that of the construct name. Any difference between the two
constructs resulted from automatic class selection processing.

construct USED IS constnme

In the message text:
construct  The construct.

constnme The construct name.
Source: DFSMSdfp
Detecting Module:  IDCDEO1, IDCMPO1

System Action:  The system continues processing.

IDC0182I EXPIRATION DATE RESET TO yyyy.ddd

Explanation:  The system issues this message for one of the fol-
lowing reasons:

e The expiration date specified during an access method services
ALTER or DEFINE operation exceeded the management class
retention period. The system resets the date.

¢ An alternate index (AIX) expiration date is being overridden. For
an SMS managed AIX, CATALOG processing does not allow
the expiration date to exceed that of the related cluster.

Source: DFSMSdfp

Detecting Module:  IDCALO1, IDCDEO1

System Action:  The system uses the reset date instead of the
expiration date. For an AIX that does not have a management class,
the system sets the expiration date to that of the related cluster.

Application Programmer Response: If the reset date is incorrect,

change it by doing one of the following:

¢ By MANAGEMENTCLASS, specify a different management
class that allows the expiration date originally specified

¢ By FOR or TO, specify an expiration date that does not exceed
the management class retention period



IDC0196I dsname HAS BEEN ROLLED OFF AND action

Explanation: ~ Changing the maximum number of generation data
sets (GDSs) that can be associated with a generation data group
(GDG) caused one or more of the GDSs to be rolled off. In addition
to being rolled off, the GDS data set name was:

¢ Recataloged as a non-VSAM data set
e Uncataloged, but still exists
e Deleted

In the message text:

dsname The data set name.

action Indicates whether the GDS was recataloged, uncata-

loged or deleted.
Source: DFSMSdfp
Detecting Module:  IDCALO1

System Action:  The system continues processing.

IDC0204I PRECEDING COMMAND BYPASSED DUE TO CON-
DITION CODES
Explanation: The modal command structure specification caused

the command to be bypassed.
Source: DFSMSdfp

Detecting Module:  IDCRIO3

System Action:  The system checks the command for syntax
errors. The system does not process the command.

System Programmer Response: If the problem recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the SYSOUT output for the job.

IDC02061  IMPROPERLY PLACED COMMA HAS BEEN FOUND
AND IGNORED
Explanation:  The caller coded an unnecessary comma. Omitted

positional parameters may not be denoted by consecutive commas.
Source: DFSMSdfp

Detecting Module:  IDCRIO1

System Action:  The system accepts the usage and ignores the

comma.

Application Programmer Response: Remove the extra comma.

System Programmer Response: If the error recurs and the calling
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the SYSOUT output for the job.

IDC0222I WARNING: COMMAND-END DELIMITER APPEARS
WITHIN APOSTROPHES
Explanation: The system found a semicolon, the optional

command delimiter, in an item that is enclosed within apostrophes. A
closing apostrophe may have been omitted.

Source: DFSMSdfp
Detecting Module:  IDCRIO1

System Action:  The system accepts the usage. The system con-
tinues processing, treating the semicolon as a valid character.

Application Programmer Response: Insert the missing apos-
trophe, if one was omitted. Run the job again.

System Programmer Response: If the error recurs and the calling
program is not in error, search problem reporting data bases for a fix

IDC01961 » IDC0O339I

for the problem. If no fix exists, contact the IBM Support Center.
Provide the SYSOUT output for the job.

IDC0233lI TOO MANY RIGHT PARENTHESES FOUND.
EXCESS IGNORED
Explanation:  The system found too many right parentheses at the

end of a subparameter list or following a first-level parameter.
Source: DFSMSdfp
Detecting Module:  IDCRIO1

System Action:  The system ignores the excess parameters. Scan-

ning continues.

Application Programmer Response:
parameters.

Correct the syntax of the

System Programmer Response: If the error recurs and the calling
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the SYSOUT output for the job.

IDC0234l WARNING: TOO FEW RIGHT PARENTHESES
FOUND AT END OF COMMAND
Explanation:  The system found too few right parentheses at the

end of the command to close off the subparameter lists.
Source: DFSMSdfp
Detecting Module:  IDCRIO1

System Action:  The system accepts the usage. The system con-

tinues processing.

Application Programmer Response:
parameters.

Correct the syntax of the

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the SYSOUT output for the job.

IDC02541  CANCEL COMMAND WAS EXECUTED

Explanation: An IDCAMS CANCEL command was issued to end
the current job step. The step will be ended with a return code in
register 15 equal to the value of the highest condition code encount-
ered before the CANCEL command was run.

Source: DFSMSdfp

System Action:  The system ends the job step. The remainder of
the command stream is not processed.

Application Programmer Response: The maximum condition
code is returned in register 15 and will be printed out on the
IDCAMS completion message, IDC0002I. Perform the programmer
response from message IDC0002I.

IDC0339I ENCIPHERED DATAKEY FOR keyname IS keyval

Explanation: The key value field provides information for the data
encrypting key enciphered under the secondary file key whose
external label is the key name.

In the message text:

keyname  The key name.
keyval The key value.
Source: DFSMSdfp
Detecting Module:  IDCIO01

System Action:  The system continues processing.
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Application Programmer Response:
when the data set is deciphered.

Save the key value for use

IDC0342I PRIVATE DATA KEY IS keyval

Explanation:  The caller did not specify a private data encrypting
key. REPRO command processing provided the data encrypting key.

In the message text:
keyval
Source: DFSMSdfp
Detecting Module:

The key value.

IDCIO01
System Action:  The system continues processing.

Application Programmer Response:
when the data set is deciphered.

Save the key value for use

IDC0361I ** dsname NOT LOCATED

Explanation:  The virtual storage access method (VSAM) or OS
locate request for the indicated data set was unsuccessful. A pre-
ceding message indicates the reason for the failure.

In the message text:

dsname The data set name.

Source: DFSMSdfp

Detecting Module:  IDCSAQ7

System Action:  If the SCRDSET command is being run, this data
set is not scratched. If the LISTDSET command is being run, this
data set is listed unless the UNCATALOGED, EXPIRATIONDATE,
EXPIRATION, CREATIONDATE, or CREATION parameter is speci-
fied.

Application Programmer Response: Determine why the data set
was not located. Correct the problem if necessary. Run the
command again.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information.

Issue the access method services LISTCAT command to list catalog
entries and information about objects defined in the catalog.

Then search problem reporting data bases for a fix for the problem.
If no fix exists, contact the IBM Support Center. Provide the JCL,
and the SYSOUT output for the job.

IDC0362I

Explanation:  An error occurred during a virtual storage access
method (VSAM) delete request. The error prevented the data set
from being scratched. A preceding message explains the type of
error.

** dsname NOT SCRATCHED

In the message text:
dsname The data set name.
Source: DFSMSdfp
Detecting Module:  IDCSA07

System Action:  The command continues to scratch and uncatalog
remaining eligible data sets.

Application Programmer Response: Correct the error identified in
the preceding message and do one of the following:

¢ Run the SCRDSET command again

e Specify DELETE in the DISP parameter on the DD statement to
scratch the data set

¢ Run the DELETE command to scratch the data set
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System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information.

Run the LIST service aid with the following control statements:
e LISTOBJ: to obtain an object module listing

e LISTLOAD OUTPUT=BOTH: to obtain a formatted listing of the
load module with its module map and cross references

If the error still exists, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL and the SYSOUT output for the job.

IDC0363I
Explanation:

** dsname NOT UNCATALOGED
One of the following situations occurred:

e An error occurred during a virtual storage access method
(VSAM) delete request.

The error prevented the data set from being uncataloged.

e An error occurred during an operating system (OS) uncatalog
request.

The error prevented the data set from being uncataloged.
e An error occurred during the scratch of the data set.

Because the data set cannot be scratched, no attempt was
made to uncatalog the data set.
In the message text:
dsname The data set name.
Source: DFSMSdfp
Detecting Module:  IDCSAQ7

System Action:  The command continues to scratch and uncatalog
remaining eligible data sets. The system explains the error with a
preceding message.

Application Programmer Response: Correct the error identified in
the preceding message. If the data set was already scratched from
the volume table of contents (VTOC), do one of the following:

e Specify UNCATLG in the DISP parameter on the DD statement
to uncatalog the data set.

¢ Run the DELETE command to uncatalog the data set.
¢ Run the IEHPROGM utility to uncatalog the data set.

If the data set was not scratched from the VTOC, do one of the
following:

¢ Run the SCRDSET command again.

e Specify DELETE in the DISP parameter on the DD statement to
scratch the data set.

¢ Run the DELETE command to scratch the data set.

¢ Run the IEHPROGM utility to scratch and uncatalog the data
set.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Run the LIST service aid with the following control
statements:

e LISTOBJ: to obtain an object module listing

e LISTLOAD OUTPUT=BOTH: to obtain a formatted listing of the
load module with its module map and cross references

If the error cannot be determined, search problem reporting data
bases for a fix for the problem. If no fix exists, contact the IBM
Support Center. Provide the JCL, the SYSOUT output, and all
printed output and output data sets related to the problem.



IDC03941 » IDC098D

IDC0394l  jobname.sss 3850 DEMOUNT FAILED,
VOL=wvvvwy,vua, RC=X"'cde'
Explanation:  The system was unable to demount the virtual

volume requested in the indicated step of the job.

In the message text:

jobname  The jobname.

Sss The specified job step.

VWY The virtual volume serial address.
vua The virtual unit address.

cde The failed reason code.

Source: DFSMSdfp

Detecting Module:  IDCSAO06, IDCSA10

System Action:  The system continues processing.

Application Programmer Response: Correct the problem indi-
cated by the Mass Storage System (MSS) reason codes. Then
issue the UNLOAD command.

IDC03961  ** dsname NOT RECATALOGED

Explanation: The data set was not recataloged. The system writes
a preceding message that explains the reason for the error.

In the message text:

dsname The data set name.
Source: DFSMSdfp
Detecting Module:  IDCSAQ7
System Action:  The command continues processing.

Application Programmer Response:
message for response.

Examine the preceding

IDC0397I1 DATA SET CATALOGED IN VSAM CATALOG THAT
DOES NOT OWN VOLUME
Explanation: The data set identified in the subsequent message

was located in a virtual storage access method (VSAM) catalog that
does not own the volume. VSAM catalog management does not
support altering device type and volume serial number in VSAM cat-
alogs other than the owning catalog.

Source: DFSMSdfp

Detecting Module:  IDCSA07

System Action:  The command continues processing.

Application Programmer Response: Use the access method ser-
vices LISTCAT, DELETE, and DEFINE commands to determine the
fields defined in the entry. Delete the entry and redefine the entry
with the new device type.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Issue the access method services LISTCAT command to
list catalog entries and information about objects defined in the
catalog.

If the error cannot be determined, search problem reporting data
bases for a fix for the problem. If no fix exists, contact the IBM
Support Center. Provide the JCL, the SYSOUT output, and all
printed output and output data sets related to the problem.

IDC0398  DATA SET RESIDES ON MORE THAN TWENTY
VOLUMES
Explanation: The data set identified in the subsequent message

resides on more than twenty volumes. It has not already been recat-
aloged. Recataloging is not supported by this program if the data set
resides on more than 20 volumes. If the data set is cataloged in the
virtual storage access method (VSAM) owning catalog, it has already
been recataloged.
Source: DFSMSdfp
Detecting Module:  IDCSAQ7

The command continues processing.

Application Programmer Response: Use IEHPROGM utility or
access method services DELETE and DEFINE command to recat-
alog the data set if it is cataloged and not already recataloged.

System Action:

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Issue the access method services LISTCAT command to
list catalog entries and information about objects defined in the
catalog.

If the error cannot be determined, search problem reporting data
bases for a fix for the problem. If no fix exists, contact the IBM
Support Center. Provide the JCL, the SYSOUT output, and all
printed output and output data sets related to the problem.

IDC0497E CARTRIDGE EJECTED; jobname, stepname

Explanation:  The system writes an informational message to the
system operator, notifying him of the presence of a cartridge in the
cartridge access station.

In the message text:

Jjobname  The jobname.
stepname The job step.
Source: DFSMSdfp
System Action:  The system continues processing.

Operator Response:
access station.

Remove the cartridge from the cartridge

IDC098D ACCESS REQUESTED TO text VOL=SER=volser.
REPLY Y OR N text
Explanation:  Processing of REPAIRV DISPLAY or REPAIRV

COPY command requests authorization to access a staging pack, or
processing of the REPAIRV MODIFY command requests authori-
zation to update the volume table of contents (VTOC) or its header
(VTOCHEADER).

In the message text:
text STAGING PACK VTOCHEADER VTOC.
volser
Source: DFSMSdfp
Detecting Module:

The volume serial number.

IDCRDO7

System Action:  Processing of the REPAIRV command waits for
the operator to respond. If the response is Y, the system continues
processing. If the response is N, the system abnormally ends the
command.

Operator Response:
access.

Enter Y to allow access, or enter N to deny

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
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for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL and the SYSOUT output for the job.

IDCO0508I DATA ALLOCATION STATUS FOR VOLUME volser
IS return-code
Explanation: The system indicates the allocation status for a

volume containing the data component. The code indicating the
status is the virtual storage access method (VSAM) catalog return
code.

In the message text:

ser The volume serial number.

return-code The return code. A 0 indicates success.
Source: DFSMSdfp
Detecting Module:  IDCDEO1, IDCMPO1, IDCRMO01
System Action:  The system continues processing.

Application Programmer Response:
complete explanation of the return code.

See message IDC3009I for a

IDCO0509I INDEX ALLOCATION STATUS FOR VOLUME volser
IS return-code
Explanation: The system indicates the allocation status for a

volume containing the index component. The code indicating the
status is the virtual storage access method (VSAM) catalog return
code.

In the message text:

ser The volume serial number.

return-code The return code. A 0 indicates success.
Source: DFSMSdfp
Detecting Module:  IDCDEO1, IDCMPO01, IDCRMO01
System Action:  The system continues processing.

Application Programmer Response:
complete explanation of the return code.

See message IDC3009I for a

IDCO0510I CATALOG ALLOCATION STATUS FOR VOLUME
volser IS return-code
Explanation: The system indicates the allocation status of a

volume containing the virtual storage access method (VSAM)
catalog. The code indicating the status is the VSAM catalog return
code.

In the message text:

ser The volume serial number.

return-code The return code. A 0 indicates success.
Source: DFSMSdfp
Detecting Module:  IDCDEO1
System Action:  The system continues processing.

Application Programmer Response:
complete explanation of the return code.

See message IDC3009I for a

IDCO05111 SPACE ALLOCATION STATUS FOR VOLUME volser
IS return-code
Explanation: The system indicates the allocation status for a

volume on which virtual storage access method (VSAM) space is
being defined. The code indicating the status is the VSAM catalog
return code.

In the message text:
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ser The volume serial number.
return-code The return code. A 0 indicates success.
Source: DFSMSdfp
Detecting Module:  IDCDEO1
System Action:  The system continues processing.

Application Programmer Response: See message IDC3009I for a
complete explanation of the return code.

IDC0512I NAME GENERATED - (x) dsname

Explanation: Data and index component names are generated by
virtual storage access method (VSAM) catalog management, when
these names have not been specified.

In the message text:

X Either a D or an I. It indicates which component the data
set names.
dsname The data set name.

Source: DFSMSdfp
Detecting Module:  IDCDEO1

System Action:  The system continues processing.

IDCO0520I CATALOG RECOVERY VOLUME IS ser

Explanation: the system writes this message to indicate the
volume serial number of the volume that contains and will contain all
catalog recovery data for the object just defined.

In the message text:

ser The volume serial number.

Source: DFSMSdfp
Detecting Module:  IDCDEO1, IDCMPO1, IDCRMO01
System Action:  The system continues processing.

Application Programmer Response: Mount the nhamed volume for
any future operation that modifies the catalog entry for the object just
defined.

IDC05261  ALTERED ALLOCATION STATUS FOR VOLUME
volser IS return-code
Explanation:  The system writes this message to indicate the allo-

cation status of volumes being added or removed from a virtual
storage access method (VSAM) data set. The code indicating the
status is the VSAM catalog return code.

In the message text:
ser The volume serial number.

return-code The return code. See message IDC3009I for an

explanation of the return code.
Source: DFSMSdfp
Detecting Module:  IDCALO1

System Action:  The system continues processing.

IDC0531l ENTRY xxx ALTERED

Explanation: The system writes this message to indicate that the
specified entry has been successfully altered.

In the message text:
XXX The altered entry.
Source: DFSMSdfp

Detecting Module:  IDCALO1



System Action:  The system continues processing.

IDC0532I

Explanation:  The system writes this message to indicate that the
entry was not altered.

** ENTRY xxx NOT ALTERED

In the message text:

XXX The unaltered entry.
Source: DFSMSdfp
Detecting Module:  IDCALO1

System Action:  The preceding message in the system output indi-
cates the reason the entry was not altered. The system continues
processing.

Application Programmer Response: Correct the problem indi-
cated by the previous message. Run the command again.

IDC0534l * MEMBER mem NOT RENAMED

Explanation:  The system writes this message to indicate the
member name that was not renamed.

In the message text:

mem The member name.
Source: DFSMSdfp
Detecting Module:  IDCALO1

System Action:  The preceding message in the system output indi-
cates the reason the member name was not renamed. The system
continues processing.

Application Programmer Response: Correct the problem indi-
cated by the previous message. Run the command again.

IDCO0535I MEMBER mem RENAMED
Explanation: The indicated member has been successfully
renamed.

In the message text:

mem The indicated member.
Source: DFSMSdfp
Detecting Module:  IDCALO1

System Action:  The system continues processing.

IDC0548I

Explanation:  The system writes this message to inform the oper-
ator or programmer that the member was not deleted.

* MEMBER mem NOT DELETED

In the message text:

mem The indicated member.
Source: DFSMSdfp
Detecting Module:  IDCDLO1

System Action:  An associated message accompanies this
message indicating why the member was not deleted. The system
continues processing.

IDC0549I1 MEMBER mem DELETED

Explanation: The system writes this message to indicate the
member that has been successfully deleted.

In the message text:
mem The deleted member.
Source: DFSMSdfp

IDCO05321 » IDCO555I

IDCDLO1
The system continues processing.

Detecting Module:
System Action:

IDC0O550I ENTRY (x) dsname DELETED

Explanation:  The specified data set name entry was deleted from
the virtual storage access method (VSAM) catalog.

In the message text:

dsname The data set name.

X The type of entry, as follows:

C--cluster
D--data
G--alternate index
I--index
R--path
V--volume
U--user catalog
M--master catalog
A--non-VSAM
B--GDG base
X--alias

Source: DFSMSdfp

Detecting Module:  IDCDLO1, IDCMPO1, IDCRMO01, IDCXPO01

System Action:  The system deletes a volume entry only when the
volume no longer contains any data spaces. The system continues
processing.

IDCO5511  ** ENTRY dsname NOT DELETED

Explanation:  The system writes this message to indicate that the
entry that was not deleted. An accompanying message will indicate
why the entry was not deleted.

In the message text:

dsname The data set name.

Source: DFSMSdfp

Detecting Module:  IDCDLO1, IDCXP01

System Action:  The named data set is not deleted.

Application Programmer Response: Correct the cause of the

error.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information.

Search problem reporting data bases for a fix for the problem. If no
fix exists, contact the IBM Support Center. Provide the JCL and the
SYSOUT output for the job.

IDC05551  DELETION OF SPACE OBJECT DID NOT CAUSE ser
TO BE DELETED
Explanation: When a DELETE command is processed against the

volume serial number and the FORCE parameter is not specified, all
empty data spaces are deleted. Data spaces that still contain data
set segments are not deleted. Only when all data spaces on a
volume are deleted or when FORCE is specified, is that volume
deleted from its owning catalog.

In the message text:
ser The volume serial number.
Source: DFSMSdfp

Detecting Module:  IDCDLO1
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System Action:  The volume is still owned by the catalog in which it
was originally defined.

IDCO571l CATALOG RELOAD HAS BEEN INVOKED

Explanation: A REPRO command has been processed where the
target data set is a catalog. This marks the beginning of processing
of a catalog reload operation.

Source: DFSMSdfp
Detecting Module:  IDCRPO1

System Action:  The system continues processing.

IDC05941  PORTABLE DATA SET CREATED SUCCESSFULLY
ON date AT hh:mm:ss
Explanation: At this point, the portable data set contains all infor-

mation necessary to re-create the cluster being exported.
In the message text:
date The date of the data set creation.

hh:mm:ss The time of the data set creation in hours, minutes, and
seconds.

Source: DFSMSdfp

Detecting Module:  IDCXP01

System Action:  The system continues processing.

IDC0603I CONNECT FOR USER CATALOG dsname SUC-
CESSFUL
Explanation:  This message identifies the name of the catalog for

which CONNECT completed successfully.
In the message text:

dsname The data set name.
Source: DFSMSdfp
Detecting Module:  IDCMPO1

System Action:  The system continues processing.

IDC0604I DATA SET BEING IMPORTED WAS EXPORTED ON
date AT hh:mm:ss
Explanation:  This message informs the caller of the date and time

that the data set was exported.
In the message text:
date The date on which the data set was exported.

hh:mm:ss The time at which the data set was exported, in hours,
minutes, and seconds.

Source: DFSMSdfp

Detecting Module:  IDCMPO01, IDCRMO1

System Action:  The system continues processing.

IDCO0611I DATA SET TO BE IMPORTED ALREADY EXISTS -
DELETE ATTEMPTED
Explanation: A catalog define was attempted for the data set to be

imported. The command failed because an entry with that name
already existed in the catalog. This situation occurs when a tempo-
rarily exported data set is imported back into the catalog from which
it was exported.

Source: DFSMSdfp

Detecting Module:  IDCMPO1
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System Action:  An attempt is made to delete the existing entry.
The message following this message in the listing indicates whether
the delete was successful.

IDC0622I USERCATALOG catname DISCONNECTED

Explanation: A caller's catalog has been disconnected by
IMPORTRA in order to connect a new pointer to the user catalog.
In the message text:

catname  The catalog name.
Source: DFSMSdfp
Detecting Module:  IDCRMO01

System Action:  The system continues processing.

IDC0626I
Explanation:

IMPORTRA SUCCEEDED FOR dsname

The data set has been successfully imported.
In the message text:
dsname The data set name.
Source: DFSMSdfp
Detecting Module:  IDCRMO01

System Action:  Normal processing continues.

IDC0634I

Explanation: The number of catalog entries successfully converted
into entries in the virtual storage access method (VSAM) or the inte-
grated catalog facility (ICF) catalog is indicated. All base entries and
their associations are counted. Data and index component entries
are not counted.

NUMBER OF ENTRIES CONVERTED WAS nnn

In the message text:

nnn The number of entries converted.
Source: DFSMSdfp
Detecting Module:  IDCCCO01

System Action:  The system continues processing.

IDC0635I ** dsname NOT CONVERTED

Explanation: During CNVTCAT processing, the catalog entry data
set was not converted.

In the message text:

dsname  The data set name.
Source: DFSMSdfp
Detecting Module:  IDCCCO01

System Action:  An associated message contains the information
required to correct the error. The system continues processing with
the next entry.

IDCO0636I NUMBER OF ENTRIES UPDATED WAS nnn

Explanation:  The number of non-virtual storage access method
(VSAM) entries whose volume information has been updated is indi-
cated. Volume information of a non-VSAM entry is updated when the
volume information of a duplicate entry being converted from the
operating system (OS) source catalog is different from that of the
existing non-VSAM entry.

In the message text:
nnn The number of entries updated.
Source: DFSMSdfp



IDCCCo1
The system continues processing.

Detecting Module:
System Action:

IDC0637I1 ** dsname NOT UPDATED

Explanation:  The operating system (OS) catalog entry specified
was not converted.

In the message text:

dsname  The data set name.
Source: DFSMSdfp
Detecting Module:  IDCCCO01

System Action:  An accompanying message contains the informa-
tion required to correct the error. The system continues processing.

IDC0639I SPHERE CONVERSION STARTED FOR dsname

Explanation:  The conversion of the specified base sphere and its
associations has started.

In the message text:

dsname The data set name.
Source: DFSMSdfp
Detecting Module:  IDCCCO01

System Action:  The system continues processing.

IDC0652!I dsname SUCCESSFULLY BUILT

Explanation:  Building of the alternate index identified by the data
set name has been successfully completed with no errors encount-
ered.

In the message text:

dsname The data set name.
Source: DFSMSdfp
Detecting Module:  IDCBIO1

System Action:  The system continues processing.

IDCO657I1 REQUIRED SORT PRODUCT FUNCTIONS UNAVAIL-
ABLE
Explanation: DFSORT (or an equivalent product) with the functions

required for BLDINDEX was not available.
IDCBIO1

The system stops processing the command.

Detecting Module:
System Action:

System Programmer Response:  Correct the error as indicated in
the preceding messages if they exist. If no preceding messages
exist, check the DFSORT (or equivalent product) message data set
for detailed information on the cause of the failure. If
SORTMESSAGELEVEL(ALL) was specified use the call identifier to
find the set of DFSORT (or equivalent product) messages for this
call (see IDC018501 and DFSORT message ICE200I or the appro-
priate message for an equivalent product), and correct the DFSORT
(or equivalent product) error that caused the failure.
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IDC06591  SORT PRODUCT MESSAGE DATA SET NOT
ALLOCATED: REASON CODE IS xx
Explanation: DFSORT (or an equivalent product) was unable to

allocate the DFSORT (or equivalent product) message data set.
reason code listed below for further explanation of the error.

IDCBIO1

System Action:  BLDINDEX will process the command using
DFSORT (or an equivalent product) but no messages will be written
to the DFSORT (or equivalent product) message data set.

Detecting Module:

System Programmer Response:  See the programmer's response
for the specific return code and reason code.

Code Explanation
04 Allocation failed
08 Insufficient virtual storage to perform allocation

System Programmer Response: For reason code 04, supply a DD
statement for the DFSORT (or equivalent product) message data set
(see the SORTMESSAGEDD parameter). For reason code 08,
increase the virtual storage region size and resubmit the job.

IDCO0665I NUMBER OF ENTRIES THAT MISCOMPARED IN
THIS CRA - nnn
Explanation: The COMPARE option was requested and this infor-

mational message indicates the number of entries for which a mis-
compare between the catalog recovery area (CRA) and catalog
occurred. The types of entries are as follows:

¢ Volume

e Cluster

* Alternate index

¢ non-virtual storage access method (VSAM)

e user catalog entries
In the message text:
nnn The number of entries miscompared.
Source: DFSMSdfp
Detecting Module:  IDCLRO1
System Action:  The system continues processing.

Application Programmer Response:
is required.

Determine whether recovery

IDCO0669I EXPORTING FROM CRA ON VOLUME volser

Explanation:  This message indicates the current catalog recovery
area (CRA) and volume being used to export the data sets named in
the following messages.

In the message text:

ser The volume serial number.

Source: DFSMSdfp
Detecting Module:  IDCRCO01

System Action:  The system continues processing.

IDCO0670I DATA SET SUCCESSFULLY EXPORTED

Explanation: The data set named in message IDC0674l was suc-
cessfully retrieved and written to the portable data set.

Source: DFSMSdfp
Detecting Module:  IDCRCO1

System Action:  The system continues processing.
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IDCO672I ** LOCKED ON CATALOG catname

Explanation:  This message provides the name of the owning
catalog whose catalog recovery areas (CRA) will be processed. It is
the name of the catalog owning the first CRA processed.

In the message text:

catname  The catalog name.
Source: DFSMSdfp
Detecting Module: IDCRCO01

System Action:  The system continues processing.

IDCO0674l1 ** NAME IS dsname

Explanation:  This second-level message gives the data set name
of the object referred to in the preceding messages.

In the message text:

dsname  The data set name.
Source: DFSMSdfp
Detecting Module:  IDCRCO01
System Action:  See the primary message.

Application Programmer Response: See the primary message.

IDCO676I PORTABLE DATA SET CREATED SUCCESSFULLY
ON date AT time
Explanation:  This message indicates the portable data set contains

the necessary information to recreate the data sets by IMPORTRA.
In the message text:

date Date on which data set was created.

time Time at which data set was created.

Source: DFSMSdfp
Detecting Module:  IDCRCO01

System Action:  The system continues processing.

IDC0680I VOLUME volser CREATED ON CARTRIDGES csnil
csn2
Explanation: A new volume was created.

In the message text:

volser The volume serial number.
csnl
csn2 The cartridge serial numbers.

Source: DFSMSdfp
Detecting Module:  IDCCV01

System Action:  The command continues processing.

IDC0686I PARTIALLY CREATED VOLUME volser SCRATCHED

Explanation:  The partially created volume was scratched during
back out because an error occurred.

In the message text:

volser The volume serial number.
Source: DFSMSdfp
Detecting Module:  IDCCV01

System Action:  The command ends normally.
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Application Programmer Response: Correct the error indicated in
a preceding message. Run the command again.

IDC0O703lI ** \/OL volser COPIES TO CART csnl csn2, DATE
yyddd

Explanation:  The volume was copied to the cartridges on the date

indicated.

In the message text:

volser The volume serial number.
csnl

csn2 The cartridge serial numbers.
yyddd The date, in year and days.

Source: DFSMSdfp
Detecting Module:  IDCCO01

System Action:  The system continues processing.

IDCO07041  ** CARTRIDGES OF OLDEST BACKUP COPY yyddd
SELECTED FOR REUSE
Explanation: The COPYV command selected the cartridges of the

oldest backup copy volume indicated by the date for reuse. The pre-
ceding message describes the status of the new copy volume.

In the message text:
yyddd
Source: DFSMSdfp
Detecting Module:

The date, in year and days.

IDCCO01

System Action:  The system continues processing.

IDCO07051  ** CARTRIDGES OF AN INCOMPLETE COPY
VOLUME SELECTED FOR REUSE
Explanation:  Due to a previous failure by the COPYV command,

the cartridges of an incomplete copy volume were reused by the
command. The preceding message identifies the status of the new
copy volume.
Source: DFSMSdfp
Detecting Module:  IDCCO01

System Action:  The system continues processing.

IDCO711l ** VOLUME volserl RESTORED FROM COPY
VOLUME volser2, COPY DATE yyddd
Explanation:  The designated volume was successfully restored

using either the latest backup copy or a user designated copy
created on the date indicated. However, if the target volume serial
number is different than the copy volume, the target volume serial
number was overwritten during the copy operation and must be
restored. The target volume is currently flagged as an incomplete
copy in the Inventory data set. The command restores the volume
label and clears the incomplete copy flag from the Inventory data set
before processing of the command ends.

In the message text:

volserl The volume serial number of the restored volume.
volser2 The volume serial number of the restoring volume.
yyddd The date, in year and days.

Source: DFSMSdfp
Detecting Module:  IDCRVO01

System Action:  The system continues processing.



IDCO722I VOLUME volser HAS BEEN ACTIVATED

Explanation: =~ The inactive volume was made active but either the
volume attributes could not be updated or the volume serial could
not be changed.

In the message text:

volser The volume serial number.
Source: DFSMSdfp
Detecting Module:  IDCAVO01

The system continues processing.

Application Programmer Response: Run the MODIFYV
command to change the volume attributes or the volume serial
number of the active volume.

System Action:

IDCO0724l ** SERIAL NUMBER OF VOLUME volser NOT
CHANGED
Explanation:  The volume has been activated but the volume serial

number could not be changed. See the preceding message for
further explanation of the error.

In the message text:

volser The volume serial number.

Source: DFSMSdfp
Detecting Module:  IDCAV01
System Action:  The system continues processing.

Application Programmer Response: Run the MODIFYV
command to change the volume serial number of the active volume.
Correct the problem as indicated in the preceding message.

IDCO7251 READWRITE ATTRIBUTE SET FOR VOLUME volser
Explanation:  The volume is assigned the readwrite attribute as
requested.

In the message text:

volser The volume serial number.
Source: DFSMSdfp
Detecting Module:  IDCAV01

System Action:  The system continues processing.

IDCO731lI VOLUME volser HAS BEEN MADE INACTIVE

Explanation:  The designated volume was successfully deactivated
and made nonmountable.

In the message text:

volser The volume serial number.
Source: DFSMSdfp
Detecting Module:  IDCSRO1

System Action:  The system continues processing.

IDCO7331 VOLUME LABEL RESTORED TO ORIGINAL STATUS

Explanation:  The volume label is restored to its original status
because the volume cannot be deactivated or the volume serial
number changed in the cartridge labels. A flag in the Inventory data
set, indicating a mismatch between the volume label and cartridge
labels, will remain set only if the flag was previously set from an
earlier relabel failure by:

¢ The MODIFYV command
e The ADDV command

IDCO07221 » IDCO733I

e The STOREV command
Source: DFSMSdfp
Detecting Module:  IDCSRO1

System Action:  The command abnormally ends with an error

message.

Application Programmer Response:
actions for the command that failed:

Take one of the following

¢ For a Rename operation failure for ADDV, run ADDV to backout
or retry the rename operation if the volume is inactive. If the
volume is active, run MODIFYV or STOREV to either backout or
retry the rename operation.

If the ADDV, MODIFYV, or STOREV commands are run to
recover from a rename failure, a DD statement for the volume is
required and must specify deferred mounting.

The values specified for the VOLUME and NEWSERIAL param-
eters depend upon how the volume record is recorded in the
Inventory data set. If the cartridge labels have been updated, the
volume record will be identified by the new volume serial
number. For the VOLUME parameter, specify the volume serial
number as recorded in the cartridge labels and the volume
record. For the NEWSERIAL parameter, specify the desired
volume serial number. Note that the security check for
non-VSAM status and password protected data sets is bypassed
only if the NEWSERIAL parameter specifies the same volume
serial number as recorded in the Inventory data set for the
volume label. This allows the original volume serial number of a
VSAM volume to be restored if the volume is left partially
renamed.

If ADDV, MODIFYV, or STOREV terminates without indicating
the status of the rename operation, LISTMSVI can be run to
determine whether the volume is flagged for recovery purposes.
If the mismatch flag is set in the volume record, LISTMSVI not
only lists the standard information for the volume but also high-
lights the volume report with a note that a rename operation
failed for the preceding volume and that serial number ‘nnnnnn’
is recorded in the volume label of the volume.

¢ For a Rename Operation failure for MODIFYV, recover by:

— Run ADDV to activate the volume if the volume is merely
inactive and has no volume serial mismatch condition

— Run ADDV to both activate the volume and complete the
rename operation if the volume is both inactive and has a
volume serial mismatch condition

— Run MODIFYV again to complete or retry the rename oper-
ation if the volume is active but has a mismatch condition,
or 4) run STOREV to complete or retry the rename opera-
tion if the volume is active and if a duplicate volume serial
number is desired as a result of the rename.

For the DD statement requirements, the proper VOLUME and
NEWSERIAL parameter values, and use of LISTMSVI, refer to
the description above for an ADDV rename failure.

¢ For a Rename Operation failure for STOREV, run STOREV
again or run MODIFYYV to either backout or retry the rename
operation.

For the DD statement requirements, the proper VOLUME and
NEWSERIAL parameter values, and use of LISTMSVI, refer to
the description above for an ADDV rename failure.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Search problem reporting data bases for a fix for the
problem. If no fix exists, contact the IBM Support Center. Provide the
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JCL, the SYSOUT output for the job, and all printed output and
output data sets related to the problem.

IDCO737I FURTHER PROCESSING TERMINATED

Explanation: ~ An error occurred which prevents any further proc-
essing. Preceding messages indicate the extent of the processing
which has been completed. Functions which may not be completed
are:

e Updating the alternate track information in the volume table of
contents (VTOC) of the TO volume.

e If the volume is virtual storage access method (VSAM), updating
the time stamp in the VTOC of the TO volume.

¢ |f the FROM and TO volume serial numbers are different,
updating the serial number in the label of the TO volume.

e Updating the owner in the label of the TO volume.

¢ If a recatalog option was specified or defaulted to, recataloging
the data sets.

¢ |f the scratch option was specified or defaulted to, scratching the
data sets on FROM volume.

For conversion from a 3336 Model 1 Disk Pack to a mass
storage volume the incomplete copy flag is set in the Inventory
data set for any of the following cases:

e The FROM and TO volume serial numbers are not the same,
and processing ended during the copy operation.

e The FROM and TO volume serial numbers are not the same,
and processing ended before the VTOC and volume label were
updated.

e The TO volume is VSAM and processing ended before the
VSAM recataloging was completed.

Source: DFSMSdfp

Detecting Module:  IDCCNO1

System Action:  The command abnormally ends with an error
message indicating the severity of the problem.

Application Programmer Response: If the incomplete copy flag is
on in the Inventory data set, run the CONVERTV command again.
Recover from a copy volume using the RECOVERV command, or
scratch the Mass Storage Volume using the SCRATCHV command.
Otherwise, decide whether to run the CONVERTV command again
or complete the functions not performed by CONVERTYV using other
access method services commands or utility programs. The owner in
the volume label can be updated by the MODIFYV command for
Mass Storage Volumes. Data sets can be recataloged using access
method services DELETE and DEFINE commands or IEHPROGM
utility. Data sets can be scratched using the access method services
DELETE command or IEHPROGM utility.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Search problem reporting data bases for a fix for the
problem. If no fix exists, contact the IBM Support Center. Provide the
JCL, the SYSOUT output for the job, and all printed output and
output data sets related to the problem.

IDCO743I

Explanation:
target volume.

Source: DFSMSdfp
Detecting Module:

FROM VOLUME COPIED TO THE TO VOLUME

The source volume was successfully copied to the

IDCCNO1

System Action:  The command continues processing.
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IDC07461  DATA SETS IN VSAM CATALOG SUCCESSFULLY
RECATALOGED
Explanation:  Data sets in the virtual storage access method

(VSAM) catalog owning the volume have been successfully recata-
loged.

Source: DFSMSdfp
Detecting Module:  IDCCNO1

System Action:  The command continues processing.

IDCO747I VTOC AND LABEL OF TO VOLUME UPDATED

Explanation:  The converted volume now has the appropriate alter-
nate track information and virtual storage access method (VSAM)
time stamp in the volume table of contents (VTOC). The converted
volume now has the appropriate owner and volume serial number in
the label.

Source: DFSMSdfp
Detecting Module:  IDCCNO1

System Action:  The command continues processing.

IDCO748I ELIGIBLE NON-VSAM DATA SETS SUCCESSFULLY
RECATALOGED
Explanation:  The data sets not in the virtual storage access

method (VSAM) owning catalog have been recataloged if there were
any that needed to be recataloged.

Source: DFSMSdfp
Detecting Module:  IDCCNO1

System Action:  The command continues processing.

IDCO749I VTOC OF FROM VOLUME SCRATCHED

Explanation:  The volume table of contents (VTOC) of the source
volume was successfully scratched.

Source: DFSMSdfp
Detecting Module:  IDCCNO1

System Action:  The command continues processing.

IDCO751l1

Explanation:  The requested volume was scratched. The cartridge
IDs in the message are in reverse order from the order in which they
were scratched.

CARTS csnl csn2 SCRATCHED FOR VOLUME volser

In the message text:

volser The volume serial number.
csnl
csn2 The cartridge serial numbers of the cartridges that were

scratched.
Source: DFSMSdfp
Detecting Module:  IDCSV01

System Action:  The command continues processing.

IDCO760I RECORD FOR COPY yyddd REMOVED

Explanation:  The copy record created on the date indicated was
removed from the Inventory data set.

In the message text:
yyddd
Source: DFSMSdfp

The date, in year and days.



IDCRRO1

The command continues processing.

Detecting Module:
System Action:

IDCO7631 » IDC0812I

IDCRLO1
The system continues processing.

Detecting Module:
System Action:

IDCO763I RECORD FOR VOLUME volser REMOVED

Explanation: A base volume record for the indicated volume was
removed from the Inventory data set.

In the message text:

volser The volume serial number.
Source: DFSMSdfp
Detecting Module:  IDCRRO1

System Action:  The command continues processing.

IDCO780I SCRATCH CARTRIDGE csn EJECTED

Explanation: A scratch cartridge was ejected from the Mass
Storage Facility (MSF).

In the message text:

csn The cartridge serial number.

Source: DFSMSdfp
Detecting Module:  IDCECO1

System Action:  The system continues processing.

IDCO7811  NUMBER OF SCRATCH CARTRIDGES EJECTED IS
nnn
Explanation: A number of scratch cartridges were ejected success-

fully from the library.
In the message text:
nnn The number of scratch cartridges ejected.
Source: DFSMSdfp
Detecting Module:  IDCECO1

System Action:  The system continues processing.

IDC783E  SCRATCH CARTRIDGE csn EJECTED; jj sss

Explanation: A scratch cartridge was ejected from the Mass
Storage Facility (MSF).

In the message text:

csn The cartridge serial number.
Ji The jobname.
Sss The job step.

Source: DFSMSdfp
System Action:  The system continues processing.

Operator Response:  Remove the scratched cartridge from the
Cartridge Access Station and label it as a scratch cartridge.

IDCO790I CARTRIDGE csn1 REPLACED BY CARTRIDGE csnl

Explanation:  An old or defective cartridge of a Mass Storage
Volume has been replaced by a scratch cartridge selected by the
user or at random by the Mass Storage Controller (MSC). The data
on the old or defective cartridge has been copied to the new car-
tridge.

In the message text:
csnl The cartridge serial number of the replaced cartridge.
csn2 The cartridge serial number of the replacing cartridge.
Source: DFSMSdfp

IDCO791E  REPLACED CARTRIDGE { csn|UNIDENTIFIED}
EJECTED; jjj sss

Explanation:  The cartridge serial number identifies an ejected car-
tridge. An old or defective cartridge of a Mass Storage Volume is
ejected from the Mass Storage Facility (MSF) after being replaced
with a different cartridge. The jobname and the stepname identify the
job associated with the ejected cartridge.

If the cartridge was ejected, the replacement failed and the system
failed to read the base volume record. The cartridge serial number
could not be identified. Messages IDC2080I and IDC2400I will follow
this message indicating that the base volume could not be read.

In the message text:

csn The cartridge serial number.

UNIDENTIFIED The cartridge serial number could not be identified.
Jii The jobname.

Sss The job step.

Source: DFSMSdfp

System Action:  The system continues processing.

Operator Response:  Remove the cartridge from the Cartridge
Access Station and label it as an old or defective cartridge.

IDCO0810I VOLUME volser BEING PROCESSED

Explanation: A new volume is being processed. Messages follow
to indicate the data sets on the volume that are scratched.

In the message text:

ser The volume serial number.
Source: DFSMSdfp
Detecting Module:  IDCSDO01

System Action:  The system begins processing of data sets on the

volume.

IDC0811l dsname UNCATALOGED

Explanation: The data set entry was successfully removed from
the catalog.

In the message text:
dsname The data set name.
Source: DFSMSdfp
Detecting Module:  IDCSDO01

System Action:  The system continues processing.

IDC0812I nnn DATA SETS WERE SCRATCHED FROM
VOLUME volser
Explanation:  The number of data sets scratched from the indicated

volume is specified.

In the message text:

nnn The number of the data sets scratched.
ser The volume serial number.

Source: DFSMSdfp
Detecting Module:  IDCSDO01

System Action:  The system continues processing.
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IDC0813I nnn CATALOGED GDG TYPE DATA SETS WERE IDCO0816l SYSCTLG DATA SET NOT SCRATCHED

NOT SCRATCHED Explanation: The PURGE parameter was not specified on a

Explanation: ~ The number of cataloged generation data group SCRDSET command and an OS system or control volume (CVOL)
(GDG) type data sets that were not scratched is specified. The catalog data set SYSCTLG met the limiting criteria for data set
SCRDSET command does not scratch cataloged data sets with scratching. Data set SYSCTLG was not scratched.

names that end in name.GnnnnVvnn. Source: DFSMSdfp

In the message text: Detecting Module:  IDCSDO01

nnn The number of the data sets that were not scratched. System Action:  The system continues processing with the next
Source: DFSMSdfp volume.

Detecting Module:  IDCSDO01 Application Programmer Response: If the SYSCTLG data set

must be scratched, use the IEHPROGM utility or run the SCRDSET

System Action:  The system continues processing with the next i
command with the PURGE parameter.

volume.

Application Programmer Response: If the data sets must be
scratched, use one of the following methods to scratch them:

* Run the IEHPROGM utility.

¢ Run the DELETE command.
e Specify DELETE in the DISP parameter on the DD statement.

IDC08171  ALL ACTIVE VOLUMES IN GROUP grpname WERE
EXCLUDED

Explanation:  No volumes were processed in the specified group.
Each active volume that normally would have been processed was
excluded with the EXCLUDEVOLUMES parameter.

In the message text:

IDC08141  nnn CATALOGED MULTI-VOLUME DATA SETS
WERE NOT SCRATCHED grpname  The group name.

Explanation:  The number of cataloged multivolume data sets that Source: DFSMSdfp
were not scratched is specified. The SCRDSET command does not Detecting Module:  IDCSDO1

scratch multivolume cataloged data sets.
System Action:  If any groups remain to be processed, the system

In the message text: continues processing with the next group. If no groups remain to be

nnn The number of multi-volume data sets that were not processed, the system abnormally ends the command.
scratched.

Source: DFSMSdfp IDC08321  NO text RECORDS EXIST IN THE INVENTORY

Detecting Module:  IDCSDO1 Explanation:  textis one of the following:

System Action:  The system continues processing with the next BASE VOLUME

volume. DUPLICATE VOLUME

NON—GROUPED VOLUME

atched, use ane of he following method 10 scrach them: CARTRIDGE INDEX
’ PLACE HOLDER
¢ Run the IEHPROGM utility. GROUP SCRATCH
¢ Run the DELETE command. GROUP CATALOG

¢ Specify DELETE in the DISP parameter of the DD statement. No records of the type requested exist in the inventory.

IDCO8151  VOLUME volser IN GROUP grpname BEING PROC- Source: DFSMSdfp
ESSED Detecting Module:  IDCLV01

Explanation: A new volume in the indicated group is being proc- ICBVUTO02
essed. Additional messages follow to indicate the data sets that have
been scratched, if any.

System Action:  The system continues processing.

In the message text: IDC0855]  CHANGE OF prm SUCCESSFUL

ser The volume serial number. Explanation:  The specified TUNE command parameter was suc-
grpname  The group name. cessfully changed.

Source: DFSMSdfp In the message text:

Detecting Module:  IDCSDO1 prm The specified parameter.

System Action:  The system processes the volume. Source: DFSMSdfp

Detecting Module:  IDCTUO1

System Action:  The command continues processing.
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IDC08611  NO TAPE DATA SETS OPEN FOR THIS CHECK-
POINT
Explanation:  No type 1 DSDRs were found for this checkid.

Source: DFSMSdfp

Detecting Module:  IDCCKO1

System Action:  Normal processing continues, but the checkpoint is

not processed.

IDC0862I DUPLICATE SELECTED CHECKID xxxxxxxx
Explanation: The same checkid was selected by the user more
than once.

In the message text:
xxxxxxxx  The duplicated check identification.
Source: DFSMSdfp
Detecting Module:  IDCCKO01

System Action:  Normal processing continues, but the checkpoint is

not processed.

Application Programmer Response: Check to see if another
checkid was intended. Run the job again.

IDC0863I

Explanation: A duplicate entry was found for a user-selected
checkid already.

DUPLICATE CHECKPOINT ENTRY  XXXXXXXX

In the message text:
xxxxxxxx  The duplicated checkpoint entry.
Source: DFSMSdfp
Detecting Module:  IDCCKO1

System Action:  Normal processing continues.

IDC08741  FOLLOWING NOT ALPHABETIC - INSUFFICIENT
WORK SPACE FOR SORT
Explanation:  Insufficient virtual storage is available for alphabet-

ically sorting the objects to be listed by a LISTCRA command.
Source: DFSMSdfp
Detecting Module:  IDCLRO1

System Action:  The system does not sort the objects. The system
lists the objects in the order in which they are encountered while
reading the catalog recovery area.

Application Programmer Response: If a sorted listing is desired,
run the job with a larger storage allocation.

IDCO08771 NUMBER OF RECORDS THAT MISCOMPARED IN
THIS CRA - nnn
Explanation: The COMPARE option found a number of records for

which a miscompare between the catalog recovery area (CRA) and
the catalog occurred.

In the message text:

nnn The number of records miscompared.

Source: DFSMSdfp
Detecting Module:  IDCLRO1
System Action:  The system continues processing.

Application Programmer Response:
is required.

Determine whether recovery

IDCO0888I * ENTRY CONTAINS NO DATA RECORDS

Explanation:  There are no data records in the virtual storage
access method (VSAM) data set to be exported. See the primary
message for the name of the data set.

Source: DFSMSdfp

Detecting Module:  IDCRCO01

System Action:  Processing of catalog information only for this data
set is attempted. See the primary message for processing result. If
processing was successful, then the portable data set contains the
necessary information to redefine the data set through IMPORTRA.

IDCO0896I

Explanation:

MIGRATED ENTRY dsname DELETED

The migration utility deleted the specified data set.
In the message text:
dsname The data set name.
Source: DFSMSdfp
Detecting Module:  IDCDLO1

System Action:  The system continues processing.

IDC0922I ‘xxx DUMP ELEMENT INVALID FOR SYMBOLIC
DUMP
Explanation:  The specified dump element in a symbolic dump list

has an incorrect type field or the length field is incorrect for the spec-
ified type. The condition code remains unchanged.

In the message text:

XXX The specified dump element.

Source: DFSMSdfp
Detecting Module:  IDCDB02
System Action:  The system ignores the dump element.

Application Programmer Response:
type of the specified dump element.

Correct the length and/or

IDC0923I ‘xxx ARRAY HEADER INVALID FOR SYMBOLIC
DUMP
Explanation:  The specified array header in a symbolic dump list:

¢ Has an incorrect extent field. The field must be greater than 0
and less than or equal to 99.

e Has an incorrect item count field. The field must be greater than
0.

¢ Is an array header within an existing array specification.
The condition code remains unchanged.
Source: DFSMSdfp
Detecting Module:  IDCDB02

System Action:  The system ignores the array header. Dump ele-
ments within the array specification are treated as single, non-
arrayed items.

Application Programmer Response: Correct the fields of the

specified array header.

IDC0924I DUMP ROUTINE INVOKED AT * mac’

Explanation:  The access method services dump routine has been
invoked at the specified UDUMP macro, a dump entry point.

In the message text:

mac The macro entry point.
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Source: DFSMSdfp

Detecting Module:  IDCDBO01

System Action:  The system provides a dump of the IDCAMS trace
tables, as well as symbolic and/or full region dumps, if requested by
the IDCAMS user.

IDC0925I DUMP xxx PRODUCED AT DUMP POINT *mac’

Explanation: A dump was requested and produced at the specified
UDUMP macro.

In the message text:

XXX The dump identifier.
mac The macro entry point.
Source: DFSMSdfp
Detecting Module:  IDCDBO01

System Action:  The system continues processing.

IDC0932I STORAGE MANAGEMENT SUBSYSTEM CALL
FAILED. RETURN CODE WAS rc
Explanation:  The subsystem interface was unable to complete suc-

cessfully the call to the storage management subsystem (SMS).

Register 15 contains a hexadecimal reason code that explains the
error:

Code Explanation

04 SMS does not support the requested function.

16 The function was not completed because of an error.
Source: DFSMSdfp
Detecting Module: IDCSA11

System Action:  The system continues processing.

IDC0934lI STORAGE MANAGEMENT SUBSYSTEM EXISTS,
BUT IS NOT OPERATIONAL.
Explanation:  The call to the storage management subsystem

(SMS) was unsuccessful because the subsystem is not operational.
Source: DFSMSdfp
Detecting Module:  IDCSA11

System Action:  The system continues processing.

IDC0935I STORAGE MANAGEMENT SUBSYSTEM DOES NOT
EXIST.
Explanation: The system does not recognize the storage manage-

ment subsystem (SMS) as a valid subsystem.
Source: DFSMSdfp
Detecting Module: IDCSA11

System Action:  The system continues processing.

IDCO0970I * NUMBER OF TRACKS = nnn; CCHH OF NEXT
TRACK =X"cchh'
Explanation:  The above data could not be restored in the volume

table of contents (VTOC).

In the message text:

nnn The number of tracks.
Source: DFSMSdfp

Detecting Module:  IDCVS01
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System Action:  The command continues processing.

Application Programmer Response: If the volume is a virtual
volume, ignore this error since alternate tracks do not apply for
virtual volumes and the problem need not be corrected. If the volume
is a real volume, use the AMASPZAP service aid to place the infor-
mation from the subsequent message into the VTOC.

IDC0974I ** L AST USE DATE NOT CHANGED FOR DATA
SET(S) ON VOLUME volser
Explanation:  An attempt to set or clear the date-last-used field for

one or more data sets failed on the indicated volume. This message
is preceded by a message that specifies the error.

In the message text:

volser The volume serial number.

Source: DFSMSdfp

Detecting Module:  IDCVS03

System Action:  The system continues processing.

Application Programmer Response: Correct the error specified in
the previous message. Run the command again to set or clear the
date-last-used field.

System Programmer Response: Run the IEHLIST utility:

e With LISTVTOC FORMAT: to format and show the volume table
of contents (VTOC) for the volume associated with the problem

e With LISTVTOC DUMP: to list the VTOC for the associated
volume

e With LISTPDS: to list the directory of the partitioned data set
(PDS) associated with the problem

If the error recurs and the program is not in error, search problem
reporting data bases for a fix for the problem. If no fix exists, contact
the IBM Support Center. Provide the JCL, the SYSOUT output for
the job, and all printed output and output data sets related to the
problem.

IDC1002I RESETCAT CATALOG catname VOL volser LEVEL
timestmp
Explanation:  This message indicates the catalog to be reset and

the time stamp on the volume.
In the message text:

catname  The catalog name.
volser The volume serial number.
timestmp  The time stamp on the volume.
Source: DFSMSdfp
Detecting Module:  IDCRS01

System Action:  The system continues processing.

IDC01011I CRA CHOSEN FOR RESET - VOL volser LEVEL
timestmp
Explanation:  This message indicates the catalog recovery area

(CRA) to be reset and the time stamp on the volume.
In the message text:

volser The volume serial number.
timestmp  The time stamp on the volume.
Source: DFSMSdfp
Detecting Module:  IDCRS01

System Action:  The system continues processing.



IDC010371 catname HAS BEEN RESET

Explanation:  This message indicates that RESETCAT processing
has been completed for the indicated catalog.

In the message text:

catname  The catalog name.
Source: DFSMSdfp
Detecting Module:  IDCRS01

System Action:  The system continues processing.

IDC010491 NON-VSAM/USERCATALOG ENTRIES MOVED TO
NEW CATALOG'S CRA
Explanation: This message indicates that RESETCAT processing

has moved non-virtual storage access method (VSAM), generation
data group (GDG) base, alias, or user catalog entries from the
catalog recovery area (CRA) on the old catalog's volume to the CRA
on the new catalog's volume.

Source: DFSMSdfp
Detecting Module:  IDCRS01

System Action:  The system continues processing.

IDC1069I FUNCTION PERFORMED - ERROR UPDATING
INVENTORY, CODE = X'cde".
Explanation: If a Mass Storage Control function was requested, the

function was performed by the Mass Storage Control. However, an
error prevented the Mass Storage Volume Control Inventory data set
from being updated. If Inventory data set updating was requested, at
least one record was updated in the Inventory. An error prevented
the rest of the records from being updated. The request has been
journaled in the Mass Storage Volume Control Journal data set.

In the message text:

cde The reason code returned from the Mass Storage
System Communicator.

Source: DFSMSdfp

System Action:  The command continues processing. A subse-
quent function may fail because of the error in the Inventory data set.

Application Programmer Response: Investigate the reason code
returned from the Mass Storage System Communicator. Contact the
system programmer. The Inventory data set should be restored from
the backup copy of the Inventory data set and the Journal data set.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Search problem reporting data bases for a fix for the
problem. If no fix exists, contact the IBM Support Center. Provide the
JCL, the SYSOUT output for the job, and all printed output and
output data sets related to the problem.

IDC1116I
Explanation:

VOLUME=volser, SEQ=nnn
CSN=csn [,CSN=csnZ2]

One of the following has occurred:

ERROR UPDATING CARTRIDGE LABEL: text

text is one of the following:

e For a REPLACEC command, a Copy Cartridge order resulted in
the replacement of one of two cartridges in the indicated volume
with the sequence number. An unrecoverable error occurred
while the label of the other cartridge was being updated to point
to the target cartridge.

IDC01037I1 » IDCO1121I

e For a COPYV, CREATEV, or SCRATCHV command, a Define
Volume or Eliminate Volume order resulted in the cartridges
being listed on the scratch cartridge list table. The cartridge or
cartridges in error are given an unusable cartridge serial number
because the label could not be updated successfully.

In the message text:

volser The volume serial number.
nnn The sequence number.

csn

csn2 The cartridge serial numbers.

Source: DFSMSdfp

System Action:  The system completes processing of the failing
order. Environmental data that identifies the failing cartridge was
logged on the primary processing unit.

Application Programmer Response: For a REPLACEC command,
if the REPLACEC command detected the error, reissue the
command to replace the other cartridge of the volume, which is indi-
cated by the sequence number. If either the COPYV, CREATEV, or
SCRATCHV command detected the error, issue the MODIFYC
command with the DIRECTEJECT parameter to move the failing car-
tridge or cartridges to the exit station. Then issue the NULLIFYC
SCRC CSN command to eliminate the records for the ejected car-
tridges from the Mass Storage Facility.

IDC011201 INCONSISTENT field

Explanation:  The fields do not match in table entries that are other-
wise matching. Two secondary messages identify the specific field or
attribute values that are inconsistent, and the respective tables and
table indices in which the inconsistencies occur.

In the message text:
field The inconsistent field.
Source: DFSMSdfp

Detecting Module:  IDCCH04

System Action:  The system continues processing.

Application Programmer Response: Investigate the inconsist-
ency. Issue the DUMPMSS, LISTMSF, or LISTMSVI command to
obtain dumps of the table with the inconsistency. If there is any
doubt whether the inconsistency is temporary or not, issue the
CHECKMSS command again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide all printed output and output data sets related to the
problem.

IDC011211 DUPLICATE field REFERENCE FOUND

Explanation:  More than one table entry references the same field
or attribute. All entries should be unique with respect to that field or
attribute. Two secondary messages identify the specific field or attri-
bute values that are identical, and the tables and table indices in
which the duplicate occurs.

In the message text:

field The duplicated field.

Source: DFSMSdfp
Detecting Module:  IDCCH04

System Action:  The system continues processing.
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Application Programmer Response: Investigate the duplicate
table entries. Issue the DUMPMSS, LISTMSF, or LISTMSVI
command to obtain dumps of the table containing the duplicate infor-
mation. If there is any doubt whether the duplicate is temporary or
not, issue the CHECKMSS command again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide all printed output and output data sets related to the
problem.

IDC011221 SUM=nnn OF INDIVIDUAL counts FROM table NOT
EQUAL TO TOTAL VALUE
Explanation:  The sum of the individual counts or value counts

obtained from the specified table does not match the field that should
contain the total of the counts or values. A secondary message iden-
tifies the total value, and the table and table indices to locate the
entry containing the total.

In the message text:
nnn The sum of individual counts.

counts The specified counts.

table The specified table.
Source: DFSMSdfp

Detecting Module:  IDCCH04

System Action:  The system continues processing.

Application Programmer Response: Investigate the inconsist-
ency. Issue the DUMPMSS, LISTMSF, or LISTMSVI command to
obtain dumps of the table with the inconsistency. If there is any
doubt whether the inconsistency is temporary or not, run the
CHECKMSS command again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide all printed output and output data sets related to the
problem.

IDC011231 ** VALUE=value table (index)

Explanation: This secondary message identifies the value of the
field or attribute named in a primary message: the table name con-
taining the field or attribute, and the table indices that identify the
particular table entry containing the field or attribute.

In the message text:

value The specified value.
table The table containing the field.
index The index that identifies the table.

Source: DFSMSdfp
Detecting Module:  IDCCHO04
System Action:  The system continues processing.

Application Programmer Response:
response for the primary message.

See the programmer

System Programmer Response: Search problem reporting data
bases for a fix for the problem. If no fix exists, contact the IBM
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Support Center. Provide all printed output and output data sets
related to the problem.

IDC011241 MATCHING field=value NOT FOUND IN table1 TO
MATCH table2 (index)
Explanation:  An entry in the first table did not have a matching

entry in the second table.
In the message text:

Identifies the field or attribute and its value for
which a matching entry was not found or was not

field=value

valid.
tablel
table2 The specified tables.
index The table indices that locate the unmatched

entries.
Source: DFSMSdfp

Detecting Module:  IDCCH04

System Action:  The system continues processing.

Application Programmer Response: Investigate the inconsist-
ency. Issue the DUMPMSS, LISTMSF, or LISTMSVI command to
obtain dumps of the tables with the inconsistency. If there is any
doubt whether the inconsistency is temporary or not, run the
CHECKMSS command again.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide all printed output and output data sets related to the
problem.

IDC1141I OBJECT NOT SUPPORTED IN CIMODE,
RECORDMODE USED
Explanation:  The programmer requested EXPORT CIMODE for an

object that the system cannot process using control interval access.
EXPORT CIMODE can only be used for ESDS base clusters that do
not have an alternate index.

Source: DFSMSdfp

System Action:
RECORDMODE.

The system continues processing using EXPORT

Application Programmer Response:
data set the system is exporting.

Verify the attributes of the

IDC1142I OBJECT NOT SUPPORTED IN RECORDMODE,
CIMODE USED
Explanation:  The user has requested EXPORT RECORDMODE

for an object that must be processed using control interval access.
EXPORT RECORDMODE cannot be used for linear data set (LDS)
clusters.

Source: DFSMSdfp
Detecting Module:  IDCXPO

System Action:  The system continues processing using EXPORT

CIMODE.

Application Programmer Response:
data set being exported.

Verify the attributes of the



IDC011461 NO DISCREPANCIES FOUND, REPORT NOT
PRINTED
Explanation:  No report was printed by the AUDITMSS command

with the CHECK or READLABEL parameter. No discrepancies were
found.

Source: DFSMSdfp
Detecting Module:  IDCAUO3

System Action:  The command ends normally.

IDC11471  IT IS RECOMMENDED THAT DIAGNOSE AND
EXAMINE BE RUN BEFORE IMPORT OF CATALOG
Explanation:  After the EXPORT of an integrated catalog facility

catalog and before IMPORT of that catalog, it is recommended to
run DIAGNOSE and EXAMINE to detect any possible structure
errors and report on the structural integrity of the basic catalog struc-
ture (BCS) of the catalog.

Source: DFSMSdfp
Detecting Module:  IDCXP01

System Action:  The system continues processing.

IDC1178]  DEFINE SPACE SUBCOMMAND IGNORED -
CATALOG IS ICF FORMAT
Explanation: A DEFINE SPACE subcommand was found to be ori-

ented to an integrated catalog facility (ICF) catalog. This function is
incorrect in the ICF catalog environment and thus this command is
ignored.

Source: DFSMSdfp

System Action:  This is an attention message. The system writes

this message with a return code of 4 to call attention to the condition.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Search problem reporting data bases for a fix for the
problem. If no fix exists, contact the IBM Support Center. Provide the
JCL and the SYSOUT output for the job.

IDC01190I CARTRIDGE csn IS NOW A SCRATCH CARTRIDGE

Explanation:  The cartridge with the specified cartridge serial
number is now a scratch cartridge.

In the message text:

csn the cartridge serial number of the scratched cartridge.
Source: DFSMSdfp
Detecting Module:  IDCNCO1

System Action:  The system continues processing.

IDC012151 LAST RECORD NOT FOUND IN dsname

Explanation: ~ While displaying or copying the requested records,
the last record specified in the DATASETRANGE or the
REPAIRRANGE parameter was not found in the data set.

In the message text:
dsname The data set name.
Source: DFSMSdfp
Detecting Module:
IDCRD0O6

System Action: REPAIRV DISPLAY/COPY ends. Control returns
to access method services. The return code is 0.

IDCRDO02
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System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL and the SYSOUT output for the job.

IDC012361 TRACK cchh WAS DEBLOCKED INTO nnn
RECORDS
Explanation: The DEBLOCK function has deblocked the R'0/R'1

pair into a number of records (including RO).

In the message text:

cchh Indicates the track.

nnn The number of records the rack was deblocked into.
Source: DFSMSdfp
Detecting Module:  IDCRDO04

System Action: REPAIRV DEBLOCK has written deblocked
records to repair work.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL and the SYSOUT output for the job.

IDC12521 COMMAND ALLOWS NO PARAMETERS - PARAME-
TERS IGNORED
Explanation:  This message indicates that for a command defined

to have no parameters, some parameters were coded.
Source: DFSMSdfp

Detecting Module:  IDCRI04

System Action:  The system ignores the parameters but processes

the command.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide all printed output and output data sets related to the problem
and the control statements for the job.

IDC01360I THE FOLLOWING ENTRIES HAD NO ERRORS

Explanation:  The entries that follow this message passed the
DIAGNOSE checks with no errors.

Source: DFSMSdfp

System Action:  The system lists the entries without errors.

IDC013711 RECORD DISPLAY SUPPRESSED, ALREADY
DUMPED
Explanation:  The record described by message IDC21365! will not

be dumped here because the record has already been dumped. If
DIAGNOSE is unable to obtain enough storage to show which
records have been dumped, suppression of duplicates are sus-
pended.

Source: DFSMSdfp
Detecting Module:  IDCDAO3

System Action:  The system continues processing.

IDC013791 NO VVDS ENTRY FOR DSCB NAME dscbname

Explanation: A data set control block (DSCB) with no matching
VVDS entry was found.

In the message text:

dscbname The DSCB name.
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Source: DFSMSdfp
Detecting Module:  IDCDAO02

System Action:  The system continues processing the current

command.

IDC01380I GENERATION DATA SET FOUND IN DEFERRED
ROLL IN STATE

Explanation: It is an informational message only. Comparison of

GDs is deferred and roll in state and catalog recording continues.

Detecting Module:  IDCDAO1

IDC013811 VVR INTERRUPT RECOGNITION FLAG FOUND ON
FOR dsname
Explanation:  During system processing, DIAGNOSE found the

interrupt recognition flag (IRF) on in the VSAM volume record (VVR)
for the specified data set. The IRF was left on when data facility data
set services (DFDSS) was moving the subject data set and had not
completed the operation.

In the message text:
dsname
Source: DFSMSdfp

System Action:
command.

The specified data set name.

The system continues processing the current

Application Programmer Response: Because the VVR may not
correctly describe the extent of the data set, do the following:

1. Copy the data set to a new data set.
2. Verify the correct number of records were copied.
3. Delete the old data set.

If the correct number of records was not copied, other methods will
be required to restore the data set.

IDC01402I SPHERE CONVERSION COMPLETED FOR dsname

Explanation:  The conversion of the specified base sphere and its
associations has completed successfully.

In the message text:

dsname The data set name.
Source: DFSMSdfp
Detecting Module:  IDCCCO01

System Action:  The system continues processing.

IDC014071 SPHERE BACKED OUT OF TARGET CATALOG FOR
dsname
Explanation:  The specified sphere base and any of its associations

defined in the target catalog have been deleted from the target
catalog. The reason for this action is because one of the associ-
ations could not be defined in the target catalog and the sphere base
and any other associations already defined must be deleted from the
target catalog.

In the message text:

dsname  The data set name.
Source: DFSMSdfp
Detecting Module:  IDCCCO01

System Action:  The system continues processing with the next

base object.
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Application Programmer Response: Another message will give
the name of the object and the reason it could not be defined.
Correct this problem. Run the job again.

IDC01408I DATA SPACES TO BE DELETED FOR VOLUME
volser
Explanation:  During processing of a CNVTCAT command, suballo-

cated entries in a virtual storage access method (VSAM) catalog
have been found. The specified volume's VSAM data spaces will be
deleted to allow conversion. Unless an error message follows this
message indicating the delete failed, the data spaces will have been
deleted.

In the message text:
The volume serial number.
Source: DFSMSdfp
Detecting Module:

volser

IDCCCo1

System Action:  The system continues processing if the delete of
the volume's VSAM data space is successful.

IDC1412]| TRACE ALREADY IN REQUESTED STATE

Explanation:  The hardware trace is already in the requested state.
The Mass Storage System Communicator reason code is X'7F'.

Source: DFSMSdfp

System Action:  The command completes normally.

IDC01460I

Explanation:  The number of entries merged from the source
catalog to the target catalog is specified. This count does not include
data or index components.

THE NUMBER OF ENTRIES MERGED WAS nnn

In the message text:

nnn The number of entries merged.
Source: DFSMSdfp
Detecting Module:  IDCRPO1

System Action:  Normal processing continues.

IDC015001 {BIND | UNBIND} SUCCESSFUL FOR (SUBSYSTEM
CONTAINING) volser
Explanation:  The data was successfully bound or unbound for the

device specified or unbound for the subsystem.
In the message text:

The volume serial number.
Source: DFSMSdfp
Detecting Module:

volser

IDCSS03

System Action:  The system performed the 1/O operation without

error.
IDC1502I PASSWORD SUPPRESSION IN MODEL OBJECT
Explanation:  The password information in the model object was

inaccessible because there was insufficient password protection
authorization or RACF authorization. This is an informational or
attention message that occurs if the password or RACF authorization
provided is not high enough to locate the passwords themselves.
The passwords were not used for the object being defined.

Source: DFSMSdfp

Detecting Module:  IDCDEOQ2



System Action:
are not modeled.

The system continues processing. The passwords

Application Programmer Response: If the passwords are to be
modeled, delete the data set. Before redefining, either supply the
MASTERPW password of the model object or have your user profile
modified so you have RAC-alter access to the model object.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL and the SYSOUT output for the job.

IDC1543| NEW KEYS AND/OR RECORDSIZE VALUES EQUAL
TO PRIOR DEFAULT VALUES.
Explanation: The ALTER command specified the KEYS or

maximum RECORDSIZE parameter with values equal to the default
values chosen by the DEFINE command. The DEFINE defaults are
KEYS (64 0) and RECORDSIZE (4089 4089) for non-spanned
record data sets or RECORDSIZE (4086 32600) for spanned record
data sets.

Source: DFSMSdfp

Detecting Module:  IDCALO1

System Action:  The ALTER command continues processing with a
condition code of 4, altering any parameters other than KEYS and
RECORDSIZE. Incorrect key values also prevent alteration of record
size values in the same command.

Application Programmer Response: If the default values are not
correct, run an ALTER command to correct the values.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Search problem reporting data bases for a fix for the
problem. If no fix exists, contact the IBM Support Center. Provide the
JCL and the SYSOUT output for the job.

IDC1544| KEYS AND/OR RECORDSIZE VALUES EQUAL TO
PRIOR NON-DEFAULT VALUES
Explanation: The ALTER command specified the KEYS or

maximum RECORDSIZE parameter with values equal to those
already defined.

Source: DFSMSdfp

Detecting Module:  IDCALO1

System Action:  The ALTER command continues processing with a
condition code of 4, altering any parameters other than KEYS and
RECORDSIZE. Incorrect key values also prevent alteration of record
size values in the same command.

Application Programmer Response: If the specified values are
not correct, run an ALTER command to correct the values.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information Search problem reporting data bases for a fix for the
problem. If no fix exists, contact the IBM Support Center. Provide the
JCL and the SYSOUT output for the job.

IDCO15511 type CACHING STATUS: stat FOR SD X‘ss’ DEV
X'dd
Explanation:  This message is routed to the systems console by the

LISTDATA command in response to a request for status with the
WTO parameter.

In the message text:

IDC1543I « IDC01552]

type Identifies the DASD type.
stat Status, as follows:
¢ ACTIVE if the subsystem is active.

e SUBSYSTEM ERROR if an 1/O error occurred when
requesting status from the subsystem and the model
is not 3990 Model 3 or Model 6.

¢ HOST TERMINATION if a SETCACHE command
has been previously issued to turn off caching in the
subsystem and the model is not 3990 Model 3 or

Model 6.
Ss The address of the subsystem's caching storage
director.
dd The channel connection address of the device on which

the 1/0 was done.
Source: DFSMSdfp
Detecting Module:  IDCBDOI

System Action:  The system continues processing. A full status
report appears on SYSPRINT or in the alternate data set described
in the procedure used to issue the LISTDATA command.

IDC015521 SUBSYSTEM CACHING STATUS: stat-DEV X'ddd

Explanation:  This 3990 Model 3 or Model 6 message is routed to
the systems console by the LISTDATA command in response to a
request for status with the WTO parameter. This message might
appear with IDC01553I, IDC01554I, IDC01555I, and IDC01556.

In the message text:
stat Status, as follows:
¢ ACTIVE if the subsystem is active.

¢ ACTIVATION PENDING if the cache is being
brought online.

* DEACTIVATED-SUBSYS when an internal sub-
system error caused caching termination.

o DEACTIVATED-HOST/SF when an explicit host
system or support facility request caused caching
termination.

« DEACTIVATION PENDING when a request for
deactivation has been received and the operation is
in progress.

e« DEACTIVATION FAILED when a request for deacti-
vation was received and the operation failed. when
the status is represented by an undefined bit combi-
nation.

ddd The device number on which the 1/0 operation occurred.
Source: DFSMSdfp

Detecting Module:  IDCLAO1

System Action:  The system continues processing. A full status
report appears on SYSPRINT or in the alternate data set described
in the procedure used to issue the LISTDATA command.

Operator Response:  If the device associated with this message is
attached via the IBM 3990 Model 3 or Model 6 Storage Control, see
IBM 3990/9390 Operations and Recovery Guide for detailed recovery
actions.
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IDC01553I = IDC01557I

IDCO1553I NVS STATUS: stat DEV X'ddd

Explanation:  This 3990 Model 3 or Model 6 message is routed to
the systems console by the LISTDATA command in response to a
request for status with the WTO parameter. This message might
appear with IDC01552I, IDC01554l, IDC01555I, and IDC01556.

In the message text:
stat Status, as follows:
¢ ACTIVE if the nonvolatile storage is active.

e DEACTIVATED-SUBSYSTEM ERROR when an
internal subsystem error caused nonvolatile storage
termination.

e DEACTIVATED-HOST/SF when an explicit host
system or support facility request caused nonvolatile
storage termination.

e DEACTIVATION IN PROGRESS when a request for
deactivation has been received and the destage is
in progress.

¢ DEACTIVATION FAILED when a request for deacti-
vation was received and the destage failed.

¢ DISABLED when the nonvolatile storage is disabled
for maintenance.

ddd The device number on which the 1/0 operation occurred.
Source: DFSMSdfp

Detecting Module:  IDCLAO1

System Action:  The system continues processing. A full status
report appears on SYSPRINT or in the alternate data set described
in the procedure used to issue the LISTDATA command.

Operator Response:  If the device associated with this message is
attached via the IBM 3990 Model 3 or Model 6 Storage Control, see
IBM 3990/9390 Operations and Recovery Guide for detailed recovery
actions.

IDC01554] DASD FAST WRITE STATUS: stat DEV ddd

Explanation:  This 3990 model 3 message is routed to the systems
console by the LISTDATA command in response to a request for
status with the WTO parameter. It may appear with IDC01552I,
IDC01553I, IDC01555I, or IDC01556I.

In the message text:
stat Status, as follows:
e ACTIVE if DASD fast write is active.

¢ DEACTIVATION PENDING when transfer of modi-
fied DASD fast write data to DASD failed.

e DEACTIVATED when DASD fast write is disabled.
combination.

ddd The device number on which the 1/0 operation occurred.
Source: DFSMSdfp

Detecting Module:  IDCLAO1

System Action:  The system continues processing. A full status
report appears on SYSPRINT or in the alternate data set described
in the procedure used to issue the LISTDATA command.

Operator Response:  If the device associated with this message is
attached via the IBM 3990 Model 3 or Model 6 Storage Control, see
IBM 3990/9390 Operations and Recovery Guide for detailed recovery
actions.
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IDC015551 DUPLEX PAIR STATUS: stat {PRI | SEC} DEV X' ddd’
{prilsec} DEV X'xx
Explanation:  This 3990 Model 3 or Model 6 message is routed to

the systems console by the LISTDATA command in response to a
request for status with the WTO parameter when the device in the
status request is part of a duplex pair. This message might appear
with IDC01552I, IDC01553I, IDC01554l, and IDC01556I.

In the message text:
stat Status, as follows:
¢ ACTIVE if the duplex pair is active.

* PENDING when the copy to establish a duplex pair
is in progress.

¢ SUSPENDED when the duplex pair is suspended by
a host command (for example, SETCACHE
SUSPENDPRIMARY), or by the subsystem.

pri Indicates that the addressed device is primary.

sec Indicates that the addressed device is secondary.

ddd The device number on which the 1/O operation occurred.
XX The channel connection address (CCA) of the other

device in the duplex pair returned in the sense sub-
system status data.
Source: DFSMSdfp
Detecting Module:  IDCLAO1

System Action:  The system continues processing. A full status
report appears on SYSPRINT or in the alternate data set described
in the procedure used to issue the LISTDATA command.

IDC015561 CACHE FAST WRITE STATUS: stat DEV ddd

Explanation:  This 3990 model 3 message is routed to the systems
console by the LISTDATA command in response to a request for
status with the WTO parameter. It may appear with IDC01552I,
IDC01553I, IDC01554l, or IDC01555I.

In the message text:
stat Status, as follows:

¢ ACTIVE if cache fast write is active.
¢ DISABLED if cache fast write is disabled.

ddd The device address (370) on which the 1/O operation
occurred.

Source: DFSMSdfp

Detecting Module:  IDCLAO1

System Action:  The system continues processing. A full status
report appears on SYSPRINT or in the alternate data set described
in the procedure used to issue the LISTDATA command.

IDC01557I ACCESS CODE FOR SCU X'scu’ SC X‘sc' IS
X'acode'
Explanation: The LISTDATA command to retrieve the remote

access authorization code was successful. One message is routed to
the systems console for each storage cluster.

In the message text:

scu The box serial number.
sc The 2 hexadecimal digit storage cluster number.
acode The 8 hexadecimal digit remote access code.

Source: DFSMSdfp

Detecting Module:  IDCLAO1



System Action:  The system continues processing.

IDC15611  WKSPC LACKING FOR dsname

Explanation: A larger region size is required for this particular invo-
cation of access method services and LISTCAT.

In the message text:

dsname The data set name.

Source: DFSMSdfp

Detecting Module:  IDCLC02

System Action:  The LISTCAT command bypasses the indicated
entry and continues processing with a condition code of 4.

Application Programmer Response: Run the job again in a larger
region for those entries that were bypassed.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Search problem reporting data bases for a fix for the
problem. If no fix exists, contact the IBM Support Center. Provide the
JCL and the SYSOUT output for the job.

IDC1562I ser VOLUME SERIAL NUMBER TOO LONG

Explanation: A volume serial number exceeds six characters for
the LISTCAT SPACE request.

In the message text:

ser The volume serial number.

Source: DFSMSdfp
Detecting Module:  IDCLCO1

System Action:  The LISTCAT command bypasses the indicated
entry and continues processing with a condition code of 4.

Application Programmer Response:
corrected volume serial numbers.

Run the job again with the

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL and the SYSOUT output for the job.

IDC1564l chartyp IS AN UNKNOWN TYPE

Explanation:  An entry returned from the catalog is a type not sup-
ported by LISTCAT.

In the message text:

chartyp The unsupported type.
Source: DFSMSdfp
Detecting Module:  IDCLCO1

System Action:  The LISTCAT command bypasses the entry and
continues processing with a condition code of 4.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL and the SYSOUT output for the job.

IDC1565I

Explanation:

xxx NOT A REQUESTED TYPE
A desired entry was not among the types requested.
In the message text:
XXX The desired type.
Source: DFSMSdfp

IDC1561I « IDC15671

IDCLCO1

System Action:  The LISTCAT command bypasses the specified
entry and continues processing with a condition code of 4.

Detecting Module:

Application Programmer Response:
correct type or types specified.

Run the job again with the

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL and the SYSOUT output for the job.

IDC1566I ** xxx NOT LISTED

Explanation:  One of the following conditions is present:

¢ An entry name specified in the LISTCAT ENTRIES parameter
does not exist in the catalogs to be listed.

¢ An associated object for a CLUSTER, AIX or GDG group does
not exist if LISTCAT was requested with no entry types speci-
fied.

¢ Password verification failed.

¢ An entry name specified in the ENTRIES parameter was a
volume serial number and the catalogs to be listed is an inte-
grated catalog facility (ICF) catalogs.

e A catalog error has occurred.
In the message text:
XXX The entry name.
Source: DFSMSdfp

Detecting Module:  IDCLCO1

System Action:  The system bypasses the designated entry. The
system continues processing with a return code of 4.

Application Programmer Response: Correct the entry name.
Return the job to list only this entry or refer to the documentation for
message IDC3009I and respond as indicated for the specified return
code and reason code.

If the name should be in the virtual storage access method (VSAM)
volume data set (VVDS), run a PRINT of the VVDS to verify the
presence of the catalog name.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Search problem reporting data bases for a fix for the
problem. If no fix exists, contact the IBM Support Center. Provide the
JCL and the SYSOUT output for the job.

IDC1567I

Explanation:  An entry identified by a control interval number in the
virtual storage access method (VSAM) catalog does not exist.

** INVALID CONTROL INTERVAL NUMBER nnn

In the message text:
nnn The incorrect control interval number.
Source: DFSMSdfp

Detecting Module:  IDCLCO01, IDCLC02

System Action:  The system bypasses the designated entry. The
system continues processing.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Search problem reporting data bases for a fix for the
problem. If no fix exists, contact the IBM Support Center. Provide the
JCL and the SYSOUT output for the job.
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IDC1569I « IDC01603I

IDC15691  EXPIRATION PARAMETER DOES NOT APPLY TO
ENTRY TYPE(S)
Explanation: The EXPIRATION option of LISTCAT was specified

with entry types that contain either no expiration-date field or an
expiration-date field that is never initialized.

Source: DFSMSdfp

Detecting Module:  IDCLCO1

System Action:  LISTCAT continues normally after the attention
message, processing the specified entry types. The listing is not
restricted by the EXPIRATION option. All specified entry types will
be listed.

IDC1574l CATALOG ENTRY COMPARISON NO LONGER
FUNCTIONING
Explanation:  This message follows the 100th IDC1575] message.

Comparison of the backup and target catalog continues but only
volume serial number mismatches are listed.

Source: DFSMSdfp

Detecting Module:  IDCRPO1

System Action:  The system continues reload processing.

Application Programmer Response: The large number of discrep-
ancies detected between the target and backup catalogs indicate
that the reloaded catalog should be used until the LISTCAT output
obtained before and after the reload has been carefully checked.

IDC1575I ONLY {BACKUP|TARGET} DEFINES { dsname|ser}

Explanation: = This message indicates that either the backup or
target catalog does not contain the data set or volume entry.

In the message text:

dsname The data set name.

ser The volume serial number.
Source: DFSMSdfp

Detecting Module:  IDCRPO1

System Action:  The system continues reload processing.

Application Programmer Response: Do one of the following:

¢ If only the backup defines a data set, the physical data for the
data set probably does not exist on the volumes indicated.
Delete the catalog entry. Use the DELETE NOERASE option,
since the ERASE option may affect other users' data.

¢ If only the backup defines a volume, the volume is probably no
longer owned by this catalog. Delete any data sets indicated as
residing on this volume. Then delete the volume.

¢ If only the target defines a virtual storage access method
(VSAM) data set, access to the data set has been lost. Obtain
and import (IMPORT command) a backup copy of the data set
(output from EXPORT).

e If only the target defines a non-VSAM data set or an alias or
generation data group (GDG), reestablish the catalog entries
with the DEFINE command.

¢ If only the target defines a volume, access has been lost to the
volume. It cannot be reused by VSAM until the VSAM owner-
ship and data space protection attributes have been removed.
Run access method services ALTER REMOVE VOLUME.
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IDC15951 PASSWORDS SUPPRESSED FOR THE EXPORTED
DATA SET
Explanation: The password and other protection information was

inaccessible due to insufficient password or RACF authorization. The
portable version of the data set has been created, but without the
protection attributes.

When protection information is exported, it does not include the
RACF profile, the passwords, and other protection information for the

data set. However, the RACF indicator is exported.
Source: DFSMSdfp
Detecting Module:  IDCXP0O1
System Action:  The system continues processing the command.

Application Programmer Response: If the protection attributes
are desired, specify the master level password or have your user
profile modified so it indicates RACF-alter access to the data set.

IDC15971  THE text PARAMETER IS INVALID FOR AN ICF
CATALOG
Explanation:  text is one of the following:

INHIBITSOURCE
INHIBITTARGET
PERMANENT

An integrated catalog facility (ICF) catalog is to be exported and
INHIBITSOURCE or INHIBITTARGET was specified or PERMA-
NENT was specified or defaulted. These parameters are incorrect
when exporting an ICF catalog.

Source: DFSMSdfp

Detecting Module:  IDCXP0O1

System Action:  The system ignores the incorrect parameter. The
system exports the object.

Application Programmer Response: If an ICF catalog is being
exported, do not specify INHIBITSOURCE or INHIBITTARGET and
specify TEMPORARY.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL and the SYSOUT output for the job.

IDC01600I CACHING SET {ON | OFF} FOR (SUBSYSTEM CON-
TAINING) volser.
Explanation:  The 1/O operation to set the cache on or off com-

pleted successfully.
In the message text:
volser The volume serial number.
Source: DFSMSdfp
Detecting Module:  IDCSS03

System Action:  the system sets the return code to 0.

IDC016031 EQUIPMENT CHECK ON FIRST UNIT ADDRESS,
SECOND ADDRESS ACCESSED
Explanation:  An 1/O operation received an equipment check on the

first unit address because the first cache storage director could not
access the second cache storage director in the subsystem.

Source: DFSMSdfp
Detecting Module:  IDCSS03

System Action:  The system starts a second I/O operation using



the second unit address. The second unit address makes the second
cache storage director accessible.

Operator Response:  Contact hardware support.

IDC016051 STORAGE DIRECTOR X'yy SET {ON | OFF}, PREVI-
OUSLY {ON | OFF}
Explanation: The SETCACHE command to set the storage director

on or off completed successfully.

In the message text:

yy Indicates the address of the storage director.
Source: DFSMSdfp
Detecting Module:  IDCSCOI

System Action:  The system sets the return code to 0.

IDC16311  DUPLICATE ‘SYS1. DATA SET NAME’ IN TARGET
CATALOG
Explanation: A duplicate SYS1. data set entry was found in the

virtual storage access method (VSAM) or integrated catalog facility
(ICF) catalog while attempting to convert an OS catalog entry.

Source: DFSMSdfp

Detecting Module:  IDCCCO01

System Action:  An accompanying message identifies the entry not
converted. The system does not convert the entry.

Application Programmer Response: If duplicates exist and the
one on the control volume (CVOL) is the copy wanted in the target
catalog, then delete the copy in the target catalog prior to issuing the
CNVTCAT command.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL and the SYSOUT output for the job.

IDC1632I CVOL POINTER ‘xxx TO VOLUME *ser NOT CON-
VERTED
Explanation:  The control volume (CVOL) name was not converted

to an alias entry in the virtual storage access method (VSAM) or
integrated catalog facility (ICF) master catalog because the
CVOLEQUATES parameter was not specified, or was specified but
the CVOL volume serial number in the CVOL pointer entry was not
the one specified in the parameter.

In the message text:

XXX The CVOL pointer.

ser The volume serial number.
Source: DFSMSdfp
Detecting Module:  IDCCCO01

The system does not convert the entry.

Application Programmer Response: Use the DEFINE ALIAS
command to create an alias entry in the master catalog.

System Action:

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Search problem reporting data bases for a fix for the
problem. If no fix exists, contact the IBM Support Center. Provide the
JCL and the SYSOUT output for the job.

IDC01605I » IDC1645I

IDC1638]  ALIASES OF GENERATION INDEX POINTER
ENTRIES ARE NOT CONVERTED
Explanation:  An alias name of an OS catalog generation index

pointer entry (GIPE) was encountered. Because aliases of virtual
storage access method (VSAM) or integrated catalog facility (ICF)
catalog generation data group (GDG) base entries are not allowed,
the GIPE alias name is not converted.

Source: DFSMSdfp

Detecting Module:  IDCCCO01

System Action:  The system does not convert the entry.

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Search problem reporting data bases for a fix for the
problem. If no fix exists, contact the IBM Support Center. Provide the
JCL and the SYSOUT output for the job.

IDC1644l ALTERNATE INDEX KEY NOT IN BASE RECORD
XXX
Explanation: The base cluster record is not long enough to contain

the entire alternate key. If the base cluster is a key-sequenced data
set, the specified record is the key of the short base cluster record
(up to a maximum of the first ten bytes) expressed in hexadecimal.

If the base cluster is an entry-sequenced data set, the specified
record is the relative block address (RBA) of the short base cluster
record, given in decimal.

In the message text:
XXX Indicates the base cluster record.
Source: DFSMSdfp

Detecting Module:  IDCBIO1

System Action:  The system bypasses the base cluster record. The
record will not be reflected in the alternate index being built. See the
subsequent message for the name of the alternate index.

Application Programmer Response: After the alternate index is
built, delete the short record. Rewrite a long enough record through
a user program with the alternate index as part of the upgrade set.
The alternate index will be upgraded to reflect this particular base
record.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL and the SYSOUT output for the job.

IDC1645I NONUNIQUE AIX KEY key PRIME {KEY|RBA} IS xxx

Explanation:  The alternate index being built was defined with the
UNIQUEKEY attribute. That is, the alternate key exists on only one
base cluster record. However, multiple occurrences of the same
alternate key have been encountered. The system writes this
message for each multiple occurrence. The message gives the alter-
nate key first, up to a maximum of the first ten bytes, expressed in
hexadecimal.

If the base cluster is a key-sequenced data set, the specified record
is the prime key (up to a maximum of the first ten bytes) expressed
in hexadecimal.

If the base cluster is an entry-sequenced data set, the specified
record is the prime relative block address (RBA) in decimal.

In the message text:
key Indicates the nonunique key.

XXX Indicates the prime key.
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IDC1646I « IDC1661l

Source: DFSMSdfp

Detecting Module:  IDCBIO1

System Action:  An alternate index record is created containing the
alternate key and only the first prime key or RBA listed. All subse-
quent prime keys/RBAs will not be reflected in the alternate index
record.

Application Programmer Response: If the UNIQUEKEY attribute
was correctly specified, then the base cluster is in error. Correct it
through a calling program

If the UNIQUEKEY attribute was incorrectly specified:

e and the alternate index was defined with the REUSE parameter,
change it to NONUNIQUEKEY using the access method ser-
vices ALTER command.

¢ and the alternate index was defined with the REUSE parameter,
change it to NONUNIQUEKEY using the access method ser-
vices ALTER command.

¢ and the alternate index was not defined with the REUSE attri-
bute, delete the alternate index and redefine it with the
NONUNIQUEKEY attribute.

Then rebuild the alternate index using the BLDINDEX Command.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL and the SYSOUT output for the job.

IDC16461  nnnnn EXCESS PRIME {KEY|RBL} VALUES FOR AIX
KEY key
Explanation:  The specified key is the key of an alternate index

record that was too short to contain all the prime key or relative
block address (RBA) pointer values that occurred for that alternate
index key.

In the message text:

nnnnn The number of pointers that could not fit into the record.
The name of the alternate index being built is given in a
subsequent message.

key Indicates the key.

Source: DFSMSdfp

Detecting Module:  IDCBIO1

System Action:  The alternate index record is created with only
those pointers that could fit.

Application Programmer Response: Delete the alternate index
and redefine it using the access method services commands with a
maximum record size long enough to contain the maximum number
of pointers for any one alternate key. Then rebuild the alternate
index using the BLDINDEX command.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL and the SYSOUT output for the job.

IDC1653I dsname BUILT WITH ERRORS

Explanation:  Building of the alternate index has been completed
but some non-ending errors were encountered. Non-ending errors
consist of:

¢ Alternate index key not contained in one or more base cluster
records.

e Multiple occurrences of one or more alternate keys for an alter-
nate index defined with the UNIQUEKEY attribute.
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¢ One or more alternate index records too short to contain all the
prime key or RBA pointers.

All non-ending errors for this alternate index have been identified in
messages that precede this message.

In the message text:

dsname The data set hame.

Source: DFSMSdfp

Detecting Module:  IDCBIO1

System Action:  The building of the alternate index is complete.

Application Programmer Response: Refer to the action outlined

for the individual errors.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL and the SYSOUT output for the job.

IDC01653I ALIASES FROM THE PORTABLE DATA SET WERE
DEFINED
Explanation: The names that follow this message are aliases from

the portable data set; they have been defined for the integrated
catalog facility catalog being imported.

Source: DFSMSdfp
Detecting Module:  IDCXP0O1

System Action:  Processing continues with the aliases defined and

listed.

Application Programmer Response: None.

IDC016541 ALIASES FROM THE PORTABLE DATA SET WERE
NOT DEFINED
Explanation: The names that follow this message are aliases from

the portable data set; they have not been defined for the integrated

catalog facility catalog being imported.
Source: DFSMSdfp
Detecting Module:  IDCXP01
System Action:  Processing continues with the aliases listed.

Application Programmer Response: None.

IDC01657I OBJECT WAS SMS-MANAGED WHEN EXPORTED.
CHANGED TO UNMANAGED.
Explanation:  The object of an IMPORT command was SMS

managed when it was exported to the portable data set. After proc-
essing of the IMPORT command, the object became unmanaged.

Source: DFSMSdfp
Detecting Module:  IDCMPO1

System Action:  The object is imported to unmanaged storage.

IDC1661l OUT-OF-SYNC DATA SET SUCCESSFULLY
EXPORTED (BY FORCE)
Explanation:  The portable data set contains the necessary informa-

tion to recreate the data set through IMPORTRA. At the time of
export the data set was out of synchronization, caused by a mis-
match between time stamps or space information. See the sec-
ondary message for the data set name.

Source: DFSMSdfp
Detecting Module:  IDCRCO01

System Action:  The system continues processing.



IDC1662I OUT-OF-SYNC DATA SET NOT EXPORTED

Explanation:  The virtual storage access method (VSAM) data set
named in the message that follows is out of synchronization and the
FORCE parameter was not specified. The out-of-synchronization is
caused by a mismatch of the space information.

Source: DFSMSdfp

Detecting Module:  IDCRCO01

System Action:  The system bypasses processing of the VSAM

data set.

Application Programmer Response: If the data set, with its pos-
sible problems, is desired, then specify the FORCE parameter on the
EXPORTRA command. Run the job again.

IDC1663I BYPASSED RELATION dsname

Explanation: ~ An error occurred or a catalog entry could not be
located for a path or an alternate index to a virtual storage access
method (VSAM) cluster, an OS/VS alias for a non-VSAM object, or a
non-VSAM object associated with an OS/VS2 generation data group.

In the message text:

dsname The name of the cluster, non-VSAM object, or gener-

ation data group (GDG).
Source: DFSMSdfp
Detecting Module:  IDCRCO02

System Action:  The system bypasses the related object. The
system continues processing of the named object.

Application Programmer Response: List the named object after
performing an IMPORTRA operation to determine missing related
objects and to redefine the related objects.

IDC16641  ASSOCIATION ERROR, dsname

Explanation: The named catalog entry described a generation data
set having no relationship to any OS/VS2 generation data group, or
the entry describes a non-VSAM data set containing other than an
OS/VS alias related to it.

In the message text:

dsname The data set name.
Source: DFSMSdfp
Detecting Module:  IDCRCO02

System Action:  The association cannot be processed. The system
continues processing of the named object.

Application Programmer Response: List the named object after
performing an IMPORTRA operation to determine missing related
objects and to redefine the related objects.

IDC1667I VOLUME volserl IS OUT-OF-SYNC AND LATER
THAN VOLUME volser2
Explanation: The data-set-directory-entry time stamp mismatches

the time stamp for the virtual storage access method (VSAM) data
set named in the following message. The volumes are out of syn-
chronization, although some of the data sets may still be recover-
able.

In the message text:
serl

ser2 The volume serial numbers that indicate the volumes
that are out of synchronization.

Source: DFSMSdfp

IDC16621 » IDC01703I

IDCRCO1
The system bypasses the VSAM data set entry

Detecting Module:

System Action:
and associations.

Application Programmer Response:
chronization. Run the job again.

Get the two volumes in syn-

IDC1678I ** DATA SET EXPORTED WITH MINOR ERRORS

Explanation:  An error occurred while processing an associated
object for an object being exported.

Source: DFSMSdfp
Detecting Module:  IDCRCO01

System Action:  The system bypasses processing of the associated

object.

Application Programmer Response: See the preceding message
to determine the type of error and the recovery procedure.

IDC1679I ** OUT-OF-SYNC DATA SET EXPORTED WITH
MINOR ERRORS
Explanation:  An error occurred while processing an associated

object for an out-of-synchronization data set. The out-of-
synchronization is caused by a mismatch between the time stamps
or space information on the various volumes of a multi-volume data
set.

Source: DFSMSdfp
Detecting Module: IDCRCO01

System Action:  The system bypasses processing of the associated

object.

Application Programmer Response: See the preceding message
to determine the type of error and the recovery procedure.

IDC017001 INDEXTEST BEGINS
Explanation: The INDEXTEST diagnostic procedure is beginning to
process.

Source: DFSMSdfp

System Action:  The system begins processing.

IDC017011 DATATEST BEGINS
Explanation: The DATATEST diagnostic procedure is beginning to
process.

Source: DFSMSdfp

System Action:  The system begins processing.

IDC01702I HIGH-USED RBA IS rba

Explanation:  This message displays the component high-used rela-
tive byte address (RBA) in decimal.

In the message text:
rba Indicates the high-used relative byte address.
Source: DFSMSdfp

IDC017031 HIGH-ALLOCATED RBA IS rba

Explanation:  This message displays the component high-allocated
relative byte address (RBA) in decimal.

In the message text:
rba Indicates the high-allocated relative byte address.
Source: DFSMSdfp
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IDC01704] CONTROL INTERVAL SIZE IS size

Explanation:
decimal.

This message displays the control interval size in

In the message text:
size Indicates the control interval size.
Source: DFSMSdfp

IDC017051 CONTROL AREA SIZE IS size

Explanation:
decimal.

This message displays the control area size in

In the message text:
size Indicates the control area size.
Source: DFSMSdfp

IDC017061 RBA'IS rba
Explanation:  This message displays a relative byte address (RBA)
in decimal.

In the message text:
rba Indicates the relative byte address.
Source: DFSMSdfp

IDC17071  ** OWNER ownerid NOT UPDATED IN INVENTORY
FOR NEW COPY yyddd
Explanation:  The owner data in the volume label of the new copy

volume, created on the specified date, could not be updated in the
copy volume record or in the cartridge labels.

This condition occurred because the cartridges of an existing copy
volume were reused. See the preceding message for further expla-
nation of the problem.

In the message text:

ownerid Indicates the owner of the data.
yyddd The date, in year and days.
Source: DFSMSdfp
Detecting Module:  IDCCOO01
System Action:  The system continues processing.

Application Programmer Response: This discrepancy cannot be
corrected. The LISTMSVI reports will reflect different owners for the
source volume and the designated copy volume, even though the
owner data is correct in the volume labels of both volumes.

IDC01707I CURRENT INDEX LEVEL IS level

Explanation:  This message displays the level of the index being
processed when an error is detected.

In the message text:
level Indicates the current index level.
Source: DFSMSdfp

IDC017081 nnn CONTROL INTERVALS ENCOUNTERED

Explanation:
intervals read.

This message indicates the total number of control

In the message text:
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nnn The number of control intervals.
Source: DFSMSdfp

System Action:  The system continues processing.

IDC017091 DATATEST COMPLETE - NO ERRORS DETECTED

Explanation:  The entire data component has been tested and no
errors have been found.

Source: DFSMSdfp

System Action:  The system concludes processing normally.

IDC017101 DATA COMPONENT CONTAINS nnn RECORDS

Explanation:  After DATATEST concludes, this message displays
the number of records contained in the data set.

In the message text:
nnn The number of records.
Source: DFSMSdfp

System Action:  The system concludes processing normally.

IDC017111 DATA COMPONENT CONTAINS nnn DELETED
CONTROL INTERVALS

Explanation:  After DATATEST concludes, this message displays
the number of unreclaimed empty control intervals.

In the message text:
nnn The number of control intervals.
Source: DFSMSdfp

System Action:  The system concludes processing normally.

IDC017121 MAXIMUM LENGTH DATA RECORD CONTAINS nnn
BYTES

Explanation:  After DATATEST concludes, this message displays
the length in decimal of the longest data record encountered.

In the message text:
nnn The number of bytes.
Source: DFSMSdfp

System Action:  The system concludes processing normally.

IDC017131 DATA CONTROL INTERVAL DISPLAY AT RBA rba
FOLLOWS

Explanation:  This message displays the relative byte address
(RBA) in decimal of the control interval. The control interval display
follows.

In the message text:
rba The relative byte address.
Source: DFSMSdfp

IDC01714] ERROR LOCATED AT OFFSET offset

Explanation:  This message follows a control interval display and
specifies the location in hexadecimal of the item in error.

In the message text:
offset The offset.
Source: DFSMSdfp
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IDC017161 INDEX KEY FOLLOWS

Explanation:  The key value follows this message. Where appli-
cable, two key values follow.

Source: DFSMSdfp

IDC017171 DATA KEY FOLLOWS
Explanation:

Source: DFSMSdfp

The key display follows this message.

IDC01718] RECORD UPDATE NUMBER IS number

Explanation:  This message displays the expected update number
of the spanned record segment.

In the message text:
number
Source: DFSMSdfp

The number of the record update.

IDC017201 INDEX CONTROL INTERVAL DISPLAY AT RBA rba
FOLLOWS
Explanation:  This message displays the relative byte address

(RBA) in decimal of the control interval. The control interval display
follows.

In the message text:
rba The relative byte address.
Source: DFSMSdfp

IDC017221 nnn PERCENT FREE SPACE

Explanation:  After DATATEST concludes, this message displays
the percentage of free space in the data set.

In the message text:
nnn The percentage of available space.
Source: DFSMSdfp

IDC017231 ERRORS MAY BE DUE TO CONCURRENT ACCESS

Explanation:  The catalog OPEN indicator or AMDSB indicates that
the data set may have been updated during EXAMINE testing. Some
or all of the detected errors may not exist.

Source: DFSMSdfp :sysact.The system continues processing.

Application Programmer Response: If possible, run EXAMINE
again without any users having the data set OPEN for output. If this
is not possible, ensure that the data set is not updated during
testing.

IDC017241 INDEXTEST COMPLETE - NO ERRORS DETECTED

Explanation:  The entire index component has been tested and no
errors have been found.

Source: DFSMSdfp

System Action:  The system concludes processing normally.

Application Programmer Response: Run DATATEST to validate

the data component.

IDC017251 REFER TO DATA CONTROL INTERVAL DISPLAY
FOR RBA rba
Explanation:  This message is issued in lieu of message IDC01713I

when an error is detected in a previously-displayed data control
interval. This message displays the relative byte address (RBA) in
decimal of the data control interval.

In the message text:
rba The relative byte address.
Source: DFSMSdfp

IDC017261 REFER TO INDEX CONTROL INTERVAL DISPLAY
FOR RBA rba
Explanation:  This message is issued in lieu of message IDC01720I

when an error is detected in a previously-displayed index control
interval. This message displays the relative byte address (RBA) in
decimal of the index control interval.

In the message text:
rba The relative byte address.
Source: DFSMSdfp

IDC1742] RECATALOG OPTION INVALID FOR VOLUME

Explanation:  The source volume is not owned by a virtual storage
access method (VSAM) catalog. Therefore, the VSAMCATALOG
option does not apply.

Source: DFSMSdfp

Detecting Module:  IDCCNO1

System Action:  No recataloging is performed. The command con-

tinues processing.

Application Programmer Response: Use the IEHPROGM utility or
the access method services DELETE and DEFINE commands to
recatalog data sets.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL, the SYSOUT output for the job, and all printed
output and output data sets related to the problem.

IDC1784l NO SCRATCH CARTRIDGES FOUND IN MSF

Explanation:  No scratch cartridges can be ejected from the Mass
Storage Facility (MSF) because there are no cartridges in the MSF.
Source: DFSMSdfp
Detecting Module:  IDCECO1

System Action:  The command abnormally ends with a message.

IDC018061 NO VOLUMES WERE SELECTED TO BE PROC-
ESSED
Explanation:  The volumes specified in the volumes parameter or

resolved from the storage group parameter do not exist on the
system or are not available for processing.

Source: DFSMSdfp

System Action:  Processing continues.

Application Programmer Response:
volumes exist and are on line.

Ensure that the specified

System Programmer Response: If the error recurs and the
program is not in error, look at the messages in the job log for more
information. Search problem reporting data bases for a fix for the
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problem. If no fix exists, contact the IBM Support Center. Provide the
JCL, the SYSOUT output for the job, and all printed output and
output data sets related to the problem.

IDC01811lI

Explanation:
output data set.

NUMBER OF n RECORDS PROCESSED WAS xxxx

Indicates the number of n-type records written to the

In the message text:

n The type of record written.
XXXX The number of records written.
Source: DFSMSdfp

System Action:  Processing continues.

IDC18401

Explanation:  An attempt was made to dump trace data but the
trace areas requested were null.

Source: DFSMSdfp
Detecting Module:

TRACE AREA EMPTY - NO DATA DUMPED

IDCTRO1

System Action:  The command ends normally.

Application Programmer Response: Turn the trace on before

requesting a dump.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL, the SYSOUT output for the job, and all printed
output and output data sets related to the problem.

IDC18411  END OF CURRENT DATA COULD NOT BE DETER-
MINED - ALL DATA DUMPED
Explanation: ~ An attempt was made to dump only current trace

data, but the end of the current data was not found. Therefore, all of
the trace data was dumped. There may be data from a previous
trace period in the output data set.

Source: DFSMSdfp

Detecting Module:  IDCTR0O1

System Action:  The command dumped all the data in the
requested trace area.

Application Programmer Response: Run the trace report program
and select only the data from the current trace period for processing.

System Programmer Response: If the error recurs and the
program is not in error, search problem reporting data bases for a fix
for the problem. If no fix exists, contact the IBM Support Center.
Provide the JCL, the SYSOUT output for the job, and all printed
output and output data sets related to the problem.

IDC018501 SORT PRODUCT CALL IDENTIFICATION NUMBER
XXXX
Explanation:  xxxx represents the identification number of a call to

DFSORT (or an equivalent product) by BLDINDEX. This identification
number corresponds to the call identifier in DFSORT message
ICE200I (or to the identifier in the appropriate message for an equiv-
alent product).
System Action:  None.

System Programmer Response: None.

Detecting Module:  IDCBIO1
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IDC018511 "NOSORTCALL" invalid parameter for extended
addressability data set.
Explanation:  User must use SORTCALL parameter in BLDINDEX

command for building alternate indexes for extended addressability
data sets.

Source: DFSMSdfp
System Programmer Response: IDCBIO1

System Action:  Processing for the BLDINDEX STEP/JOB Termi-

nated.

Application Programmer Response: Specify sortcall parameter on
the BLDINDEX command to build alternate indexes for extended
addressability data set.

IDC1860I SELECTED CHECKID, xxxxxxxx NOT FOUND

Explanation:  The checkid listed was selected by the user, but not
found in the checkpoint data set.

In the message text:

xxxxxxxx  The check identification.

Source: DFSMSdfp

Detecting Module:  IDCCKO01

System Acti